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1. Overall

Regarding functional requirement i) and l) (i.e. restriction in network implemented Iu-flex/Network sharing), in the last meeting, SA2#42, extending access class barring is added as a possible solution. However it is necessary to consider other possible solutions in order to clarify what solutions should be prepared for congestions and failures. 

PLMN ID based solution is proposed for overload protection in network configuration implemented network sharing. However, if “Node Specific Access Class Barring solution” is selected for Overload Protection for network configuration implemented Iu-flex then there is probably no need for this network sharing specific solution as long as the system broadcast has sufficient capacity to transfer network sharing and node specific ACBOP information.
Regarding Node Specific Access Control based solution, in the document it is assumed that Node Specific Access Control belongs to exiting Access Control or Domain Specific Access Control because if Access Class Barring list is provided to each node, more considerable space in broadcast system information is needed. Combination of extended access class control is investigated in S2-043544.
=========================1st Additional Description================================

6.1.x Overload Protection in a network configuration implemented Iu-flex (requirement i)

In a network configuration using Iu-flex, there are two possible solutions. One is extended access class barring solution, meaning Node Specific Access Control. The other is RNC based solution

6.1.x.1 Node Specific Access Control based solution
In a network configuration using Iu-flex, MSC/VLRs or SGSNs in the pool indicate overload situations to the RNC. The RNC sends broadcast system information included node specific identifiers. UEs verify if the received identifier match the identifier the UEs preserve. If so, the UEs access to the node identified is restricted. 

Using the configuration of removing access class one by one, it is possible to gradually increase the traffic on the restarting node. The mechanism can be applied in one node congestion/failure.
Under Network Operation Mode I, mechanism as UE based solution for PS Domain Specific Access Restriction and Gs Interface is applied. See section 6.1.4.
Regarding impact on implementation, new functionality on Uu interface is required. If the identifier is Network Resource Identifier, UE behaviour that they retrieve the identifier from TMSI/P-TMSI is required. In current specification, there is no indication what part is the Network Resource Identifier in TMSI/P-TMSI, so the new indication is needed. The broadcasting of NRIs may require considerable space on broadcast channel because of flexible length and when a node has no continuous NRI range allocated.
6.1.x.2 RNC based solution

In a network configuration using Iu-flex, MSC/VLR or SGSN in the pool indicate overload situations to the RNC. The RNC performs exiting access class barring or DSAC if number of UEs served overloaded CN nodes is over number of UEs non-overloaded CN nodes can additionally handle in order to keep non-overloaded CN nodes available. The RNC then routes initial NAS messages from UEs being served by an overloaded CN node to an available non-overloaded MSC/VLR or SGSN in the pool area. Consequently the UEs of the overloaded CN node(s) end up being served by non-overloaded MSC/VLRs or SGSNs in the pool area. The initial NAS messages would be randomly sent by the UEs, so the change of serving nodes would be gradually done. However considered the case load caused by the initial NAS messages from the UEs at a time to non-overloaded CN nodes and HLRs may happen, the RNC puts access class into access class barring list one by one or appropriately rejects the messages.

Using the configuration of removing access class one by one, it is possible to gradually increase the traffic on the restarting node.
This solution does not require any new functionality on Uu interface. Above RNC behaviour is required.

Besides, the solution can support legacy UEs.

6.1.x.3 Preferred Solution
The ‘RNC based’ approach is preferred from the perspective of impact on UE and RNC implementation, the amount of capacity available on the broadcast channels, and consideration of legacy UE. It should be chosen as the solution for Overload Protection in a network configuration implemented Iu-flex.

======================END of 1st Additional Description ==============================

=========================2nd Additional Description================================

6.1.y Overload Protection in a network configuration implemented network sharing (requirement l)

In a network configuration implemented network sharing according to Multi Operator Core Network (MOCN), there are three possible solutions. These solutions are described below. First one is node specific access class control based solution. Second one is PLMN id specific access control based solution. The last one is PLMN selection procedure based solution. In a Gateway Core Network (GWCN) configuration each CN node serves multiple or all sharing operators. Therefore there is no need for operator node specific ACBOP as for MOCN, i.e. when multiple GWCN CN nodes are configured in pool, the same mechanism as for network configuration implemented Iu-flex may be used, see 6.1.x.
6.1.y.1 Node Specific Access Control based solution

One MOCN MSC/VLR or SGSN indicates overload situations to the RNC. Followed mechanism is the same mechanism as for network configuration implemented Iu-flex may be used, see 6.1.x.1.
6.1.y.2 PLMN id specific access control based solution

One MOCN MSC/VLR or SGSN indicates overload situations to the RNC. The RNC identifies the operator which is derived from node identifier and sends broadcast information included PLMN id in SIB1 and corresponded Access Class Barring list. UEs verify if the PLMN id included in the system information matches PLMN id the UEs selected. If so, the UEs access to the node identified is restricted.
If network severed by the operator is implemented Iu-flex, RNC based solution in 6.1.x.2 can be also applied.

Using the configuration of removing access class one by one, it is possible to gradually increase the traffic on the restarting node.
The solution is not applied to network sharing non-support UEs because the UEs do not identify specific serving operator. The UEs just identify common PLMN id.
This solution does not require any new functionality on Uu interface. Above RNC behaviour is required. UE behaviour of matching of PLMN id is required.

6.1.y.3 PLMN selection procedure based solution

One MOCN MSC/VLR or SGSN indicates overload situations to the RNC. The RNC identifies the operator which is derived from node identifier and removes the operator’s PLMN ID from broadcast system information. If this PLMN ID is no longer on system broadcast, the UEs are not allowed to access the network and may need to select another network.

This solution does not support gradual increase the traffic on the restarting node.

The solution is not applied to network sharing non-support UEs because the UEs do not identify specific serving operator. The UEs just identify common PLMN id.
This solution does not require new functionality on Uu interface. Above RNC behaviour is required.
6.1.y.4 Preferred Solution
The ‘PLMN id specific access control based solution’ approach is preferred from the perspective of impact on UE and RNC implementation. It should be chosen as the solution for Overload Protection in a network configuration implemented network sharing.

======================END of 2nd Additional Description ==============================
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