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1.
Introduction

In the last meeting we achieved some basically procedures for SMS over generic 3GPP IP access in the approved S2-043390, based on these procedures, this contribution intends to summary the architecture of SMSIP for discussion and approval.

2.
Proposal

The following text is proposed in the TR 23.804 section 5:

Start of modified section

5
Architectural requirements and considerations

Editor’s Note: This section will describe requirements that apply to the architecture design and considerations which will be used when making decisions on the preferred architectural alternative.
5.1
Architecture for support of SMS 

The architecture for support of IP delivery and origination of SMS messages is illustrated in figure 5.1. The SM-SC and GMSC/SMS-IWMSC are defined in TS 23.040 [5]. The IP Short Message Gateway IP-Message-GW communicates between the IP Based UE and the GMSC/SMS-IWMSC. 
The intention of this architecture is that it could be realised through re-use of existing messaging protocols supported by the UE e.g. IMS or MMS. The primary purpose of this architecture description is therefore to describe the interaction between the IP SM Gateway and the existing elements supporting the Short Message Service (GMSC/SMS-IWMSC, SM-SC and HLR/HSS).
The IP SM Gateway should be considered as consisting of all the functional entities needed to interwork between the chosen existing messaging protocol(s) and the existing SMS elements. For example, in the case IMS Messaging is chosen, the requirements on the IP SM Gateway specified here could be met by a combination of the CSCFs and an IMS Application Server which interworks to the GMSC/SMS-IWMSC.
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Note: IP-Message-GW is used in place of the MSC or SGSN in case of SMS transfer over IP connection 
Figure 5.1:
Architecture for SMS support with an IP attached terminal

5.1.1
IP Short Message Gateway (IP-Message-GW)

The IP-Message-GW shall provide the protocol interworking for delivery of the short message between the IP Based UE and the GSM/UMTS network. The functions of this network element are:
-
To connect to the GMSC using established MAP protocols over SS7, appearing to the GMSC as an MSC or SGSN using the E or Gd reference points;

-
To connect to the SMS-IWMSC using established MAP protocols over SS7, appearing to the GMSC as an MSC or SGSN using the E or Gd reference points;

-
To communicate with the IP Based UE using IP based protocols maintaining the format and functionality of the SMS message. It is intended that existing messaging protocols supported by the UE should be reused for this purpose;
-
To maintain the association between the MSISDN and the IP address of the terminal;
-
Support registration and authentication of the UE for SMS services;
-
Support of security associations between UE and IP-Message-GW.
5.1.2
HLR/HSS
In the routeing of an SMS message, the SMS-GMSC performs a MAP request to the HLR/HSS “send routing information for short message” as defined in TS 29.002 [9] to determine the address of the MSC or SGSN to which to route the short message. When the UE is connected only to a GSM/UMTS network, the “send routing information for short message” returns the address of the MSC or SGSN for delivery of SMS message. In the event that the UE is registered with an IP Short Message Gateway, the HLR/HSS may return the address of the IP-Message-GW in the “send routing information for short message”. As such, the HLR/HSS shall support the following functionality:

-
An indication that the terminal is registered with an IP Short Message Gateway (e.g. an internal flag) for delivery of SMS;

-
The SS7 MAP address of the IP-Message-GW;

-
The logic necessary to act on the fact that the terminal is IP connected and return the IP-Message-GW address.

The mechanism for prioritizing whether the short message is delivered via a GSM/UMTS or a WLAN connection when the terminal is simultaneously connected to both access networks is outside the scope of this specification.

5.1.2.1
Indication that the terminal is registered with an IP Short Message gateway

In order to be able to return the address of the IP-Message-GW in response to a “SendRoutingInfoForShortMsg” request from the GMSC, the HLR/HSS needs to have an indication that the terminal is registered with an IP Short Message Gateway and that this is the preferred method for delivery of short messages.

The IP Short Message Gateway maintains the UE’s registration status. On registration, the IP Short Message Gateway shall send a message to the HLR/HSS indicating that the UE has successfully registered.

5.1.2.2
The address of the IP-Message-GW
The address of the IP-Message-GW associated with a registered UE may either be pre-defined as a single address in the HLR/HSS or dynamically configured during the registration process, depending on information received from the IP-Message-GW.

5.1.3
Reference points


5.1.3.1
R1 reference point
The R1 reference point enables the routeing of an SMS message for an IP Based UE. It shall be possible to reuse the existing Gr reference point.
The R1 reference point supports the following functions:

1.
IP-IWF Registration Request (from IP-Message-GW to HLR/HSS)
2.
IP-IWF Registration Response (from HLR/HSS to IP-Message-GW)
3.
De-register Request (from IP-Message-GW to HLR/HSS)

4.
De-register Response (from HLR/HSS to IP-Message-GW)
5.1.3.2
R2 reference point

The R1 reference point enables the IP Based UE can access to the 3GPP network to use the short message service. It shall be possible to the IP Based UE access to the IP-Message-GW over various IP network, e.g. WLAN, internet, ect.
Notes: the details of access over various IP network is out of the scope of this specification. 
The message delivered over the R2 reference point should be a secure message, whether using a secure protocol e.g. a protocol based on TLS, or using a tunnel as defined in 3GPP to assure the security of the message.  
5.1.3.3
R3 reference point

The R3 reference point enables transport of IP-Message-GW offline charging information. The R3 reference point is subject to investigation in SA5. 
5.1.3.4
R4 reference point

The R4 reference point allows credit control for IP-Message-GW online charging. The functionalities required across the R4 reference point shall use existing functionalities and mechanisms, e.g. based on CAMEL.
5.1.3.5
R5 reference point

The R5 reference point is a slight enhancement of reference point C and the corresponding protocol is based on the MAP. The R5 reference point enables the HLR can return the MSC and/or SGSN and/or IP-Message-GW as routing information to SMS-GMSC.
5.1.3.6
R6 reference point

The R6 reference point enables the delivery of the short message between IP-Message-GW and GMSC/SMS-IWMSC. It shall be possible to reuse the existing E reference point or Gd reference point.
End of modified section

3. Conclusion

Section 2 proposed procedures for SMS over IP access. We would like to have a discussion and the agreed conclusion shall be put into TR 23.804.
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