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1. Introduction
In the annex A, an analysis of CSI phased approach is presented, which we believe is necessary and important to guide the standardization of CSI. However, only the impact on standard, terminal and network are considered in this analysis. In our point of view, there are some other significant differences between these alternatives which will also influence the evaluation of CSI phased approach.
In this paper, additional elements are taken into account to complement the analysis of CSI phased approach.
2. dISCUSSION

2.1 Suitable Scenarios:
To compare the conditions to realize the different alternative solutions. 
For example, End-to-End mode in Alternative A need the support of CSI capability on both sides, while End-to-Gateway mode in Alternative A need support of CSI capability on only one side, and this will means that the End-to-Gateway mode may be suitable for more scenarios.
2.2 Capability of Service Control:
To compare the capability of service control in some significant issues, include:
· Control of Service Collision/Interaction: compare the capability and requirement in issue of service collision control; Relevant discuss please refer to 6.1.9 and S2-043496.
· Charging correlation: compare the requirement and possible realization in issue of charging correlation; Relevant discuss please refer to 6.1.6 
· Routing control in the CS domain: compare the requirement and possible realization in issue of routing control in the CS domain; Relevant discuss please refer to 6.1.10, 6.1.11 
· Control in case of CS bearer fails: compare the requirement and possible realization in issue of failover control in case of CS bearer fails; Relevant discuss please refer to S2-043495.
· Using the existing CS bearer: compare the requirement and possible realization in issue of using the existing CS bearer; Relevant discuss please refer to 6.1.7.
2.3 Cost of service
 To compare the cost of service in some significant issues, include:
· Burden on the air interface: compare the burden on the air interface in service procedures; 
· Capability exchange: compare the requirement in the issue of capability exchange;
· Additional number resource occupied: compare the requirement in issue of additional E.164 number resource occupied; 
2.4 User  experience
To compare the user experience in some significant issues,  include:
· Time needed to establish a session: Since both procedure of CS bearer establishment and IMS session establishment are needed, the time a whole CSI session establishment is an important factor of user experience. Unfortunately, this comparison can not be made until the detail procedure in each mode is defined.
3. Summary
It is proposed to add above analysis to TR 23.899 as follows (changes based on version 0.4.0). 
Additionally, with the cases discussed above, it seems too early for the current TS to make a conclusion that the End-to-Gateway client control mode is not recommended for standardisation. So, it is recommended to remove the confusing conclusion in 6.1.3.3.
*** Proposed change to Annex A ***
A.1  Analysis of different cases in Alternative A
	Issue
	E2E
	E2G/NC
	E2G/UC

(C->N)

	
	
	N->C
	C->N
	

	Suitable Scenarios
	Need the support of CSI capability on both sides
	Need the support of CSI capability on only one side

	Capability of Service Control 
	Control of Service Collision
	Coordination of the IMS services and the CS services(have impact on the existing services)
	· Coordination to the IMS services;
· Bypass the CS supplementary services on the terminating side(difficult)
	· Coordination to the IMS services;
· Bypass the CS supplementary services on the originating side(mature)
	Bypass the CS supplementary services on the originating side(mature)

	
	Charging correlation
	Based on Called and calling party number, together with time information(maybe not practical) 
	Based on the CBTF E.164 number(caller and callee respectively)
	Using the prefix for CSI services(callee based) 

	
	Routing control in the CS domain
	The same as used in the Circuit Switched network
	BGCF selects a MGCF. BGCF needs enhancement.
	Configuration to the CBTF E.164 number in the CS domain.
	Configuration to the prefix for the CSI services.

	
	Control in case of CS bearer fails
	Decision and control directly in the client.
	Decision and control by the CBCF on the network side. Notification of CS events and control to client should be standardization.
	Decision and control directly in the client.

	
	Using the existing CS bearer
	The existing CS bearer can be reused, if caller or callee changes, the CS bearer can not be used any longer.
	The CS bearer to the gateway can be reused even in case of the peer point change, the control of the CSI-AS should be standardization.
	The CS bearer to the gateway can be reused even in case of the peer point change, decision and control directly in the client.

	cost of service
	Burden on the air interface
	2 
	2
	2+
	3

	
	Capability exchange
	Need End-to-end exchange of User Equipment and radio capability.
	· User Equipment and radio capability exchange between CBCF and one end of client, end to end exchange is not needed.
· The exchange is an external procedure which needs standardization. 
	· User Equipment and radio capability exchange between CBCF and one end of client, end to end exchange is not needed.
· The exchange is an internal procedure.

	
	Additional number resource
occupied
	No need
	A single number can be shared among all the CSI UE.
	Prefix for CSI services

	User  experience
	Time needed to establish a session
	
	
	


Notes: According to the description in sub clause 6.1.12, if the CS bearer is established in the client-to-network direction, it may be more efficient to route the call directly from the VMSC to the MGCF/MGW. So if the client control mode is chosen, the CS bearer will always be established from the client to network. Considering these reasons, the client control mode, network-to-client direction is not listed in the table.
*** Proposed change to 6.1.3.3  ***
6.1.3.3
The end-to-gateway configuration, client control model

The following figure illustrates the end-to-gateway configuration with client control:
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Figure 6.1.3.3-1: End-to gateway, client control 

In this approach, the CBCF is located in the UE. The UE sends a SIP INVITE towards the remote UA (1). Then the CS bearer is established making use of CS/IMS interworking in the MGCF/MGW by establishing a call from the UE to itself in a loop through CS domain and IMS (2). Routing tables have to be configured correctly to ensure that the call reaches the "right part" of the UE. The variant of 3pcc illustrated in figure X in sub clause 6.1.2 ensures that the IP traffic from the remote party is routed to the MGW.

As in the network control case, the solution requires circuits (resources) in both the MSC and in the MGW. On the call control layer, MSC, MGCF, S-CSCF and CBCF keep state. 

In the client control case the loop from the UE through the network back to the UE puts additional burden on the air interface, just to discover an IP address and a port number. Thus this configuration is not recommended for standardisation.
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