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1. Architecture consideration:

There are varies messaging systems excited in 3GPP network e.g. SMS, MMS, IMS messaging. There is a general trend in the telecom industry to migrate the transport network to be based on IP technologies while offering user the same services with similar user experiences.

So, when these messaging services are all to be based on IP network, it is easy to image the architecture based on generic IP access as below:
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However, this kind of architecture has some drawbacks:
· Terminal development complicity: user equipments will need to implement varies protocols to support the same function: messaging. And since MMS relies SMS for notification, the integration of the different clients is also required.  
· Increased Customer care: in case varies application clients in single user terminal, it adds the customer care cost for operators.

· Security issue: in case all clients are located in one terminal, varies security associations may be needed to transfer individual application data, this may increase the power consumption of the terminal. Even if using one single IPSec tunnel for all the applications, it will require internal interface between the IPSec gateway and the application nodes in the network, which will complicates network architecture and functionalities. 

· Migration issue: It can be expected that there is a tread to replace circuit based services to IMS based services however if varies messaging interfaces/protocols are co-excited, it is more difficult to achieve smooth migration. 
Based on above observation, potential synergies between solutions for SMS, MMS and IMS messaging is shown as below:
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The synergised architecture has the following benefits/features:
· Single client application in the UE to handle SMS/MMS/IMS messaging, which makes the terminal implementation easier. 
· Only one security association is needed since a single messaging protocol is used to deliver messages
· Using transport layer security to protect application data which eliminate the need of tunnelling data therefore simplifies the architecture in the network side. 
· Single interface between UE and IP-Messaging-GW which has internal interface to legacy messaging functionalities. With the service indication on the interface, the operator can still maintain the same charging model for MMS, SMS.
2. Protocol consideration

SIP and WAP are strong candidates for the interface between UE and the IP-Messaging-GW. And it is believed SIP in overall serves better in IP messaging than WAP because:

· SIP supports messaging capabilities, e.g. instant messaging or session based messaging. So it is believed that SIP can offer SMS and MMS services and offer user the same user experience.

· SIP is used by IMS, so it is more future proof and offer easier migration path toward IMS based messaging service

· Since the targeted market for this work item is WLAN/PDA users, so the client will be new client which is different with mobile phone client, so there is large flexibility to distribute new messaging clients with better future prove potential. 

· WAP is used now for MMS, so it is natural to re-use WAP for MMS. However, WAP is designed in situation that there is very limited radio resource and weak wireless link. However, it is expected that majority users will be using WLAN, so the advantages of using WAP are not obvious. Also, considering the migration trend, WAP will be eventually replaced by SIP. 
Based on above reasons, SIP is believed to be better protocol to use in the synergised architecture
3. Derived requirements

Based on the above arguments, the following are the potential requirements for the interface between the UE and the IP-Messaging-GW, which is called MM0 interface:

1. It shall be possible to transfer text or multimedia messages on MM0 interface

2. Using of single protocol to deliver MMS and SMS on MM0 interface shall be investigated
3. MM0 interface shall have indication on this message is MMS or SMS in order to allow the operator to apply different charging and policies 

4. MM0 shall provide confidential and integrity protection to messages sent to or from the UE. 

5. The possibility for SMS and MMS message to share the same security association shall be studied
4. Procedure flows
Common registration procedure
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3. CX interaction


1)
The UE establishes IP connection and carries out mutual authentication with the IP-Messaging-GW and also establishes secure communication with the GW.

2)
UE sends SIP REGISTER with indication of SMS/MMS to the IP-Messaging-GW 

3)
IP-Messaging-GW interacts with HSS via Cx interface to authorise the registration request.
4-6)
The SMS-GW function then carries our the necessary procedures for SMS registration 
7)
The IP-Messaging-GW then sends SIP 200 OK

Note1: dashed line means internal interface which is not standardised

Notes2: the step 2~6 may be utilized as a re-registration procedure in case a certain timer expires after the UE was registered.

MMS Origination procedure
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1-2)
Authentication, security association establishment and common registration

2)
UE sends a MM using SIP MESSAGE method indicating “MMS” in the SIP MESSAGE
4-5)
The MMS-GW function acts as MMS User Agent and the MMS is delivered as defined in 23.140.
6-8)
If the originating UE requested Deliver Indication Report, then that deliver Ind will be sent to SMS-GW function
9-10) The IP-Messaging-GW then sends SIP MESSAGE with indication of “SMS” to the UE in which the deliver indication report will be contained
MMS Terminating Procedure
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1-2)
Authentication, security association establishment and common registration

3-5)
Receiving incoming MMS and then MMS notification using SMS defined in 23.140. Note, the exact interaction needs to be confirmed. 
6)
The SMS-GW receives the MMS Notification 
7-8)
 The IP-Messaging-GW sends SIP MESSAGE to the UE with indication of “SMS” and the “MMS ID” which will be used to retrieve the MMS. The UE can either stores the MMS ID and retrieve it later or retrieves the MMS immediately.
9-11) The UE sends SIP INVITE with MMS-ID to start to retrieve the MMS
12) The MMS-GW function retrieves the MMS based on 23.140

13-15) The MMS is sent to UE using MSRP.
5. Proposal

If based on the discussion, the proposal is accepted by the group, it is proposed to add section 3 and 4 into 23.804.
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