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Introduction

At SA2#41 mechanisms for capability detection for CSI were discussed, as a result some alternatives have been added to TR 23.899. At the same time, the set of capabilities to be discovered has not been addressed.

Hence, this contribution proposes a list of capabilities that is beneficial to be detected for combinational services. Additonally, mechanisms for detecting these capabilities are introduced, some of which re-use elements of already documented capability negotiation alternatives.

Proposal

It is proposed to apply the following additions to TR 23.899
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7 Capability Exchange

7.0 General

It is highly advantageous if the set of services which can be supported between two endpoints is known to the endpoints when (or shortly after) communication is established. This information can be used to provide an indication to the user of the additional services which are available. This can encourage use of available services and avoid invocation of unavailable services, thereby avoiding customer dissatisfaction and unnecessary resource and bearer establishment attempts.

7.1
Terminal Capability Information

The information to be determined is the set of services that can be successfully invoked between two users at a given time. The information required for this can be divided in the following categories:

1. Terminal capabilities and user preferences:

-
CS voice call capability and the E.164 number used for voice calls

-
Media types which can be exchanged in SIP messages (i.e. MIME types that are acceptable in IMS Instant Message bodies);

-
Media types which can be supported as separate IMS media streams (i.e. media component definitions of IMS sessions);

-
Media format parameters for supported IMS media types (codecs, MIME types for Instant Messaging etc.);

-
CS video telephony capability;

-
MMS capabilities.

2. Radio network capabilities at the user’s location: 
-
Indication of simultaneous CS/PS service capability of the serving cell, i.e. DTM or UTRAN cell.

Note: Exchanging such capabilities about the serving cell may allow the terminal to deduce certain service capabilities of the cell, e.g. UTRAN cell indicates support for CS video telephony capability.

Radio network capability information is rather dynamic, hence it is assumed that such information would not be cached in the terminal.

Radio network capability information is assumed to be application independent, e.g. GSM, DTM, UTRAN.
7.2 Alternatives

…

7.2.2
Alternative 2

7.2.2.1
General

At any time (e.g., during an existing CS call, or prior to any other interaction with the remote UE), the UE can find out the common services that can be supported. The mechanism is based on  SIP message exchanges with the remote UE. To reduce usage of radio bearer resources, the capability information may be cached in the UE for a predefined time-period.
It should be noted that caching of such information may result in the information becoming out-of-date. This could be for the following reasons:

· The device reachable through a given SIP Address of Record has changed, due to the operation of services such as time-of-day routing, presence-based routing or other advanced personalised routing services

· The user may simply have switched to using a different device

· The user’s preferences may have changed: the user may have manually changed configuration, or automatic changes may be triggered e.g. by presence or location services (e.g. “disable video when in pub” service).
· Connectivity changes
· Software or hardware updates
· Denied IMS service requests

Once a UE has detected that the cached information is out-of-date then the UE will exchange the capability information in order to refresh its cache.
The problem of out-of-date cached information can be mitigated as follows:

· When communication is established between two UEs, each UE checks its internal cache of the capability information from the other UE. This information includes a record of the point in time at which it was obtained.

· If the UEs own capabilities have changed since that time, then a capability exchange is initiated.
There are three different mechanisms identified that could be used: Presence-based mechanism, SIP OPTIONS based mechanism, and SIP INVITE based solution. Presence is described in 3GPP TS 23.141[z], whilst use of the SIP OPTIONS method and pre-negotiation of services using an INVITE exchange is described by the following sub-clauses. It should be noted that irrespective of the SIP mechanism used for capability exchange, it should be possible to apply operator-desired charging for such exchanges.
7.2.2.2
OPTIONS

The SIP OPTIONS method allows a UAC to query the capabilities of a UAS. In order for both terminals to determine the common service set, then both must send an OPTIONS message and receive a response. Therefore, four messages are required to be handled on the radio interface and at each terminal CSCF. It should be studied whether a single OPTONS transaction could be made sufficient to cater for exchanging the capabilities. 
As noted in RFC3261[x] and RFC3264[y], the OPTIONS method is not handled in the same way by proxies as INVITE and it cannot indicate allowed parameter ranges, combinations etc. In particular, when requests are forked for INVITE, multiple early dialogs may result from the return of multiple 183 messages with different SDPs, whereas for OPTIONS, only a single 200 OK will be returned. This could result in erroneous results, as the OPTIONS method will determine the capability of one of the UEs, and it is not guaranteed per se that this is the same UE which will receive or answer an INVITE later at session set-up.
7.2.2.3
INVITE
Media components in the SDP of an INVITE may be marked as ‘inactive’. This indicates that they are effectively ‘on hold’ and no media will be sent or received. According to RFC3264, the SDP answer to an ‘inactive’ media stream must always be marked ‘inactive’, but is otherwise constructed as if the offer had been ‘sendrecv’ i.e. the media parameter negotiation takes place as normal giving the endpoints a complete picture of the supported service.

According to normal 3GPP procedures, the SDP in the INVITE will indicate local pre-conditions which prevent the terminating party from being alerted.

Sending an INVITE in this way thus provides a means to determine exactly what services can be supported between two endpoints at a given point in time using four messages (INVITE, 183, PRACK, 200 OK (PRACK)).

If this determination is done whilst a CS call between the endpoints is in progress, then the session may be left in a ‘held’ state to provide for easy addition of services if requested by the user. Alternatively, the session may be cleared with a CANCEL request to reduce the requirement for the IMS network to store state information. 
If this determination is done outside a CS call, then the session may be immediately cleared with a CANCEL request.
An INVITE may carry capability information in the sense of caller preferences, as per RFC3841. 
Editor’s note: It is FFS how caller preferences information would be used to indicate capabilities used by CS/IMS combinational services.
1.1.1 7.2.3
Alternative 3
Clause 7.3 describes the type of capability information that is useful to exchange in order to facilitate the introduction of combinational services. Based on the categorization of information in clause 7.3, the following mechanisms are recommended to be introduced for capability exchange:

1. For detecting terminal capabilities and user preferences it is recommended to use a SIP-based mechanism. As per 3GPP TS 23.141[z], Presence provides the required mechanisms to exchange capability information between Presence buddies (i.e. between users that are watching each other). 
Users that don’t have Presence enabled for watching each other, or do not get the required capability information via Presence, can use direct SIP-based communications to detect each other’s capabilities. Details of such SIP-based mechanisms are described in clause 7.2.2. Note that the capabilities exchanged via such SIP-based mechanisms might be restricted by the possible session policies applied by the IMS operator.
Editor’s note: The exact impacts of session policies to SIP based capability exchange is FFS.
2. For detecting the radio network capabilities of the peer user in the scenario that the CS call is created first, it is recommended to study if a mechanism that uses CS call control information element(s) (i.e. elements of TS 24.008 CS call setup) can be developped. One possibility could be to use the Sub-address field in the Setup and Connect messages to indicate the, for example, DTM, UTRAN, etc… capabilities of the serving cell. It shall be studied at what stage the capabilities of the serving cell become available to the terminal, i.e. will these capabilities be known before the Setup/Connect message is sent?
3. For detecting the radio network capabilities of the peer user in the scenario that the IMS session is created first, it is recommended to study if a SIP-based mechanism to exchange these capabilities (e.g. P‑Access‑Network‑Info header) can be developped. This header field needs to indicate the radio access of the serving cell, for example DTM, UTRAN, etc.


































































































