3GPP TSG SA2 #42
S2-043313
Sophia Antipolis, France
Agenda item 10.3
11 – 15 October 2004
Revised S2-043195
Title:
Addition of Policy Control Based Functional Requirements
Source:
Vodafone UK

Agenda item:
10.3
Document for:
Discussion and Proposal

1: Introduction

This documents attempts to highlight some of the key functions of Go that are desirable for a merged policy control and charging architecture. For the purpose of this introduction, CPCCA is used for Combined Policy Control and Charging Architecture. These are not a complete set of the requirements, but these represent something that was missing from the introduction of SBLP into FBC work in TS 23.125. 
Gating Control: The opening and closing of flows between two end-points is especially important to enable peer-to-peer services especially for mobile terminating sessions. Without gating control, a network may not accept incoming connections for a UE.
Session events: The notification of some event occurring in the application space that may trigger new behaviour in the user plane. This is essential for gating control and QoS control.
Charging correlation: A function that is naturally provided by the charging architecture either by removing the need for it or by providing a simple mechanism to achieve correlation. Therefore the policy control equivalent functionality should not be replicated in a merged policy control and charging architecture. 

Smooth Migration: A general requirement that the CPCCA must allow for easy migration from any possible combinations of implementations e.g. policy control only architecture towards a CPCCA or independent policy control and charging architectures towards a CPCCA.
QoS control is not considered at this time as there may be other mechanisms, which may be more primitive, to perform the control and authorisation of bearers especially of real-time QoS. 

2: Proposal
It is proposed to add the following text to TR 23.803. 
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3GPP TS 23.207: "End-to-end Quality of Service (QoS) concept and architecture".
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3GPP TS 23 125: "Overall high level functionality and architecture impacts of flow based charging".
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.
Policy and Charging Control architecture: An architecture based on functionality provided by both service based local policy, see TS 23.207 [1], and flow based charging, see 23.125 [2].
4
Merge of FBC and SBLP 

4.0

General

3GPP TS 23.207 [x] specifies the Service Based Local Policy architecture, and 3GPP TS 23.125 [y] specifies the Flow Based Charging architecture. This clause studies the possibility to merge these architectures in order to provide more efficient real time control of the service flows in the GGSN (and other IP-CAN gateways).

4.1
Functional requirements

4.1.1
Overall
The migration to a PCC architecture should be simple. The migration may be from any possible combination of implementations e.g. policy control only architecture towards a PCC architecture or independent SBLP and FBC architectures towards a PCC architecture.
4.1.2
SBLP related

Gating control: The process of blocking or allowing packets, belonging to a service data flow, to pass through to the desired endpoint. It shall be possible to apply gating control to control sessions that may otherwise be prohibited by operator policy and irrespective of the charging applied. An example of this is the opening and closing of specific connections for peer-to-peer sessions.
Session events: The notification of and reaction to application events (such as session termination and modification) to trigger new behaviour in the user plane. To enable gating control, session events shall be supported. For example, session termination, in gating control, may trigger the blocking of packets or "closing the gate".
Charging correlation: Charging correlation, between application level and bearer level, shall be supported. Although the use of charging identifiers should be avoided. . 
4.2
Architectural concepts 

4.2.1
Reference Model 

4.2.2
Reference Points
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