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1 
Introduction

TS 23.207 present the two choices for authorization token allocation:

1) The AF requests the authorization token for one application session and for one user at a time, 

2) The AF may request multiple authorization tokens to be allocated by the AF for future sessions. 

The first option is straightforward as there is strict relationship between the authorization token and the authorization session. In the second option there is no such relationship, which has caused some difficulties to understand how all the Gq procedures can be implemented with the second option. CN3 had sent LS to SA2 to request for guidance for the multiple token generation requirements to be able to specify detailed Gq interface messages to handle this option. In the previous SA2 meeting the reply LS was created to give some answers to the CN3 questions. During the reply LS drafting it came evident that all the affects of this additional feature are not properly analysed on architecture level and all the requirements it causes for the Gq interface specification are not clarified properly. 

2
Discussion

The following problems have been recognised on generation of multiple token option based on current TS 23.207 and the related reply LS (S2-042146) to CN3:

· In the TS 23.207 the generation of multiple tokens is presented as a general option without any restrictions. However the answers in the LS clearly shows that there are several restrictions when this option could be successfully used e.g. tokens allocated as batch of tokens can be used only if they share the exact same service information and even in that case the full packet classifier information cannot be provided for the gating control from the common service information as it is shared by different UEs. If this feature is presented as a generic option without any restrictions in the specifications, it may easily cause misinterpretation of the specification and probable misuse of the feature causing incompatible AF and PDF implementations.

· There are no information provided either in the TS or LS how the application session specific charging correlation information should be exchanged between AF and PDF for the AF sessions using a token from the batch of tokens allocated in the one initial authorization request. It can be assumed that charging correlation is not possible over Gq interface for the AF sessions using the token that is allocated within batch of tokens. This is also unspecified restriction unless solved by an extra token specific signalling between PDF and AF, but then the generation of multiple tokens feature would not give any signalling optimisation benefit.

· In the LS it is stated that the AF has to inform the PDF when the token becomes no more valid. In practice this means that a new message procedure is required as there are then two separate session termination scenarios for Gq: one for whole authorization session and one for each token allocated as batch of tokens. Consequently that would cause also requirement for PDF to maintain two level state information at the PDF and the Gq implementation becomes more complicate. On the other hand if the AF doesn’t communicate to the PDF when the application session for specific token is started and when it has been ended, it is not possible for PDF to restrict misuse of tokens by UEs. The LS suggests that AF could have asked the PDF for further interaction between PDF and AF when bearer is authorized. If these additional token specific signalling to communicate start and end of the token usage are required because of generation of multiple token in the initial authorization request, there hardly is any signalling optimisation reached.

· There are no signalling scenarios presented in the TS to depict the communication over Gq interface in case of two or more sessions are initiated, maintained and terminated by using a token from the batch of tokens allocated in the one initial authorization request. This makes it unclear what are the real affects of this feature for the rest of the signalling after the initial authorization request and what is the actual optimisation benefit for the Gq signalling (if any).

3
Conclusion

The generation of multiple tokens feature has several restrictions and is applicable only for limited number of services. It also requires extra signalling definitions and complicates the Gq implementation. It is not even clear yet that it would result the original purpose of the feature to reduce the signalling between the PDF and the AF.

4
Proposal

Nokia proposes that the option to generate multiple tokens for one authorization request is removed from TS 23.207 based on above-mentioned reasons, as it is not an essential feature of the Gq interface. The required changes to remove this option from TS 23.207 are presented in Tdoc S2-042708. The option may be added later to the TS, if a sufficient detail specification can be provided to resolve above-mentioned problems without complicating Gq interface unnecessarily and without adding extra signalling between PDF and AF.

