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1. Introduction
TR 23.899 v.1.0.1 includes a description of a possible architecture for CSI, Alternative A. A number of issues are noted as requiring further investigation:
“Some further issues remain to be investigated:

-
Whether there is a need for both user-to-network and network-to-user CS establishment

-
How billing for the CS bearer is correlated with the IMS session, particularly for the end-to-end case

-
Whether use of a pre-existing CS bearer should be allowed in the end-to-end case

-
SDP extensions required to signal the use of CSB

-
Interactions between the CS call and CS domain supplementary services, particularly for the case in which the CS bearer is established in the network to UE direction.

-
Whether the Circuit Bearer Control Function at one end of the session (originating or terminating) needs to determine the capabilities of the terminal at the other end of the session (terminating or originating).”

This paper provides further investigation of these issues.

2. Discussion

2.1 End-to-gateway call establishment direction

This issue is considered in detail in another contribution to this meeting (S2-04xxxx). Based on the analysis therein, we propose a working assumtion to focus on Mobile Originated calls for the end-to-gateway case.

2.2 Correlation of billing for the CS bearer with the IMS session

2.2.1 End-to-end case

We suggest that no billing correlation is necessary.

The user will be billed for the CS domain call as normal: in fact it is difficult to argue that the user would expect otherwise.

Additional services requested through the IMS e.g. “Send a Picture”, add a packet video stream, send an Instant message etc. can be billed at the IMS layer.

2.2.2 End-to-gateway case

All end-to-gateway CS calls are directed to a special number allocated to the CBTF. These can therefore be readily identified within the billing systems.

A simple approach would be to zero rate these calls and charge at the IMS layer (noting that there is no fraud opportunity since unexpected calls to the CBTF can be rejected immediately and management action taken).

If the user is roaming (and there is no IMS roaming in place), then the end-to-gateway call will be routed from visited to home network and charged by the visited network. The IMS charging systems will need to detect that the user is roaming and apply the appropriate charged at this layer.

2.3 Use of a pre-existing CS bearer

This provides a means to unify the so-called CS/CSB and IMS/CSB approaches (cf  S2-042127) and is considered in detail in another contribution.

Based on the analysis there we propose to add this mode of operation to Alternative A. Some offline discussion is probably required to organise the documentation of the resulting combined solution.
2.4 SDP extensions required to signal the use of CSB
This is primarily a Stage 3 issue. However, we note that allocation of new SDP attributes can be done according to the “Specification Required” policy of RFC2434 (see http://www.ietf.org/internet-drafts/draft-ietf-mmusic-sdp-new-18.txt section 9.2.4). This means that any organisation can defined new SDP attributes, so long as they are fully specified in publically available documents (e.g. a 3GPP Technical Specification).
Circuit Switched Bearers could be considered a new ‘Transport Protocol’ within SDP (i.e. as an alternative to “RTP/AVP”). New Transport Protocols may be registered with IANA so long as they are defined within an IETF RFC, although this may be an Experimental or Information RFC.

Similarly, Network Types and Address Types (used in the connection line of SDP) can be defined within an Informational RFC.

Therefore, whilst all the elements needed for CSI could be defined as new attributes without reference to the IETF, a cleaner implementation could be achieved with an Informational RFC.

2.5 Interaction with CS domain supplementary services

This is considered in some detail within another contribution (S2-04xxxx).

2.6 Circuit Bearer Control Function capability discovery

The issue noted at the last meeting was “Whether the Circuit Bearer Control Function at one end of the session (originating or terminating) needs to determine the capabilities of the terminal at the other end of the session (terminating or originating).”
CBCFs exist at both ends of the session in the end-to-gateway case. In this case, once the call has progressed past the CBCF at the originating end, it is indistinguishable from a normal IMS VoIP call. Therefore, the CBCF at the terminating end (if there is one) not only does not need to know the capabilities of the CBCF at the originating end but cannot know and cannot even know that such a CBCF exists!

It is an important property of the proposed end-to-gateway model that between originating CBCF and terminating CBCF (via the various CSCFs) the call follows an absolutely standard IMS call flow with standard VoIP SDP. In this way, and IMS services operating on the call can operate as normal.

3. Proposal
This paper provided some further investigation on each of the issues identified at the last meeting with respect to Alternative A.

We propose the following changes to TR23.899 to address these points:
6.1
Alternative A

6.1.1
Architecture principles

This alternative supports two modes for establishment of the Circuit-switched bearer:

-
End-to-end, in which the bearer is established between two CSB UEs

-
End-to-Gateway, in which the bearer is established between a CSB UE and a Media Gateway

Significantly, the procedures for these two modes are the same at both UEs – the mode is determined by UE and network capabilities.

In the second case, then as far as the peer IMS client is concerned, the session is a standard IMS session (as shown in S2-041401).

Some further principles are:

-
For end-to-gateway Circuit Switched Bearers, the call flows follow IMS Release 5. Where R5 IMS call flows include a PDP Context set-up, the CSB flows include a circuit switched bearer setup

-
The Circuit Switched bearer is considered to be a single media component within the SIP session. The use of CSB may be indicated in the Session Description (SDP). The Session Description must include enough information to establish and identify the Circuit Switched bearer associated with the session, both to the UEs and to other systems (e.g. billing systems). We propose this can be done using the Called and Calling Party Numbers.

-
No impacts to CSCFs – network control is provided by an Application Server

-
No impacts to MGCF or Media Gateways

6.1.2
Architectural components

Three architectural components are defined to support Circuit Switched Bearers. The components will be located at existing IMS elements, specifically the UEs and Application Servers. The location of each of the components is negotiated at session establishment. The components are:

-
“Circuit Bearer Control Function (CBCF)” – this performs third party call control over the establishment of a Circuit Bearer for use at one end of a SIP session

-
“Circuit Bearer Originating Function (CBOF)” – originates the Circuit Bearer 

-
“Circuit Bearer Termination Function (CBTF)”– terminates the Circuit Bearer

Note that the Circuit Bearer Originating and Termination functions may be either SIP UAs or the CS domain portion of the UE. In the case that the CB(O/T)F is a SIP UA then it routes a session through a standard gateway in order to establish the Circuit Bearer portion of the session.

These functions are illustrated in the figure below:
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The operation of these three functions is described in more detail below:

The Circuit Bearer Control Function:

-
Determines that a Circuit Bearer is required for a media component of a SIP session

-
Obtains a routing number (E.164 number) for the Circuit Bearer from the Circuit Bearer Termination Function and provides this to the Circuit Bearer Originating Function

-
Obtains a source number (E.164 number) for the Circuit Bearer from the Circuit Bearer Origination Function and provides this to the Circuit Bearer Terminating Function

-
Requests the Circuit Bearer Origination Function to originate a Circuit Bearer

-
Received a notification from the Circuit Bearer Termination Function that the Circuit Bearer is established

-
In the case that the CBOF or CBTF is a SIP UA function within the network, the CBCF obtains the media parameters for the Circuit Bearer (i.e. IP address and port on the Media Gateway) and provides these to the peer SIP UA within the Session Description

The Circuit Bearer Originating Function:

-
Receives a request from the CBCF to originate a Circuit Bearer to a provided E.164 routing number

-
Provides a source number (E.164 number) to the CBCF

-
Originates the call

-
In the case that it is a SIP UA within the network, provides the media parameters (i.e. IP address and port) for the Circuit Bearer to the CBCF

The Circuit Bearer Terminating Function:

-
Receives a request from the CBCF to terminate a Circuit Bearer from a provided source number (E.164 number)

-
Provides an E.164 routing number to the CBCF

-
Receives the call 

-
In the case that it is a SIP UA within the network, provides the media parameters (i.e. IP address and port) for the Circuit Bearer to the CBCF

The means of communication between the CB(O/T)F and the CBCF depends on the location of these functions. If they are co-located, then this is internal communication. If they are not co-located then the information is carried within SIP/SDP.

6.1.3
Architecture configurations

The following configurations are supported:

1) End-to-Gateway

In this case, the entire mechanism is local to one users end of the session. The mechanism could be duplicated at the peer UE, or this could be a standard VoIP UE.

The Circuit Bearer Control Function may either be within the network (Application Server) or within the UE. This gives rise to “network-control” and “client control” models.

The Circuit Bearer Origination and Termination functions are either both at the client (client control model) or at the client and Application Server (network control model). The Circuit Bearer can be established in either the client-to-network direction or network-to-client direction. This choice is independent of the session direction. Client-to-network establishment is simpler as it involves less CS domain service interactions and for this reason, this document does not consider network-to-client establishment further.

In these configurations, the circuit bearer is established between the UE and some local gateway at the same point in the call flow as a PDP Context would usually be established. The Circuit Bearer Control Function acts as a third party call controller and a back-to-back user agent in order to mediate between the SIP call legs between the CBCF and UE, gateway and peer client.

2) End-to-end

In this case, all capabilities are provided by the clients. The Circuit Bearer Originating and Terminating functions are provided by the two UEs.

6.1.4
Negotiation

The location of the various functions can be negotiated as session setup. Furthermore, if the UE does not provide the CBCF itself, it needs not be aware of whether the Circuit Bearer Control Function is provided by the network or by the peer client.

Negotiation is based on a new capability to indicate Circuit Bearers within a Media Component of a Session Description. This indication includes an E.164 address (possibly in the ‘c=’ line) and an indication of whether the sender wished to originate or terminate a Circuit Bearer (possibly using the “comedia” draft).

A UE which is capable of supporting the Circuit Bearer Originating or Terminating Function indicates its support in an SDP offer. If the UE is also capable of supporting VoIP, it may offer this as well.

Furthermore, if the UE supports the CBCF itself, then it is capable of making a Circuit Bearer look to the peer like a VoIP session (End-to-Gateway mode with client control). In this case it may also offer a VoIP session.

The Circuit Bearer Control Function recognises the offer to use a Circuit Bearer. It will contact a Circuit Bearer Terminating or Originating Function (as appropriate) and obtain the required VoIP details. These are used to replace the CSB offer in the SDP before forwarding to the peer client.

On receipt of the answer from the peer client, the CBCF removes the VoIP SDP and passes this to the local CB(O/T)F. It replaces the VoIP SDP with a CSB reply before sending the answer back to the originating client. The CB(O/T)Fs are then in a position to establish the Circuit Bearer.

The originating client recognises that a CBCF is available by the presence of a valid CSB answer in the SDP. The originating client need not be aware of whether this CBCF is provided by the network (End-to-Gateway mode) or by the terminating client (End-to-End mode). Obviously, it will only be possible for the CBCF at the terminating client to be triggered if the network has allowed the CSB SDP to pass unchanged from end-to-end. Thus the network always has the option to trigger its own CBCF if it so wishes.

The negotiation between originating client, CBCF/CBTF, Media Gateway and terminating client is shown below. Remember that the CBCF/CBTF/MG may be in the terminating client, in which case the interactions between CBCF and terminating client are internal – there may be no actual VoIP parameters. However, from the originating client point of view, the interactions are the same.

Conversely, the CBCF/CBTF may be in the originating client, in which case the terminating client and MG do not see any difference in the interactions.

In this way a number of different deployment modes can be supported without introducing options into the protocols.
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6.1.5
Use of preconditions

SIP Pre-conditions can be used in association with Circuit Bearers in just the same way as with PDP Contexts. The SDP associated with a Circuit Switched bearer will be marked as ‘pre-conditions not met’ until the Circuit Switched Bearer is established and answered.

Note that for simplicity, we assume that Circuit Switched Bearers in the End-to-Gateway case are Answered immediately. It is assumed that billing for the session will be based on correlation of the IMS session with the Circuit Bearer(s) and thus the true time of Answer will be known. With some additional complexity, it would be possible to align the CSB answer with the SIP answer, although there may then be speech clipping issues.
6.1.6

Correlation of billing for the Circuit Switched Bearer

6.1.6.1
End-to-end case

Billing correlation is unnecessary in this case, since the user will be billed for the CS domain call as normal.

Additional services requested through the IMS e.g. “Send a Picture”, add a packet video stream, send an Instant message etc. can be billed at the IMS layer.

6.1.6.2
End-to-gateway case

All end-to-gateway CS calls are directed to a special number allocated to the CBTF. These can therefore be readily identified within the billing systems.

A simple approach would be to zero rate these calls and charge at the IMS layer (noting that there is no fraud opportunity since unexpected calls to the CBTF can be rejected immediately and management action taken).

If the user is roaming (and there is no IMS roaming in place), then the end-to-gateway call will be routed from visited to home network and charged by the visited network. The IMS charging systems will need to detect that the user is roaming and apply the appropriate charged at this layer.
6.1.7

Use of pre-existing CS domain bearers

6.1.7.1
General

CSB UEs may indicate that they have a pre-existing CS bearer which they believe to be suitable for a real-time component of the session. This can occur in two cases, corresponding to the end-to-end and end-to-gateway cases discussed above.
6.1.7.2
End-to-end case
This corresponds to the case in which the CSB UE has a normal CS domain call (in any state) and wishes to associate an IMS session with this call. The UE may indicate in the CSB SDP that it has such a call.

The terminating UE must be able to receive such indications and associate the existing CS domain call with the session. Subsequently, the UEs behave just as if the CS domain call had been established as part of the IMS session establishment.

It should also be possible for the originating UE to establish both IMS session and CS call in parallel. In this case, the same indication is provided to indicate in the SDP that a call is already present. At the terminating UE, however, the IMS session may arrive first, in which case the UE needs to recognise the indication as a request to wait for the CS call about to arrive (in exactly the same wayas the end-to-end case described above).

6.1.7.3
End-to-gateway case
This corresponds to the case in which the CSB UE has a CS domain call associated to an IMS session and that session is to be replaced by a new one (for example due to a SIP REFER or an incoming INVITE containing an Replaces header).

The CSB UE may indicate in the SDP that is has an existing CS domain call which it wishes to associate it with a new SIP session. The CBCF determines whether the existing call is suitable for association with the new session and returns SDP to the UE indicating either that the association was successful, or that a new call is required.
6.1.8
SDP extensions

SDP extensions required for this mechanism may be defined by 3GPP as new SDP attributes without reference to IETF.

Alternatively, if new Network and Address types are preferred, an Informational RFC is required.

This decision is a Stage 3 issue.

6.1.9
Interaction with CS Supplemetary Services
6.1.9.1
End-to-gateway case

Interaction with outgoing call barring supplementary services and outgoing CAMEL services needs to be considered. However since the call is to a special routing number, it should be possible to bypass these.

6.1.9.2
End-to-end case

We can assume in this case that any CS domain supplementary services operate in the usual way. This makes it important to ensure that any active CS domain services have equivalent or similar IMS services. For example, if the user has CS Call Forwarding active but no similar service in the IMS domain, then the CS call and the associated IMS session may terminate at different endpoints.
In the case of pre-established end-to-end CS calls, this limits the call routing services to those available in the CS domain.

In the case that end-to-end CS calls are established after initial IMS session negotiation, IMS service logic can be used to route the call and (subject to privacy restrictions) the correct routing number for the associated CS call provided.
6.1.8
Example call flows

6.1.6.1
General

This section presents a number of example call flows based on the above mechanism.

In all the call flows, we have assumed that the Circuit Bearer is initiated in the client to network direction for the End-to-Gateway cases. All the flows can be redrawn with Circuit Bearer establishment in the network to client direction.

For simplicity, the IMS and CS domain network elements (CSCFs, separation of MGCF/MGW, MSCs etc.) are not shown, since these are not impacted by the mechanism. Call flows including these additional elements are ffs.

The same call flows apply for the “network control” (CBCF in an Application Server) and “client control” (CBCF in the terminal), except that in the client control case, some of the flows are within the client, and so are not seen.

6.1.6.2
Originating user with Circuit Bearer, End-to-Gateway
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6.1.6.3
Terminating user with Circuit Bearer, End-to-Gateway
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6.1.6.4
End-to-end case
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It should be noted that the procedures at UEs A are the same as for case 7.1. If the End-to-Gateway flows with network-to-user establishment of the circuit-switched call are also supported, then the procedures here for UE B would be the same as for a terminating UE supporting those flows.

The direction of establishment can be negotiated by an indication in the SDP (the comedia draft would be suitable for this). In this way, a single set of procedures at the UEs can handle both the End-to-end and End-to-Gateway cases.


6.1.7
Summary of Alternative A

This section presents an architectural option for use of CS bearers with IMS with the following properties:
-
A CS call may be associated with an IMS session to provide a real-time bearer. The CS call may be
-
established under control of a network-based Circuit Bearer Control Function as part of IMS session setup,
-
negotiated directly between two end-users (if permitted by the network),
-
a pre-existing CS call established in association with a previous IMS session 

-
a pre-existing CS domain call established between two endpoints,
-
In the first two cases, sessions are controlled entirely using IMS service logic – end-user service experience should not be affected. In particular, all other IMS capabilities - presence, instant messaging, application sharing etc. – will operate exactly as expected

-
No impact on CSCFs, MGCF, MGW

-
Either the network, or the client, may control the establishment and use of a CS bearer – supporting early testing/deployment of client-based solutions and later migration to network control

-
The CS bearer may be local to the user – that is, the media is interworked to VoIP as quickly as possible – or may be end-to-end between clients

-
Use of end-to-end vs end-to-gateway CS bearers is transparent to the UE

-
The configuration and CS call setup direction are negotiated per session, supporting flexibility in terms of deployment models and evolution
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