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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

1
Scope

The present document investigates architectural requirements and architectural alternatives for using existing CS bearers in association with an IM session. The document considers overall requirements, architectural requirements, considerations for evaluation of potential architectural solutions and proposed alternative architectures.
The Feasibility Study covers different solutions for offering existing IMS simultaneous services (real-time media + non-real-time media) also in GERAN, where conversational PS spectrum efficiency is too low.

The target is to seek for an architectural solution that is completely transparent for the end-user, and is easily interoperable with existing IMS services&networks that don’t use this solution. 

The solutions studied within the Feasibility Study are not necessarily restricted by existing service requirements. However, if an alternative is chosen to be included in specifications, it must be cross-checked with existing service requirements.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

 [1]
3GPP TS 22.228, “IP Multimedia Subsystem; Stage 1”
[2]
3GPP TS 23.228, “IP Multimedia Subsystem (IMS); Stage 2”
3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply.

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

Editor’s Note: abbreviations which are not used will need to be deleted.

AS
Application Server

BG
Border Gateway

BGCF
Breakout Gateway Control Function

CN
Core Network

CS
Circuit Switched

CSCF
Call Session Control Function 

GGSN
Gateway GPRS Support Node

HSS
Home Subscriber Server

I-CSCF
Interrogating-CSCF

IETF
Internet Engineering Task Force

IM
IP Multimedia

IM CN SS
IP Multimedia Core Network Subsystem

IMS
IP Multimedia Core Network Subsystem

IMS ALG
IMS Application Level Gateway

IMSI
International Mobile Subscriber Identifier

IP
Internet Protocol

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

IP-CAN
IP-Connectivity Access Network

ISUP
ISDN User Part

MAP
Mobile Application Part

MGCF
Media Gateway Control Function

MGF
Media Gateway Function

NAI
Network Access Identifier

NA(P)T-PT
Network Address (Port-Multiplexing) Translation-Protocol Translation

OSA
Open Services Architecture

P-CSCF
Proxy-CSCF

PDF
Policy Decision Function

PDN
Packet Data Network

PDP
Packet Data Protocol e.g., IP

PEF
Policy Enforcement Function

PLMN
Public Land Mobile Network

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RAB
Radio Access Bearer

S-CSCF
Serving-CSCF

SGSN
Serving GPRS Support Node

SLF
Subscription Locator Function

SSF
Service Switching Function

SS7
Signalling System 7

SIM
Subscriber Identity Module

SIP
Session Initiation Protocol

SGW
Signalling Gateway 

UE
User Equipment

UMTS
Universal Mobile Telecommunications System

URL
Universal Resource Locator

USIM
UMTS SIM

4
Overall Requirements
Editor’s Note: This section will describe the overall requirements from a user/network operator point of view
5
Architectural requirements and considerations
Editor’s Note: This section will describe requirements that apply to the architecture design and considerations which will be used when making decisions on the preferred architectural alternative.
5.1
Basic assumptions
-
Although the scope is mainly targeted at GERAN, the solution is (at least technically) assumed to be applicable to GERAN and UTRAN.

-
A CSB UE requires DTM capability (in case of GERAN access) and MultiRAB capability (in case of UTRAN access);

-
IMS networks and IMS UEs without CSB supportshould not to be impacted;

-
CS core, PS core, xRAN (incl. TS 24.008) are not to be impacted. Conclusively, changes should be restricted to the IMS elements and the UEs that support CSB for IMS.

-
Protocols connecting the IMS to the CS domain, to the PSTN and to other SIP networks, including other IMS networks should remain unchanged.

-
CS only UEs and PS only UEs are not to be impacted;

-
The use of CS bearers in the context of IMS should be transparent for the user.

-
CSB UE provides capabilities to bind the corresponding CS and IMS sessions for the user. Note that some network capability might also be required to achieve this.

-
Regardless of the bearer used for a session (CS bearer or voice over IP bearer), the same  service logic and end-user service experience shall apply.

-
The coverage and voice quality provided by CS bearers in the context of IMS is assumed to be the same as the coverage and voice quality provided by GERAN (and /or UTRAN) CS voice coverage.
-
The use of CS bearers in association with an IMS session for a UE requires that the UE is CS attached and IMS registered.

-
There are no additional authentication mechanisms required.
5.2
Architectural Requirements
-
It shall be possible to perform correlation of charging that is performed in the CS, PS and or IMS nodes within the context of using CS bearers for IMS (both online and offline). This shall ensure consistent end-user charging. 

-
The architectural solution supports interworking with conversational IMS services, which use PS bearers (see also subclauses 5.3 and 5.4);
-
The architectural solution supports migration towards conversational IMS services, which use PS bearers;

-
The architectural solution supports handover scenarios, including inter-system handover;
-
The architectural solution supports roaming scenarios with home GGSN ("IMS with GPRS roaming");
-
The architectural solution supports roaming scenarios with visited GGSN ("IMS roaming");
-
The architectural solution does not unnecessarily prohibit end-to-end compressed speech;
-
The architectural solution is compatible with the IMS home control paradigm;

-
According to the addressing principles as defined in subclause 7.5.1 of TS 22.228 [1] it shall be possible for the network operator to use the same E.164 number for IP multimedia sessions and CS speech telephony or different E.164 numbers for CS speech telephony and IP multimedia sessions.
5.3

Interworking Between Different Terminals

When analyzing the different session scenarios and migration aspects, the following terminal types should be considered (strictly within the context of this TR) from interworking point of view:

-
IMS VoIP capable UE: an IMS terminal that supports both VoIP bearers and CS bearers for SIP/IMS voice, but prefers IMS VoIP for voice when originating sessions.

-
CSB UE: a terminal that uses CS bearer for the voice component of an IMS session.

-
SIP/IMS VoIP only UE: a terminal that is capable of supporting SIP/IMS voice using VoIP bearers only.

5.4
Session scenarios

To guide the design of solutions and determine their feasibility the following scenarios shall be considered:

Calls between CSB capable UEs:

-
CSB UE(A) initiates a voice session to CSB UE(B) using IMS signalling;

-
CSB UE(A) initiates a multi-component (voice + MSRP) session to CSB UE(B);

-
CSB UE(A) initiates a voice session to CSB UE(B), then adds MSRP component;

-
CSB UE(A) initiates an MSRP session to CSB UE (B), then adds voice component;

Calls from a CSB UE to a SIP/IMS VoIP UE:

-
CSB UE(A) initiates a voice session to IMS VoIP capable UE(B) using IMS signalling;

-
CSB UE(A) initiates a multi-component (voice + NRT) session to IMS VoIP capable UE(B);

-
CSB UE(A) initiates a voice session to IMS VoIP capable UE(B), then adds MSRP component;

-
CSB UE(A) initiates an MSRP session to IMS VoIP capable UE (B), then adds voice component;

-
CSB UE(A) initiates a multi-component (voice + NRT) session to SIP/IMS VoIP only UE(B);

-
CSB UE(A) initiates a voice session to SIP/IMS VoIP only UE(B), then adds MSRP component;

-
CSB UE(A) initiates an MSRP session to SIP/IMS VoIP only UE(B), then adds voice component;

Calls from a SIP/IMS VoIP UE to a CSB UE:

-
SIP/IMS VoIP only UE (A) initiated a voice session to CSB UE(B)

-
IMS VoIP capable UE(A) initiates a multi-component (voice + MSRP) session to CSB UE(B);

-
IMS VoIP capable UE(A) initiates a voice session to CSB UE(B), then adds MSRP component;

-
IMS VoIP capable UE(A) initiates an MSRP session to CSB UE(B), then adds voice component;


5.5
Solution characterisation

Solutions proposed for consideration in this TR are characterised in part by the high level objectives they aim to meet. In particular, for each candidate solution, the following questions must be answered:

-
How is charging correlation between CS domain and IMS provided, if it is provided at all

-
How is control of CS bearers with IMS SIP signalling provided, if it is provided at all

-
What capability exchange mechanisms, if any, are proposed (with or beyond the standardised presence service).

-
How is it determined whether and when to invoke the combination of IMS and CS bearers. For example, will it be a capability the UE decides to use depending on application request, or the network based on its capabilities?

-
Is the proposal a network option, a terminal implementation option or an option at some other level ?

-
To which extent does it require standardisation beyond existing standards?
6
Architecture alternatives
Editor’s Note: This section will describe the considered alternatives
6.1
Alternative A

6.1.1
Architecture principles

This alternative supports two modes for establishment of the Circuit-switched bearer:

-
End-to-end, in which the bearer is established between two CSB UEs

-
End-to-Gateway, in which the bearer is established between a CSB UE and a Media Gateway

Significantly, the procedures for these two modes are the same at both UEs – the mode is determined by UE and network capabilities.

In the second case, then as far as the peer IMS client is concerned, the session is a standard IMS session (as shown in S2-041401).

Some further principles are:

-
For end-to-gateway Circuit Switched Bearers, the call flows follow IMS Release 5. Where R5 IMS call flows include a PDP Context set-up, the CSB flows include a circuit switched bearer setup

-
The Circuit Switched bearer is considered to be a single media component within the SIP session. The use of CSB may be indicated in the Session Description (SDP). The Session Description must include enough information to establish and identify the Circuit Switched bearer associated with the session, both to the UEs and to other systems (e.g. billing systems). We propose this can be done using the Called and Calling Party Numbers.

-
No impacts to CSCFs – network control is provided by an Application Server

-
No impacts to MGCF or Media Gateways

6.1.2
Architectural components

Three architectural components are defined to support Circuit Switched Bearers. The components will be located at existing IMS elements, specifically the UEs and Application Servers. The location of each of the components is negotiated at session establishment. The components are:

-
“Circuit Bearer Control Function (CBCF)” – this performs third party call control over the establishment of a Circuit Bearer for use at one end of a SIP session

-
“Circuit Bearer Originating Function (CBOF)” – originates the Circuit Bearer 

-
“Circuit Bearer Termination Function (CBTF)”– terminates the Circuit Bearer

Note that the Circuit Bearer Originating and Termination functions may be either SIP UAs or the CS domain portion of the UE. In the case that the CB(O/T)F is a SIP UA then it routes a session through a standard gateway in order to establish the Circuit Bearer portion of the session.

These functions are illustrated in the figure below:


[image: image3]
The operation of these three functions is described in more detail below:

The Circuit Bearer Control Function:

-
Determines that a Circuit Bearer is required for a media component of a SIP session

-
Obtains a routing number (E.164 number) for the Circuit Bearer from the Circuit Bearer Termination Function and provides this to the Circuit Bearer Originating Function

-
Obtains a source number (E.164 number) for the Circuit Bearer from the Circuit Bearer Origination Function and provides this to the Circuit Bearer Terminating Function

-
Requests the Circuit Bearer Origination Function to originate a Circuit Bearer

-
Received a notification from the Circuit Bearer Termination Function that the Circuit Bearer is established

-
In the case that the CBOF or CBTF is a SIP UA function within the network, the CBCF obtains the media parameters for the Circuit Bearer (i.e. IP address and port on the Media Gateway) and provides these to the peer SIP UA within the Session Description

The Circuit Bearer Originating Function:

-
Receives a request from the CBCF to originate a Circuit Bearer to a provided E.164 routing number

-
Provides a source number (E.164 number) to the CBCF

-
Originates the call

-
In the case that it is a SIP UA within the network, provides the media parameters (i.e. IP address and port) for the Circuit Bearer to the CBCF

The Circuit Bearer Terminating Function:

-
Receives a request from the CBCF to terminate a Circuit Bearer from a provided source number (E.164 number)

-
Provides an E.164 routing number to the CBCF

-
Receives the call 

-
In the case that it is a SIP UA within the network, provides the media parameters (i.e. IP address and port) for the Circuit Bearer to the CBCF

The means of communication between the CB(O/T)F and the CBCF depends on the location of these functions. If they are co-located, then this is internal communication. If they are not co-located then the information is carried within SIP/SDP.

6.1.3
Architecture configurations

The following configurations are supported:

1) End-to-Gateway

In this case, the entire mechanism is local to one users end of the session. The mechanism could be duplicated at the peer UE, or this could be a standard VoIP UE.

The Circuit Bearer Control Function may either be within the network (Application Server) or within the UE. This gives rise to “network-control” and “client control” models.

The Circuit Bearer Origination and Termination functions are either both at the client (client control model) or at the client and Application Server (network control model). The Circuit Bearer can be established in either the client-to-network direction or network-to-client direction. This choice is independent of the session direction. Client-to-network establishment is simpler as it involves less CS domain service interactions.

In these configurations, the circuit bearer is established between the UE and some local gateway at the same point in the call flow as a PDP Context would usually be established. The Circuit Bearer Control Function acts as a third party call controller and a back-to-back user agent in order to mediate between the SIP call legs between the CBCF and UE, gateway and peer client.

2) End-to-end

In this case, all capabilities are provided by the clients. The Circuit Bearer Originating and Terminating functions are provided by the two UEs.

6.1.4
Negotiation

The location of the various functions can be negotiated as session setup. Furthermore, if the UE does not provide the CBCF itself, it needs not be aware of whether the Circuit Bearer Control Function is provided by the network or by the peer client.

Negotiation is based on a new capability to indicate Circuit Bearers within a Media Component of a Session Description. This indication includes an E.164 address (possibly in the ‘c=’ line) and an indication of whether the sender wished to originate or terminate a Circuit Bearer (possibly using the “comedia” draft).

A UE which is capable of supporting the Circuit Bearer Originating or Terminating Function indicates its support in an SDP offer. If the UE is also capable of supporting VoIP, it may offer this as well.

Furthermore, if the UE supports the CBCF itself, then it is capable of making a Circuit Bearer look to the peer like a VoIP session (End-to-Gateway mode with client control). In this case it may also offer a VoIP session.

The Circuit Bearer Control Function recognises the offer to use a Circuit Bearer. It will contact a Circuit Bearer Terminating or Originating Function (as appropriate) and obtain the required VoIP details. These are used to replace the CSB offer in the SDP before forwarding to the peer client.

On receipt of the answer from the peer client, the CBCF removes the VoIP SDP and passes this to the local CB(O/T)F. It replaces the VoIP SDP with a CSB reply before sending the answer back to the originating client. The CB(O/T)Fs are then in a position to establish the Circuit Bearer.

The originating client recognises that a CBCF is available by the presence of a valid CSB answer in the SDP. The originating client need not be aware of whether this CBCF is provided by the network (End-to-Gateway mode) or by the terminating client (End-to-End mode). Obviously, it will only be possible for the CBCF at the terminating client to be triggered if the network has allowed the CSB SDP to pass unchanged from end-to-end. Thus the network always has the option to trigger its own CBCF if it so wishes.

The negotiation between originating client, CBCF/CBTF, Media Gateway and terminating client is shown below. Remember that the CBCF/CBTF/MG may be in the terminating client, in which case the interactions between CBCF and terminating client are internal – there may be no actual VoIP parameters. However, from the originating client point of view, the interactions are the same.

Conversely, the CBCF/CBTF may be in the originating client, in which case the terminating client and MG do not see any difference in the interactions.

In this way a number of different deployment modes can be supported without introducing options into the protocols.
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6.1.5
Use of preconditions

SIP Pre-conditions can be used in association with Circuit Bearers in just the same way as with PDP Contexts. The SDP associated with a Circuit Switched bearer will be marked as ‘pre-conditions not met’ until the Circuit Switched Bearer is established and answered.

Note that for simplicity, we assume that Circuit Switched Bearers in the End-to-Gateway case are Answered immediately. It is assumed that billing for the session will be based on correlation of the IMS session with the Circuit Bearer(s) and thus the true time of Answer will be known. With some additional complexity, it would be possible to align the CSB answer with the SIP answer, although there may then be speech clipping issues.
6.1.6
Example call flows

6.1.6.1
General

This section presents a number of example call flows based on the above mechanism.

In all the call flows, we have assumed that the Circuit Bearer is initiated in the client to network direction for the End-to-Gateway cases. All the flows can be redrawn with Circuit Bearer establishment in the network to client direction.

For simplicity, the IMS and CS domain network elements (CSCFs, separation of MGCF/MGW, MSCs etc.) are not shown, since these are not impacted by the mechanism. Call flows including these additional elements are ffs.

The same call flows apply for the “network control” (CBCF in an Application Server) and “client control” (CBCF in the terminal), except that in the client control case, some of the flows are within the client, and so are not seen.

6.1.6.2
Originating user with Circuit Bearer, End-to-Gateway
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6.1.6.3
Terminating user with Circuit Bearer, End-to-Gateway
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6.1.6.4
End-to-end case
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It should be noted that the procedures at UEs A are the same as for case 7.1. If the End-to-Gateway flows with network-to-user establishment of the circuit-switched call are also supported, then the procedures here for UE B would be the same as for a terminating UE supporting those flows.

The direction of establishment can be negotiated by an indication in the SDP (the comedia draft would be suitable for this). In this way, a single set of procedures at the UEs can handle both the End-to-end and End-to-Gateway cases.

It could be considered whether the CSB call could be a pre-existing Circuit Switched call. That is, in receiving an IMS session indicating Circuit Switched Bearer, with Called and Calling party numbers corresponding to a CS call already in progress, the UE would ‘attach’ that call to the IMS session in the same way as if it had been newly established according to the flow above.

6.1.7
Summary of Alternative A

This section presents an architectural option for use of CS bearers with IMS with the following properties:

-
Sessions are controlled entirely using IMS service logic – end-user service experience should not be affected. In particular, all other IMS capabilities - presence, instant messaging, application sharing etc. – will operate exactly as expected

-
No impact on CSCFs, MGCF, MGW

-
Either the network, or the client, may control the establishment and use of a CS bearer – supporting early testing/deployment of client-based solutions and later migration to network control

-
The CS bearer may be local to the user – that is, the media is interworked to VoIP as quickly as possible – or may be end-to-end between clients

-
Use of end-to-end vs end-to-gateway CS bearers is transparent to the UE

-
The configuration and CS call setup direction are negotiated per session, supporting flexibility in terms of deployment models and evolution

Some further issues remain to be investigated:

-
Whether there is a need for both user-to-network and network-to-user CS establishment

-
How billing for the CS bearer is correlated with the IMS session, particularly for the end-to-end case

-
Whether use of a pre-existing CS bearer should be allowed in the end-to-end case

-
SDP extensions required to signal the use of CSB

-
Interactions between the CS call and CS domain supplementary services, particularly for the case in which the CS bearer is established in the network to UE direction.

-
Whether the Circuit Bearer Control Function at one end of the session (originating or terminating) needs to determine the capabilities of the terminal at the other end of the session (terminating or originating).

7
Conclusion and recommendations

Editor’s Note: This section will contain the conclusion, if any, of the study
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CS call
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UE B

UE A

CS domain

MG/MGCF



2. INVITE URI: UE B

SDP* (UE-A - VoIP + CSB[+4477778888])

8. 183

SDP*(UE-B - CSB + GW VoIP)

10. UPDATE

SDP(UE-A VoIP) 

13. 200 OK (UPDATE)

SDP(UE-B SDP - CSB + GW VoIP)

Answered CS Domain connection

4.SETUP

4.SETUP

16. 200 OK (INVITE)

17. ACK

7. CONNECT

7. CONNECT

CBCF

1. INVITE URI: UE B

SDP* (UE-A VoIP) 

18. 200 OK (INVITE)

19. ACK

9. ACK

14. 180 Ringing

15. 180 Ringing

12. 200 OK (UPDATE)

SDP(UE-B CSB)

11. UPDATE

SDP(UE-A - VoIP + CSB)

3. 183

SDP*(UE-B CSB[+447710871234])

5. INVITE tel:+4477778888

SDP(GW VoIP)

6. 200 OK (INVITE)

SDP(UE-A VoIP)
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UE A

UE B

CS domain



1. INVITE URI: UE B

SDP*(UE-A CSB <+441628434456>)

2. 183

SDP*(UE-B CSB <+441628434000>)

Answered CS Domain connection

4.IAM <+441628434000>

3.SETUP <+441628434000>

8. CONNECT

7. CON

12. 200 OK (INVITE)

13. ACK

CS domain

5.SETUP

6.CONNECT

11. 180 Ringing

9. UPDATE

SDP

10. 200 OK (UPDATE)
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UE A

UE B

CS domain

MG/MGCF



1. INVITE URI: UE B

SDP* (UE-A CSB offer [+447710875525])

3. 183

SDP*(UE-B VoIP)

6. INVITE tel:+4477777777

SDP(GW VoIP)

13. UPDATE URI: UE B

SDP(Gw VoIP) 

14. 200 OK (UPDATE)

SDP(UE-B VoIP 2)

15. UPDATE

SDP(UE-B VoIP 2)

16. 200 OK

SDP(Gw VoIP)

Answered CS Domain connection

VoIP connection: UE B to Gateway

VoIP connection: Gateway to UE B

5.SETUP

5.SETUP +4477777777

21. 200 OK (INVITE)

24. ACK

9. CONNECT

8. CONNECT

7. 200 OK (INVITE)

CBCF

2. INVITE URI: UE B

SDP* (UE-A minus CSB plus default VoIP) 

4. 183

SDP*(UE-B - VoIP + CSB reply [+4477777777])

19. 200 OK (INVITE)

20. ACK

10. ACK

18. 180 Ringing

17. 180 Ringing

11. UPDATE

SDP (UE-A SCB)

12. 200 OK (UPDATE)

SDP(UE-B minus VoIP plus SCB reply)

22. UPDATE

SDP(UE-B VoIP 2)

23. 200 OK

SDP(Gw VoIP)
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