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Introduction

Alternative A consists of a number of architecture configurations, which are currently described on a very abstract level. This contribution describes these configurations in more detail. Each of the configurations has different advantages and disadvantages. Thus the detailed description will help to identify, which of these architecture configurations should be preferred.
Proposal

It is proposed to modify TR 23.899 as follows (changes based on version 0.2.0):
*** First set of proposed changes ***
2
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

[1]
3GPP TS 22.228, “IP Multimedia Subsystem; Stage 1”
[2]
3GPP TS 23.228, “IP Multimedia Subsystem (IMS); Stage 2
[3]
RFC 3725
 "Best Current Practices for Third Party Call Control (3pcc) in the Session Initiation Protocol (SIP)"

3
Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply.

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

Editor’s Note: abbreviations which are not used will need to be deleted.

3pcc
Third Party Call Control

AS
Application Server

BG
Border Gateway

BGCF
Breakout Gateway Control Function

CN
Core Network

CS
Circuit Switched

CSCF
Call Session Control Function 

GGSN
Gateway GPRS Support Node

HSS
Home Subscriber Server

I-CSCF
Interrogating-CSCF

IETF
Internet Engineering Task Force

IM
IP Multimedia

IM CN SS
IP Multimedia Core Network Subsystem

IMS
IP Multimedia Core Network Subsystem

IMS ALG
IMS Application Level Gateway

IMSI
International Mobile Subscriber Identifier

IP
Internet Protocol

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

IP-CAN
IP-Connectivity Access Network

ISUP
ISDN User Part

MAP
Mobile Application Part

MGCF
Media Gateway Control Function

MGF
Media Gateway Function

NAI
Network Access Identifier

NA(P)T-PT
Network Address (Port-Multiplexing) Translation-Protocol Translation

OSA
Open Services Architecture

P-CSCF
Proxy-CSCF

PDF
Policy Decision Function

PDN
Packet Data Network

PDP
Packet Data Protocol e.g., IP

PEF
Policy Enforcement Function

PLMN
Public Land Mobile Network

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RAB
Radio Access Bearer

S-CSCF
Serving-CSCF

SGSN
Serving GPRS Support Node

SLF
Subscription Locator Function

SSF
Service Switching Function

SS7
Signalling System 7

SIM
Subscriber Identity Module

SIP
Session Initiation Protocol

SGW
Signalling Gateway 

UE
User Equipment
UMTS
Universal Mobile Telecommunications System

URL
Universal Resource Locator

USIM
UMTS SIM

*** Next set of proposed changes ***
6
Architecture alternatives
Editor’s Note: This section will describe the considered alternatives
6.1.2
Architectural components

Three architectural components are defined to support Circuit Switched Bearers. The components will be located at existing IMS elements, specifically the UEs and Application Servers. The location of each of the components is negotiated at session establishment. The components are:

-
“Circuit Bearer Control Function (CBCF)” – this performs a variant of third party call control [3] over the establishment of a Circuit Bearer for use at one end of a SIP session

-
“Circuit Bearer Originating Function (CBOF)” – originates the Circuit Bearer 

-
“Circuit Bearer Termination Function (CBTF)”– terminates the Circuit Bearer

Note that the Circuit Bearer Originating and Termination functions may be either SIP UAs or the CS domain portion of the UE. In the case that the CB(O/T)F is a SIP UA then it routes a session through a standard gateway in order to establish the Circuit Bearer portion of the session.

These functions are illustrated in the figure below:


[image: image1]
The operation of these three functions is described in more detail below:

The Circuit Bearer Control Function:

-
Determines that a Circuit Bearer is required for a media component of a SIP session

-
Obtains a routing number (E.164 number) for the Circuit Bearer from the Circuit Bearer Termination Function and provides this to the Circuit Bearer Originating Function

-
Obtains a source number (E.164 number) for the Circuit Bearer from the Circuit Bearer Origination Function and provides this to the Circuit Bearer Terminating Function

-
Requests the Circuit Bearer Origination Function to originate a Circuit Bearer

-
Received a notification from the Circuit Bearer Termination Function that the Circuit Bearer is established

-
In the case that the CBOF or CBTF is a SIP UA function within the network, i.e. in the end-to gateway mode, the CBCF obtains the media parameters for the Circuit Bearer (i.e. IP address and port on the Media Gateway) and provides these to the peer SIP UA within the Session Description. Thus, in the end-to-gateway mode, the CBCF applies mechanisms similar to third party call control [3] to establish the bearer between the media gateway and the peer SIP UA. This principle is illustrated in figure X.
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Figure X: Using a 3pcc-like mechanism from the CBCF
The Circuit Bearer Originating Function:

-
Receives a request from the CBCF to originate a Circuit Bearer to a provided E.164 routing number

-
Provides a source number (E.164 number) to the CBCF

-
Originates the call

-
In the case that it is a SIP UA within the network, provides the media parameters (i.e. IP address and port) for the Circuit Bearer to the CBCF

The Circuit Bearer Terminating Function:

-
Receives a request from the CBCF to terminate a Circuit Bearer from a provided source number (E.164 number)

-
Provides an E.164 routing number to the CBCF

-
Receives the call 

-
In the case that it is a SIP UA within the network, provides the media parameters (i.e. IP address and port) for the Circuit Bearer to the CBCF

The means of communication between the CB(O/T)F and the CBCF depends on the location of these functions. If they are co-located, then this is internal communication. If they are not co-located then the information is carried within SIP/SDP.

6.1.3
Architecture configurations

6.1.3.1
Configurations Overview

The following configurations are supported:

1) End-to-Gateway

In this case, the entire mechanism is local to one users end of the session. The mechanism could be duplicated at the peer UE, or this could be a standard VoIP UE.

The Circuit Bearer Control Function may either be within the network (Application Server) or within the UE. This gives rise to “network-control” and “client control” models.

The Circuit Bearer Origination and Termination functions are either both at the client (client control model) or at the client and Application Server (network control model). The Circuit Bearer can be established in either the client-to-network direction or network-to-client direction. This choice is independent of the session direction. Client-to-network establishment is simpler as it involves less CS domain service interactions.

In these configurations, the circuit bearer is established between the UE and some local gateway at the same point in the call flow as a PDP Context would usually be established. The Circuit Bearer Control Function acts as a third party call controller and a back-to-back user agent in order to mediate between the SIP call legs between the CBCF and UE, gateway and peer client.

2) End-to-end

In this case, all capabilities are provided by the clients. The Circuit Bearer Originating and Terminating functions are provided by the two UEs.
6.1.3.2
The end-to-gateway configuration, network control model
The following figure illustrates the end-to-gateway configuration with network control:
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Figure Y End-to gateway, network control
In this approach, the CBCF is located in an AS. The SIP INVITE towards the remote UA (1) is routed through the Application Server with CBCF. Then the CS bearer is established (2) making use of CS/IMS interworking in the MGCF/MGW (2). If the CS call is established in network-to-client direction, then routing tables have to be configured correctly to ensure that the call reaches the CS part of the UE (and not the IMS part). The variant of 3pcc illustrated in figure X in subclause 6.1.2 ensures that the IP traffic is routed efficiently.
The solution requires circuits (resources) in both the MSC and in the MGW. On the call control layer, MSC, MGCF, S-CSCF and CBCF keep state.
6.1.3.3
The end-to-gateway configuration, client control model

The following figure illustrates the end-to-gateway configuration with client control:
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Figure Z End-to gateway, client control 

In this approach, the CBCF is located in the UE. The UE sends a SIP INVITE towards the remote UA (1). Then the CS bearer is established making use of CS/IMS interworking in the MGCF/MGW by establishing a call from the UE to itself in a loop through CS domain and IMS (2). Routing tables have to be configured correctly to ensure that the call reaches the "right part" of the UE. The variant of 3pcc illustrated in figure X in subclause 6.1.2 ensures that the IP traffic from the remote party is routed to the MGW.
As in the network control case, the solution requires circuits (resources) in both the MSC and in the MGW. On the call control layer, MSC, MGCF, S-CSCF and CBCF keep state. 
In the client control case the loop from the UE through the network back to the UE puts additional burden on the air interface, just to discover an IP address and a port number. Thus this configuration is not recommended for standardisation.
6.1.3.4
The end-to-end configuration

In the end-to-end configuration, the SIP INVITE is sent between the two UEs using the usual IMS mechanisms. Indications in the message trigger the end-to-end establishment of a CS call between the two UEs. This requires that both UEs support the mechanism. It is unclear how charging correlation can be performed to support charging models like a combined rate for a CS call with a parallel IMS session. The indication in SIP as such is not sufficient without additional mechanisms. As of now the network does not have mechanisms to verify that the parallel CS call has indeed been established, that the reduced rate, e.g. for the IMS component, is used only in parallel at the same time and towards the same destination with the CS component. This seems to imply a fraud potential. Therefore the end-to-end configuration requires additional network capabilities before it can be recommended for standardisation.
The end-to-end configuration is described in more detail and illustrated in subclause 6.1.6.2 below. 
*** Next set of proposed changes ***
6.1.7
Summary of Alternative A

This section presents an architectural option for use of CS bearers with IMS with the following properties:

-
Sessions are controlled entirely using IMS service logic – end-user service experience should not be affected. In particular, all other IMS capabilities - presence, instant messaging, application sharing etc. – will operate exactly as expected

-
No impact on CSCFs, MGCF, MGW

-
Either the network, or the client, may control the establishment and use of a CS bearer – supporting early testing/deployment of client-based solutions and later migration to network control

-
The CS bearer may be local to the user – that is, the media is interworked to VoIP as quickly as possible – or may be end-to-end between clients

-
Use of end-to-end vs end-to-gateway CS bearers is transparent to the UE

-
The configuration and CS call setup direction are negotiated per session, supporting flexibility in terms of deployment models and evolution

Some further issues remain to be investigated:

-
Whether there is a need for both user-to-network and network-to-user CS establishment

-
How billing for the CS bearer is correlated with the IMS session, particularly for the end-to-end case
-
Whether use of a pre-existing CS bearer should be allowed in the end-to-end case

-
SDP extensions required to signal the use of CSB

-
Interactions between the CS call and CS domain supplementary services, particularly for the case in which the CS bearer is established in the network to UE direction.

-
Whether the Circuit Bearer Control Function at one end of the session (originating or terminating) needs to determine the capabilities of the terminal at the other end of the session (terminating or originating).
-
Whether the whole solution or only certain options (e.g. network control, client control, end-to-end, end-to-gateway, client-to-network, network-to-client, …) should be considered for further consideration.
-
Verify that the 3rd party call-control mechanisms used by the CBCF are compliant with IETF recommendations in RFC 3725[3].
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