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1. Overall

In the last meeting, in order to identify what congestion and failure scenarios would need improvement or enhancement in the current specifications, it was agreed to address MSC/VLR or RNC congestion caused by mobile originating calls or mobile terminating calls without focusing on a certain congestion scenario, like considering area sizes. And it was agreed that description which identifies what to do such as necessity of improvement of current specifications should not be included in congestion and failure scenario description.

In the document, congestion and failure scenarios are rewritten, considered above considerations 

2. Proposal

Following description is added to TR 23.898.

=========================Additional Description================================

4
Congestion and Failure Situations

Congestion and failure situations which would need improvement or enhancement in the current specifications are described below.
4.1
Congestion Situation
4.1.1
MSC/VLR or SGSN Congestion Situation
When external disasters (e.g. earthquakes) affect an entire MSC area, CS calls is likely to increase. In this situation, if MSC/VLR congestion happens then  CS calls should be restricted. 
However, applying the current access class barring mechanism will restrict both CS calls and 
PS sessions.

In order to utilise the available capacity in PS domain, access class barring should be applied to each domain separately. A suitable Domain Specific Access Control or DSAC mechanism should be provided to allow the network to:

· Restrict the amount of traffic on the CS services; and
· Control the amount of traffic towards the PS domain in order to prevent the propagation of CS domain congestion to the PS domain. 
Likewise, whenever the SGSN gets congested, DSAC can be also applied in order to utilize the CS node capacity.

4.2
Failure Situation
4.2.1
MSC/VLR or SGSN Failure Situation
When VLR/MSC or SGSN fails, CS calls or PS sessions from UEs should be prohibited. 
However, applying the current access class barring mechanism would restrict traffic to both CS and PS domains. 
In order to utilise the available capacity in the domain functioning normally, access class barring should be applied to each domain separately. Domain Specific Access Control or DSAC allows the network to control the amount of requests to each domain and congestion or failure of a domain caused by the failure of the other domain can then be prevented.

=========================END=============================================
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