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Annex C (informative):

Policy functions provided by FBC architecture

Charging correlation

The FBC architecture provides an alternative mechanism to correlating the GPRS and AF (e.g. IMS) CDRs in the OCS or Offline Charging system. The charging key passed to the OCS/CCF is the only input to the rating logic (along with any AF/CSCF input about type of sessions, start/stop time of session etc. that may have come from Ro/Rf).

If we do not expect the rel6 billing systems to perform correlation as defined in rel5, and since the charging systems need to be upgraded in rel6 to support FBC anyway, then we can use the FBC model and logic based on the charging key, instead of adding any correlation identifier (ICID) to Gx/Gy.
Gating
This refers to the ability to block or allow traffic to flow. This is already achieved by the TPF in the FBC architecture which discards the packets for the service data flow in case of no applicable filters for this service data flow.
For peer-to-peer traffic, special rates may apply. The gate could therefore be either closed for this traffic before the applicable filters are available, or the gate could be opened with a more generic charging rule which doesn’t allow for this special rate to apply yet.
The AF (e.g. P-CSCF) could wait until answer to give Rx input to the CRF which then sends this information down to the TPF, allowing for the filters for this peer-to-peer traffic to form a new charging rule. This allows waiting until the final SDP and the actual answer to allow the special rate to apply (and possibly the traffic to flow if no other filters were applicable before). As soon as the rules are sent down to the TPF then they are active at the TPF.
The above provides for an equivalent to Gq/Go gating functionality and additionally provides for further flexibility in combining the charging and policy models, because Go/Gq do not provide for a model where different rates can be applied in combination with different gating rules.

QoS control
This refers to the ability to provide different QoS for different applications (even peer-to-peer session) and to the ability to control the bandwidth usage once the traffic has been allowed to flow.
This can be provided by the OCS in the following way:

The OCS gets a credit request when the first packet of the session arrives at the TPF.
The OCS will know:

- The QoS which has been granted for the bearer that the packet arrived on, because it will have seen the authorisation request for the bearer establishment or modification

- The fact that an AF (IMS or other application) session is in progress and the QoS for that session
This information can be taken into account when rating the flow.
If the QoS authorised for the session is X kbit/s then the OCS could grant a quota with a (say) 5 minute time limit and exactly enough volume to last 5 minutes - if the UE cheats it will run out early and this will flag an alarm.

The actual choice of how much time to allow at once would have to be a balance between avoiding the risk of the UE cheating (by using the allowed bandwidth all at once and then keeping the bearer idle for the remaining time) and reducing the signalling load (required each time the time quota has run out).

The actual mechanism to do this (over the Gy interface, using Diameter Credit Control) would be that the OCS can either give:

1. a validity time and a volume

2. two different types of resources inside a credit quota: volume + time.
Such mechanism does not require any further standardisation since Diameter Credit Control can already provide both time and volume quotas. However full control of QoS (and of bearer resources usage) could simply be provided by the simple addition to the FBC architecture of a QoS information element to Gy (and maybe Ry from AF to OCS).
Note that either mechanism above could only be provided by operators who do deploy an OCS and Gy interface i.e. who provide online charging.
Addition of QoS control over Rx/Gx can also be envisaged by adding QoS information on the Rx/Gx reference points from the AF to CRF and CRF to the TPF. In the GPRS, case, the TPF/GGSN can then use the QoS information to link to the UMTS QoS (and could trigger a GGSN initiated modification of QoS), and can also use the QoS information to apply the required policy on Gi packets to follow this QoS indication.
Since the PDP context can be used by many different service data flows, it is not clear whether a GGSN initiated modification of the PDP context QoS is useful. Alternatively, only the concept of policy on Gi could be used for a rel6 network which provides FBC and therefore removes the restrictions imposed by rel5 charging. A further alternative is for the TPF/GGSN to make a decision whether or not to apply the QoS indication from the CRF, by triggering a change on the PDP context, based on the various service data flows it knows about and the existing QoS of that PDP context.
From this section it can be concluded that full QoS control can be provided by FBC by adding a QoS information element over the Rx, Ry, Gx and Gy reference points.
Bearer events
Indication of bearer events allows for communication between the GGSN and the AF (P-CSCF in IMS) to indicate that:

1. a PDP Context is modified such that the maximum bit rate (downlink and uplink) is downgraded to 0 kbit/s or changed from 0 kbit/s to a value that falls within the limits that were authorized at PDP context activation (or last modification). This can then be used e.g. for the IMS to record the time period during which a radio loss was encountered.
An equivalent in the FBC architecture can be provided by making sure that when the CRF is informed of the bearer modification, it reports this to the AF that had previously provided input to it via Rx.
2. a PDP context (previously authorised) has been released. An equivalent in the FBC architecture can be provided by making sure that when the CRF is informed of the bearer termination, it reports this to the AF that had previously provided input to it via Rx.

From this section it can be concluded that indication of bearer events is already provided over Gx and if extended to Rx, allows any AF involved to get this indication so it can take any appropriate actions (e.g. record time of radio loss, trigger session release).

Session events
This is used when AF session signalling releases the AF session, e.g. upon IMS session release. This can be provided by the Rx input which allows the AF to tell the CRF that e.g. no charging rule exists for a traffic flow any more, meaning the traffic will no longer be allowed at the TPF. Unless all traffic (all service data flows) over the bearer is not allowed any more, there is no need for the TPF to release the entire bearer (e.g. GGSN PDP context deletion).
The same applies if, over the Gy reference point, the OCS indicates that to abort the session (Abort Session Request in Diameter Credit Control).
Summary and recommendations
	Go/Gq procedure
	Provides for
	FBC equivalent

	Authorize QoS Resources, AF session establishment
	QoS control, charging correlation
	AF input to provision of charging rules over Rx followed by Provision of Charging Rules triggered by other event to the CRF over Gx

	Authorize QoS Resources, bearer establishment
	QoS control, charging correlation
	Bearer service establishment over Gx and Rx
Or OCS QoS input to TPF over Gy

	Enable Media procedure
	Gating (open)
	Provide charging rules over Gx for the traffic flow
Provide credit over Gy for the traffic flow

	Disable Media procedure
	Gating (close)
	Provide no charging rule over Gx for the traffic flow
Provide no credit over Gy for the traffic flow

	Revoke Authorization for GPRS and IP Resources
	Session events
	AF input to provision of charging rules over Rx followed by Provision of Charging Rules triggered by other event to the CRF,
Or OCS Abort Session Request

	Indication of PDP Context Release
	Bearer events
	Bearer service termination over Gx and Rx, or over Gy

	Authorization of PDP Context Modification
	QoS control
	Bearer service modification over Gx and Rx, or over Gy

	Indication of PDP Context Modification
	Bearer events
	Bearer service modification over Gx and Rx

	Update Authorization procedure
	QoS control
	AF input to provision of charging rules over Rx followed by Provision of Charging Rules triggered by other event to the CRF over Gx,
Or OCS initiated re-authorisation


In conclusion, the FBC architecture can provide equivalent functionality to that provided by Go/Gq.

The advantage of the gating and QoS techniques provided by FBC, over the Go policy mechanisms, is that FBC does not rely on signalling and different types of media being in different PDP contexts. All traffic could be carried in a single, general-purpose PDP context (possibly with some QoS modifications).
It is therefore recommended that the FBC architecture is used for policy control as well as charging from rel6 onwards.
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