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1. Introduction
In the last SA2#39 meeting, SA2 sent a LS (S2-041656) to CN1 asking to evaluate the UE based approach (ie. solution 1) and the NMO change approach (ie. solution 2), and study the behaviour of the UE when NMO changes in case domain specific access control is applied.  As indicated in the reply LS (S2-042151) received in this SA2#40 meeting, CN1 has concluded that the UE based solution is evidently the better solution of the two.
It is proposed to take CN1’s recommendation and add a new subclause on ‘Domain Specific Access Control with GsIF’ to TR 23.898.
2. Discussion

CN1 indicated that the UE based approach (solution 1) is more feasible than solution 2 for the following reason:  

CN1 confirms that the UE behaviour at change of NMO is not explicitly specified in any of the CN1 specifications, but most mobiles perform location updates as soon as they detect a change of NMO from I to II.  When domain specific access control is applied, the ‘NMO change’ approach can seriously overload the serving CN node with many update procedures occurring at the same time, hence, it fails in its purpose with regards to overload protection.  Consequently, the ‘UE based’ approach is preferred from the perspective of traffic handling.  

With the above justification, the UE based approach (solution 1) should be chosen as the solution for Domain Specific Access Control with GsIF.
3. Proposal
Following description is added to TR 23.898.

=========================Start=============================================

5.1
General overview

The section describes the functionality from the architectural aspect for solving issues in current specification for the cases described in the congestion and failure scenarios.
5.4
Domain Specific Access Control and Gs Interface

PS domain access restriction is applied as a result of the congestion and failure situations described in clause 4.
In a network under Network Operation Mode I this prevents combined MM procedures, which in turn may result in UEs are unreachable for mobile terminated CS services.

A solution should be provided to allow the UE to maintain its CS services despite the PS Domain restriction that is applied.
There are 2 possible solutions

1- A UE Based solution
2- A Network Operation mode change solution

5.4.1
UE based solution  

This first solution introduces a new UE based procedure to maintain CS services when PS domain access class barring is applied. 
This solution requires to introduce a new behaviour in the UE
The UE will react upon the received DSAC information (Access Class Barred List or ACBL) and will shift from  Combined MM to specific MM procedures.

Figure 5.4.1.1 below shows the information flow for a UE receiving a DSAC information containing an ACBL corresponding to the start  of a PS domain specific access control.

[image: image1.wmf] 

UE

 

R

NC

 

2. 

SYSTEM INFORMATION

 

(ACBL for PS domain)

 

SGSN

 

VLR/MSC

 

1a. 

combined MM procedures

 

1b. 

MO

-

SMS

 or

/and

 MO

-

LR procedures in PS domain

 

 

3

a. 

MM procedures

 

3

b. 

MO

-

SM

S

 or

/and

 MO

-

LR procedures in CS domain

 


Figure 5.4.1.1: Start of a PS domain specific access control

1 Network in operation mode I before any congestion or failure
1a UE performs combined MM procedures.

1b The UE performs MO-SMS and/or MO-LR procedures in PS domain.

2 RNC detects SGSN overload or failure, then the RNC broadcasts system information with DSAC to the UE.
2 UE Behaviour during DSAC
3a.
The UE stops performing combined MM procedures and starts performing specific MM procedure for CS domain.

3b The UE continues to perform MO-SMS and/or MO-LR procedures in CS domain. 






Figure 5.4.1.2 below shows the information flow for a UE receiving a system information without any DSAC information corresponding to the e
nd of PS domain specific access control
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Figure 5.4.1.2: End of PS domain specific access control
1. UE submitted to DSAC 
 1a
The UE performs CS domain specific MM procedures 

1b   The UE may perform CS domain MO-SMS and/or MO-LR procedures 

2. The RNC detects that the SGSN has recovered, and it broadcasts system information without DSAC.
3. Network after recovery from congestion or failure
3a
The UE stops its specific MM procedures provisioning services and restarts Combined MM procedures 

3b   The UE resumes PS domain MO-SMS and/or MO-LR procedures





5.4.2
Network Operation Mode change (NMO change)
It should be noted that the UE behaviour at change of NMO is not explicitly specified in any of the CN1 specifications, but that most mobiles would perform location updates as soon as they detect a change of NMO from I to II.
When domain specific access control is applied, the ‘NMO change’ approach can seriously overload the serving CN node with many update procedures occurring at the same time, hence, it fails in its purpose with regards to overload protection.  
5.4.3 Preferred Solution
The ‘UE based’ approach is preferred from the perspective of traffic handling and it should be chosen as the solution for Domain Specific Access Control with Gs Interface.
=========================END=============================================
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