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1 Introduction and Discussion

At SA2#39, it was identified that more work is needed on P-CSCF discovery. To close that gap, this contribution provides some further analysis with respect to the PDP context activation and configuration approaches. 

It is easy to use the PDP context activation for P-CSCF discovery also for IPv4. The distinction between an IPv4 and an IPv6 address can be done either 

a) implicitly by using an IPv6 address with embedded IPv4 address, or 

b) explicitly by setting the content length of the PCO field to 4, indicating the size of the P-CSCF address is 4 bytes, i.e. the address is an IPv4 address.

In a migration period with a dual-stack P-CSCF, it may be useful for an operator to provide a common P-CSCF discovery mechanism for both the early IPv4 only UEs and the IPv6 Rel-5 (or later) UEs. Thus it is recommended to adopt one of the two approaches for P-CSCF discovery at PDP context activation. To support interoperability, one of a) or b) should be adopted. The recommendation here is the explicit approach b), as is it more clean, even though the alternative a) has the advantage that it does not require any deviation from the coding described in TS 24.008.

On the other hand, it can be expected that the first IPv4 IMS UE implementations will use the configuration approach. It is recommended to acknowledge that and refer to the relevant OMA specifications.

2 Proposal

It is proposed to modify TR 23.881 as follows (changes based on version 1.1.1):

*** FIRST CHANGE ***
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3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

CN
Core Network

CSCF
Call/Session Control Function

DHCP
Dynamic Host Configuration Protocol

DNS
Domain Name System

GGSN
Gateway GPRS Support Node

GPRS
General Packet Radio Service

GSN
GPRS Support Note

I-CSCF
Interrogating CSCF

IM
IP Multimedia

IMS
IP Multimedia Subsystem

IP
Internet Protocol

IPSec
IP Security protocol

NAT
Network Address Translation

OMA
Open Mobile Alliance

OTA
Over the Air Activation

PCO
Protocol Configuration Options

P-CSCF
Proxy-CSCF

PDP
Packet Data Protocol

QoS
Quality of Service

S-CSCF
Serving-CSCF

SGSN
Serving GPRS Support Node

SIP
Session Initiation Protocol

SMS
Short Message Service

TrGW
Transition Gateway

UE
User Equipment

*** NEXT CHANGE ***

5.2.1

Obtaining IP address and P-CSCF discovery

Prior to communication with the IM CN subsystem, the UE:

a)
establishes a connection with the IP-CAN;
b)
obtains an IP address using either the standard IETF protocols (e.g., DHCP) or a protocol that is particular to the IP-CAN technology that the UE is utilising; 

c)
acquires a P-CSCF address.

The existing P-CSCF discovery mechanism are either IPv6 specific or use Release 5 or later GPRS. For an IPv4 based IMS implementation, operators may need other mechanisms not currently defined as possible options in 3GPP IMS. 

The following mechanisms need to be evaluated for P-CSCF discovery in IPv4:

a)
the address of the P-CSCF can be requested by the UE and returned by the GGSN at PDP context establishment time. An IPv4 UE would need to obtain an IPv4 address as part of this exchange. 
If the PDP context established is of PDP type IPv4, then the GGSN may provide an IPv4 P-CSCF address. This does not preclude scenarios, where the GGSN returns an IPv6 address at IPv4 PDP context establishment, e.g. for the support of tunnelling (see subclause 5.3.4.3), or both IPv4 and IPv6 addresses. If the PDP type is IPv4 then it is recommended that the GGSN always return both IP versions, if it is capable, using the existing capabilities to send multiple P-CSCF addresses within the PCO IE.
According to TS 24.008 [9], the P-CSCF address in the PCO field is an IPv6 address. Thus there are at least two possible approaches: The first approach would be to avoid any changes to or deviations from TS 24.008 [9] and use the existing methods to transfer an IPv4 address as an IPv6 address ("IPv6 address with embedded IPv4 address", as defined in RFC 2373 [10]). 
Editor's Note: The use of an "IPv4-compatible" IPv6 address versus an "IPv4 mapped address" is for further study .
The second approach would set the PCO field length to 4 and put the IP address in the content field. This would be a straightforward generalization of the specified method.

In a migration period with a dual stack network, it may be useful for an operator to provide a common P-CSCF discovery mechanism for both the early IPv4 only UEs and the IPv6 Rel-5 (or later) UEs. In that case, the first approach using embedded addresses is recommended, as it does not require any changes to or deviations from TS 24.008.


b)
based on DHCP. Currently the specifications limit this to the IPv6 methods for DHCP. In order for this method to be used by an IPv4 UE, it needs to be identified how IPv4 DHCP is used to obtain the P-CSCF address. A solution that provides access independence would be that an IPv4 P-CSCF and IPv4 UE support configuration of the appropriate P-CSCF information via DHCPv4. In this solution, use of DHCP provides the UE with the fully qualified domain name of a P-CSCF and the address of a Domain Name Server (DNS) that is capable of resolving the P-CSCF name. When using DHCP/DNS procedure for P-CSCF discovery with IPv4 GPRS-access, the GGSN acts as DHCP Relay agent relaying DHCP messages between UE and the DHCP server. This is necessary to allow the UE to properly interoperate with the GGSN. This solution however requires that a UE supporting early IPv4 implementations would support DHCPv4.

c)
other meechanisms, such as SMS, OTA, OMA device management or other configuration schemes are already in use today by deployed UEs. Some of the provisioning mechanisms in use are vendor specific (such as pre-configuration mechanisms), but it is assumed that most of the early-deployed IPv4 UEs will support OMA specified provisioning mechanisms such as OMA Client Provisioning [12] and OMA Device Management (DM) [11]. It is recommended that provisioning parameters for IPv4 P-CSCF discovery be defined for OMA standardised provisioning mechanisms such as OMA DM [x].
The provisioning mechanism in c) does not require any support from the GPRS infrastructure and is thus expected to be used in early implementations from the beginning. The mechanism in a) may facilitate migration to one of the P-CSCF discovery mechanisms specified in TS 23.228. It is assumed that a UE, which has a pre-configured P-CSCF address, would try to connect to the pre-configured P-CSCF before using any other P-CSCF discovery mechanism.
*** NEXT CHANGE ***

6

Conclusions and recommendations

Interworking between IPv4 and IPv6 based IMS implementations and migration from IPv4 IMS to IPv6 IMS can and should be facilitated by specification of some of the relevant aspects.

For the specification of IPv4 IMS, the assumption should be made that the relevant roaming scenario for IPv4 is the GPRS roaming scenario with the GGSN in the home network.
If IPv4 is used in an early IMS implementation, there is the need for alternative or modified P-CSCF discovery as the mechanisms specified in TS 23.228 cannot be applied as they are. It is recommended to follow the recommendations for P-CSCF discovery as described in subclause 5.2.1.
It is recommended that SIP communication between UE and P-CSCF uses IPv4 or IPv6 without intermediaries changing the IP version. 

For some services like PoC, Presence and immediate messaging, dual stack network elements like the PoC Server, the Presence Server or the S-CSCF can provide IP version interworking without use of NATs. 

In general, the interworking architecture defined in TS 23.228 with IMS-ALG and NATs (TrGWs) can be used in principle to support all kinds of IP address and protocol translations possibly needed between early IMS networks. 

The early deployment of IMS dual stack UEs facilitates migration significantly. To limit the options, it is recommended to specify the IMS dual stack UE behaviour for IMS access, as described in subclause 5.2.2.1. 

Network operators, who introduce 3GPP IMS using IPv6, have a strong interest that their GPRS roaming partners provide support for PDP contexts of PDP type IPv6 in the SGSN. Thus support of PDP type IPv6 in SGSNs facilitates migration of IMS towards IPv6.













