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_____________________________________________________________________

1. Introduction

Reusing of the GGSN to implement the PDG functionality has been supported by several companies and proposed to be specified in normative annex. However, technical issues regarding NSAPI handling were raised, which prevents the Gn’ support from being normative. This document proposes a solution of NSAPI handling in Gn’.

_____________________________________________________________________

2. Discussion 
NSAPI is an integer value in the range 0 to 15 which is assigned by the UE when the PDP Context is activated in GPRS. NSAPI is a mandatory information element for the purpose of unique identification of a certain PDP Context in the UE, the SGSN or the GGSN. Gn’ must also handle NSAPI correctly since the existing GGSN is reused. 

2.1  Solutions

Possible solutions are the following two:

1. NSAPI value is reserved in the Tunnel Termination Gateway (TTG)

2. NSAPI value is passed from the WLAN UE

In solution 1, WLAN UE does not have to support NSAPI. The Gn’ based PDG keeps being invisible from the WLAN UE. If the PDG is implemented by using Gn’, the TTG is responsible for assigning a NSAPI value in corresponding to tunnel establishment request by the WLAN UE. Note that the NSAPI values for WLAN must not be conflicted with the values for GPRS access.

As solution 2 is an approach rather based on GPRS, the WLAN UE manages a unique value among the GPRS access and WLAN tunnel establishment. The WLAN UE must always send NSAPI to the network in tunnel establishment procedure because it doesn’t know whether the PDG is implemented by using Gn’ or not. The normal PDG will just ignore the NSAPI IE if received. 

2.2  Protocol point of view

NSAPI handling in Gn’ must be realized without protocol enhancement. 

It is understood that the GGSN will tear down the existing PDP Context if the NSAPI values are conflicted when creating a new PDP Context according to TS 29.060. Therefore, the TTG must ensure that the NSAPI value for WLAN does not conflict with the values for GPRS access in solution 1.

While the NSAPI values in the range 0 to 4 are reserved in the SM protocol, all the values in the range 0 to 15 are valid in the GTP protocol according to the current specifications. Hence, the values in the range 0 to 4 can be used for WLAN-interworking because the values logically don’t conflict with the values which are used in GPRS access via the SGSN.

Some extract from specifications are shown in Annex.

2.3  Serviceability

In soltuion 1, use of the reserved NSAPI value causes a limitation that the maximum simoultaneous session activation is five. In solution 2, the maximum simoultaneous session activation will be 11 in total among the GPRS access and PS access via WLAN. We see no significant difference between solution 1 and 2 from the serviceability point of view. 

However, the TTG should not explicitly indicate the exhaustion of the reserved NSAPI values when the sixth simoultaneous tunnel establishment request by the WLAN UE is rejected in solution 1. 

2.4 Future scenario considerations

In scenario 4 or later, we will introduce mobility management between WLAN, 3GPP systems, and some other radio networks. Although it is too early to discuss the future scenarios, we expect that the mobility management could be specified as some new IP based mechanism, which doesn’t include GPRS essence. Therefore it doesn’t seem appropriate to have an assumption that the WLAN UE sends GPRS specific parameter towards the WLAN I.W. systems (e.g. PDG). Gn’ support is just an implementation option, which should be transparent from other external entites, and the WLAN UE should be independent from GPRS mechanisms for future proof. 

_____________________________________________________________________

3. Conclusion

In summary, solution 1 is better because the reserved value in NSAPI IE can be used for WLAN, the serviceability makes no significant difference between both solutions, and the WLAN UE should be independent from GPRS mechanisms.

It is proposed to specify solution 1 in Annex F in TS 23.234 by approving the accompanied CR S2-041818.
_____________________________________________________________________

Annex

************ Extract from TS 24.008 ************
10.5.6.2
Network service access point identifier

The purpose of the network service access point identifier information element is to identify the service access point that is used for the GPRS data transfer at layer 3.

The network service access point identifier is a type 3 information element with a length of 2 octets.

The value part of a network service access point identifier information element is coded as shown in figure 10.5.135/3GPP TS 24.008 and table 10.5.153/3GPP TS 24.008.

	8
	7
	6
	5
	4
	3
	2
	1
	

	NSAPI IEI
	octet 1

	0
	0
	0
	0
	NSAPI
	octet 2

	Spare
	Value
	


Figure 10.5.135/3GPP TS 24.008: Network service access point identifier information element

Table 10.5.153/3GPP TS 24.008: Network service access point identifier information element

	

	NSAPI value (octet 2)

	

	Bits

	4
	3
	2
	1
	

	0
	0
	0
	0
	reserved

	0
	0
	0
	1
	reserved

	0
	0
	1
	0
	reserved

	0
	0
	1
	1
	reserved

	0
	1
	0
	0
	reserved

	0
	1
	0
	1
	NSAPI 5

	0
	1
	1
	0
	NSAPI 6

	0
	1
	1
	1
	NSAPI 7

	1
	0
	0
	0
	NSAPI 8

	1
	0
	0
	1
	NSAPI 9

	1
	0
	1
	0
	NSAPI 10

	1
	0
	1
	1
	NSAPI 11

	1
	1
	0
	0
	NSAPI 12

	1
	1
	0
	1
	NSAPI 13

	1
	1
	1
	0
	NSAPI 14

	1
	1
	1
	1
	NSAPI 15

	


********** End of extract from TS 24.008 **********
************ Extract from TS 29.060 ************

7.3.1
Create PDP Context Request
----- some texts are skipped ----

If a new Create PDP Context Request is incoming on TEID 0 for an already active PDP context, this Create PDP Context Request must be considered related to a new session. The existing PDP context shall be torn down locally, and the associated PDP contexts deleted locally, before the new session is created. If a new Create PDP Context Request is incoming on a TEID which is different from 0 and this TEID is already allocated to one or more activated PDP contexts, and the NSAPI IE value in this message matches the NSAPI value of an active PDP context, the GGSN shall send back a Create PDP Context Response with a rejection cause code. It is implementation dependent deciding whether to teardown or keep the existing PDP context.
7.7.17
NSAPI

The NSAPI information element contains an NSAPI identifying a PDP Context in a mobility management context specified by the Tunnel Endpoint Identifier Control Plane.

The spare bits x indicate unused bits, which shall be set to 0 by the sending side, and the sending side shall not evaluate them.
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Figure 25: NSAPI Information Element
********** End of extract from TS 29.060 **********
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