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1. Introduction and Considerations

Impacts and scenarios around early IMS implementations using IPv4 are being studied within TR23.881. These studies have converged towards producing a consise set of issues described in section 5.2.2.5.

In an attempt of taking these studies further towards a conclusion, this contribution proposes some recommendations for these.

2. Proposal

It is proposed to apply the following changes to TR 23.881:

5.2.2.5
Summary of issues arising from the scenarios

The following issues arise from the scenarios presented in subclauses 5.2.2.1 to 5.2.2.4 above:
1) Address translation between private and public IPv4 address spaces for both signalling and bearer path;
In general, address translation mechanisms have been available for Internet applications for some time now. The disadvantages of such NAT- and ALG-based mechanisms have also been identified a long time ago: 
· NAT breaks the end-to-end model of IP;
· Coordination between the ALG processing the signalling and the NAT processing the media stream IP headers is needed;

· NAT is a single point of failure for ongoing connections. A session through a NAT must flow through the same NAT for the entire duration of the session. Thus, if a NAT fails, all its sessions will abruptly terminate.
· Considerable management overhead of NATs and ALGs, scalability problems and cost in-effectivity.
While NATs (and ALGs) are expected to be used in the future, it can be concluded that their wide scale deployment in a carrier-grade IMS environment shall be avoided whenever possible. 
2) Address translation and protocol translation between IPv4 and IPv6 for both signalling and bearer path;
As per the considerations under point 1) above, NAT- and ALG-based address and protocol translations shall be avoided whenever possible. The need for address and protocol translation between IPv4 and IPv6 is expected to be limited for the following 2 cases:

· An IPv4 IM CN subsystem interconnecting with IPv6 IMS networks; 
· External non-3GPP IPv4 SIP networks interconnecting with IPv6 IMS networks; TS 23.228 specifies the architecture for this scenario.
3) Routing, address translation and protocol translation for the bearer path;

4) IP version used on the connection between IM CN subsystems, both in roaming and interworking scenarios;

It is recommended for IMS networks to take IPv6 into use as early as possible to avoid the need for address (and protocol) translation. 
NOTE:
Early IMS deployments using public IPv4 addressing for their network elements and UEs can interconnect with each other without address translation.
5) IP version used by a dual-stack UE to access the IM CN subsystem in case of IMS roaming; 

It is important to specify a predictable dual-stack UE behaviour. The following behaviour is recommended:
· IMS dual stack UEs shall always try to initially activate an IPv6 PDP context for IMS communications. If this fails, the UE may try to activate an IPv4 PDP Context.

· In case the IMS dual stack UE has successfully activated an IPv6 PDP context for IMS communications, the UE shall use IPv6 to contact the P-CSCF whenever possible (i.e. whenever it has obtained an IPv6 address for a P-CSCF).
In general, it is recommended for IMS UEs that support IPv4-based connectivity to early IMS deployments to also support IPv6. This makes the migration to a full scale IPv6 IMS considerably easier.
6) Use of IMS in the home network through GPRS roaming in a network, which does not support IPv6 PDP contexts;
It is recommended for GPRS networks offering IMS access capabilities to offer support for IPv6 PDP Contexts (i.e. upgrading the SGSNs to support IPv6 type of PDP context). 

Alternatively, roaming UEs using IPv6 to connect to their home IMS network would need to use some IPv6-in-IPv4 tunnelling mechanism in the UE (e.g. ISATAP [5]). However, such tunnelling solutions would not work well with QoS differentiation mechanisms (e.g. Service Based Local Policy) of the core network.
Note: Issue 6 is not directly related to IPv4 based IMS implementations.
7) Scope of early IMS implementations using IPv4;

The 3GPP scope of early IMS implementations using IPv4 shall be primarly focused on considerations regarding the UE-network interface. 
The following procedures shall be checked for possible impacts regarding the usage of IPv4: 

-
P-CSCF discovery; It is important to select one single P-CSCF discovery for early IPv4 IMS deployments to make interoperability easier.
-
Access security (authentication and integrity protection);

-
SIP Compression;

-
Service Based Local Policy.
-
Aside from the P-CSCF address passed as part of the P-CSCF discovery, there are various other IMS entity addresses that are included in the IMS signalling methods. Addresses may be contained in route headers and may be passed in other headers such as to identify the appropriate on-line or off-line charging entities.  It is necessary to verify that both IPv4 and IPv6 addresses can be supported. This is necessary to assure that both can be accommodated during the interim as a network evolves from one version to the other such that a flash cut is not required.
In general, it can be seen that dual-stack IMS core network deployments make the migration to a full scale IPv6 IMS considerably easier.
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