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Annex C (Informative):
Pseudo external ID 
In case that UE’s privacy profile is stored and is checked in the GMLC (H-GMLC) or in the PPR, a pseudo-external identity may be selected as a result of the privacy check in GMLC/PPR.

The pseudo-external identities may be set in the external LCS client list of the HLR privacy exception list shown in Table 10.2. The pseudo-external identity is not the identity of real external LCS client but the identity which is used for notifying SGSN/MSC of the location request class (call/session related or non-related) and the required type of indication for each class. Operator allocates E.164 addresses for the pseudo-external identities. The pseudo-external identities are used for interworking with pre Rel-6 serving nodes.
Fourteen pseudo-external identities shall be defined. The pseudo-external identities are summarized in the Table C.1. 
Table C.1: Pseudo-external identities 
	Pseudo-external identity 
	Privacy setting for Call/Session related class
	Privacy setting for Call/Session unrelated class

	Pseudo-external identity 1

	N.A.
	Location allowed without notification

	Pseudo-external identity 2

	N.A.
	Location allowed with notification

	Pseudo-external identity 3

	N.A.
	Location with notification and privacy verification; location allowed if no response

	Pseudo-external identity 4

	N.A.
	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 5

	Location with notification and privacy verification; location restricted if no response
	Location not allowed 

	Pseudo-external identity 6
Indicator 6
	Location with notification and privacy verification; location allowed if no response
	Location not allowed 

	Pseudo-external identity 7

	
	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 8

	Location allowed with notification
	Location not allowed 

	Pseudo-external identity 9

	
	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 10

	
	Location with notification and privacy verification; location allowed if no response

	Pseudo-external identity 11

	Location allowed without notification
	Location not allowed 

	Pseudo-external identity 12

	
	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 13

	
	Location with notification and privacy verification; location allowed if no response

	Pseudo-external identity 14

	
	Location allowed with notification 


Note:
There are five privacy settings shown in Annex A.1 for each class (call/session unrelated class and call/session related class), so there are twenty-five possible combinations of the privacy settings. However, as shown in Annex A.2, even if the call/session related class criteria is met, the privacy setting for call/session unrelated class is selected when the privacy setting for the call/session unrelated class is looser than the privacy setting for the call/session related class. Therefore the twenty-five combinations can be reduced to the above fourteen combinations.
If the UE subscribes to the universal or PLMN class, H-GMLC/PPR sends the pseudo external identity 1 to the serving nodes.
Usage of the pseudo-external identities are as follows:

-
The pseudo-external identities are registered in SLPP of the HLR/HSS.

-
The SLPP is sent to the serving nodes, during the Insert Subscriber Data procedures.

-
After the privacy check in the H-GMLC/PPR, the H-GMLC/PPR selects an appropriate pseudo-external identity according to the required privacy related actions (i.e. checking the on-going call/session and/or notification/verification procedures) in the serving node.
-
H-GMLC sends Provide Subscriber Location message to the serving node, which includes the pseudo-external identity instead of the real external client identity. The real external client identity may be included in the additional information element and is sent to serving node. The pseudo-external identity is sent to the serving node directly from H-GMLC or via V-GMLC.
Table C.2 and C.3 shows how the pseudo-external identities are set in the SLPP in HLR/HSS.
Table C.2: Example of SLPP in HLR/HSS for Call/Session unrelated Class

	Pseudo-external identity  
	Privacy Setting

	Pseudo-external identity 1 


	Location allowed without notification

	Pseudo-external identity 2 


	Location allowed with notification

	Pseudo-external identity 3 


	Location with notification and privacy verification; location allowed if no response

	Pseudo-external identity 4 


	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 5 


	Location not allowed

	Pseudo-external identity 6 


	Location not allowed

	Pseudo-external identity 7 


	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 8 


	Location not allowed

	Pseudo-external identity 9 


	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 10 


	Location with notification and privacy verification; location allowed if no response

	Pseudo-external identity 11 


	Location not allowed

	Pseudo-external identity 12 


	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 13 


	Location with notification and privacy verification; location allowed if no response

	Pseudo-external identity 14 


	Location allowed with notification


Table C.3: Example of SLPP in HLR/HSS for Call/Session related Class
	Pseudo-external identity 
	Privacy Setting

	Pseudo-external identity 5 


	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 6 


	Location with notification and privacy verification; location allowed if no response

	Pseudo-external identity 7 


	Location with notification and privacy verification; location allowed if no response

	Pseudo-external identity 8 


	Location allowed with notification

	Pseudo-external identity 9 


	Location allowed with notification

	Pseudo-external identity 10 


	Location allowed with notification

	Pseudo-external identity 11 


	Location allowed without notification

	Pseudo-external identity 12 


	Location allowed without notification

	Pseudo-external identity 13 


	Location allowed without notification

	Pseudo-external identity 14 


	Location allowed without notification


The selection of pseudo-external identity is based on the result of the privacy check in the H-GMLC/PPR. Table C.4 shows the relation between privacy check result and the pseudo-external identities.
Table C.4: Pseudo-external identity selection at H-GMLC/PPR

	Privacy related actions as a result of privacy check
	Pseudo-external identity 

	Location request is allowed without notification, regardless of on-going call/session. 
	Pseudo-external identity 1 



	Location request is allowed with notification, regardless of on-going call/session,
	Pseudo-external identity 2 



	Location request is allowed with notification and privacy verification, regardless of on-going call/session. Location request is allowed even if there is no response from UE. 
	Pseudo-external identity 3 



	Location request is allowed with notification and privacy verification, regardless of on-going call/session. Location request is restricted if there is no response from UE. 
	Pseudo-external identity 4 



	If there is call/session with the client, location request is allowed with notification and privacy verification. Location request is restricted if there is no response from UE.

If there is no call/session with the client, location request is restricted.
	Pseudo-external identity 5 



	If there is call/session with the client, location request is allowed with notification and privacy verification. Location request is allowed even if there is no response from UE.

If there is no call/session with the client, location request is restricted.
	Pseudo-external identity 6 



	If there is call/session with the client, location request is allowed with notification and privacy verification. Location request is allowed even if there is no response from UE.

If there is no call/session with the client, location request is allowed with notification and privacy verification. Location request is restricted if no response. 
	Pseudo-external identity 7 



	If there is call/session with the client, location request is allowed with notification. 

If there is no call/session with the client, location request is restricted.
	Pseudo-external identity 8 



	If there is call/session with the client, location request is allowed with notification.

If there is no call/session with the client, location request is with notification and privacy verification. Location request is restricted if no response.
	Pseudo-external identity 9 



	If there is call/session with the client, location request is allowed with notification.

If there is no call/session with the client, location request is allowed even if there is no response from UE.
	Pseudo-external identity 10 



	If there is call/session with the client, location request is allowed without notification. 

If there is no call/session with the client, location request is restricted.
	Pseudo-external identity 11 



	If there is call/session with the client, location request is allowed without notification.

If there is no call/session with the client, location request is with notification and privacy verification. Location request is restricted if no response.
	Pseudo-external identity 12 



	If there is call/session with the client, location request is allowed without notification.

If there is no call/session with the client, location request is allowed even if there is no response from UE.
	Pseudo-external identity 13 



	If there is call/session with the client, location request is allowed without notification.

If there is no call/session with the client, location request is allowed with notification.
	Pseudo-external identity 14 
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