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I. Introduction and background
This document is a follow-up to tdoc S2-040849 presented by Orange in SA2#38 (Atlanta) regarding the procedure to choose when rejecting an authorisation request by the PDF. During the discussion in Atlanta, it was highlighted that event though the PDF was separated from the P-CSCF in R6, those two entities were still in the same operator's network: i.e. the Gq interface for IMS cannot be an inter-domain interface.

The PDF can be seen as a central point where network resources can be controlled. Its main responsibility is to make sure that the QoS being used by the UE at bearer level matches with the type of session established. It does the mapping between the session characteristics and limits the amount of resources allocated to the UE for a given session.

Therefore, it is important from an operator perspective that the PDF has the possibility to reject some of the media parameters being sent by the AF if they are not consistent with the PDF local policy rules. Applying policy rules should be done as earlier as possible in the procedure (i.e. during session establishment, when generating the authorization token because re-negotiation of the session information parameters is still possible). Examples can be:

· a high priority given to a specific application type

· applying different QoS policies according to periods of time

· applying bandwidth limitation at peak hours.


































































































































II. Analysis
In the current TR 23.917, it is stated that it is FFS how the PDF shall respond if the session characteristics are not consistent with the policy rules defined in the PDF. Possible options to consider include: 

· Option a: PDF rejects the authorisation request with an indication of what could have been accepted. 

· Option b: PDF authorizes lower QoS resources with an indication of what has been authorised.

· Other responses from the PDF may also be considered.

A. Considerations on Option b: PDF authorizes a downgraded version

Option b doesn't seem to be satisfying. This procedure would be interesting only if it doesn't impact the session establishment (i.e. the AF doesn't need to stop the session establishment and is able to change the session characteristics on the fly). This might not be the case for every type of AS. For example the P-CSCF is not allowed to change the session characteristics contained in the SDP fields, but has to stop the session establishment and ask the user to start another one. In this case, the AF could not make use of the token being generated.

To simplify the procedure and implementations, it would be better to have a procedure that work the same way for every type of ASs (i.e. option a).
B. Considerations on Option a: rejection with indication of acceptable session characteristics
In this scenario, the PDF rejects the authorisation request from the AF. The rejection message from the PDF to the AF includes session characteristics that can be accepted by the PDF. This is a "downgraded" version of the session characteristics initially sent by the AF. It is then the responsibility of the AF to decide how to go forward. One possible solution would be the AF sending to the UE a signalling error message with the authorized session parameters. For example, for IMS, a SIP 488 with the authorized session parameters message could be sent by the P-CSCF to the originated UE. The corresponding call-flow is shown below.

C. IMS Case with option a

In the case of IMS, the Gq interface is in the same domain, so there shouldn't be any conflicting between policy rules defined in the PDF and the P-CSCF. This is an operator configuration issue.
However, in the future, there might be further enhancements being provided to the PDF that would allow the PDF to apply more dynamic policy rules. In this case, the P-CSCF and the PDF set of rules would need to be always synchronised to be able to make sure that no conflicting decision happens. One easier way would be ensure from now on that the procedure is future proof. For that to work in every case, two things must be included in the specifications:
1. the PDF can reject the authorisation request if the session characteristics are not consistent with the PDF local policy rules.
2. The PDF shall be contacted a first time by the P-CSCF on the originating side when receiving the INVITE request. This can be seen as part of the SDP checking made at the P-CSCF level. This would be another authorisation phase which would not generate any token but just validate the session characteristics in terms of SDP parameters.
Alternate solution (Option a-bis):

If there is no existing SIP error message/parameters that can be used here, an alternate solution would be to create a new Gq procedure between the P-CSCF and the PDF. This procedure would be used when the P-CSCF on the originating side first receives the INVITE request. The PDF would just check the set of session characteristics and accepts or indicates an acceptable set of session characteristic. No token is being generated during this request. This Gq procedure should be used prior to the Token request procedure to make sure that there will be no rejection the P-CSCF request the token to the PDF.

This alternate solution would even benefit to generic AFs that would like to make sure that the set of SDPs that it will negotiate will not be rejected when the token will be actually be requested. This is the kind of check that the AF could do early in the session initiation so that it can restart the session as soon as possible and not let it go too far before being stopped. As in the case of IMS, this could even lead to a dead-end.

It should be noted that adding such a procedure doesn't impact too much the IMS session establishment procedure. The Gq is between the P-CSCF and the PDF which was an internal interface before R6. From the UE perspective there is no change in the behaviour. R5 P-CSCF is not impacted either as they access an internal PDF and don't use the Gq interface.

III.  Decision

CRs S2-041422 and S2-041423 against 23.207 from Orange propose to endorse this solution.
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