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1. Introduction

In order to progress ACBOP study, it is necessary to identify what congestion and failure scenarios need improvement or enhancement in current specifications. In the document failure scenarios are discussed.

2. Discussion

- Failure scenario impacting on access control of UE:

There are following failure scenarios to study.

· RNC Failure Scenario
· VLR/MSC or SGSN Failure Scenario
· GMSC or GGSN Failure Scenario
· HLR Failure Scenario
· SS7 Network Failure Scenario
- RNC Failure Scenario:

When RNC failure happens, mobile originating CS calls or PS sessions from UEs served by the RNC could be handled by restriction of messages from node B to the RNC. Therefore improvement of current specification might not be needed.

Mobile terminating CS calls and messages for PS activation (i.e. Requested PDP Context activation and SMS for PDP Context activation) to the UEs served by the RNC could be handled by restriction of paging procedures to the UEs via the RNC. Therefore improvement of current specification might not be needed.
In the result, RNC failure might not need improvement of current specification.

- VLR/MSC or SGSN Failure Scenario:

When VLR/MSC or SGSN failure happens, mobile originating CS calls or PS sessions from UEs served by the VLR/MSC or the SGSN make the situation worse. Therefore these calls and sessions to the VLR/MSC or the SGSN should be restricted.
If Iu-flex is implemented, RNC have some VLR/MSCs or SGSNs. Therefore Iu-flex is valuable for risk diversification. However current specification makes these calls and sessions of the UEs served by other VLR/MSCs or SGSNs restricted by using access control. In addition to that when one domain is restricted by using access control, the other domain is also restricted in current specifications. Therefore improvement of current specification might be needed.

Mobile terminating CS calls and messages for PS activation (i.e. PDU Notification Request and SMS for PDP Context activation) to the UEs served by the VLR/MSC or the SGSN could be handled by restriction of Send Routing Information procedures to the VLR/MSC or the SGSN. Therefore improvement of current specification might not be needed.
In the result, VLR/MSC or SGSN failure might need improvement of current specification.

- GMSC or GGSN Failure Scenario:

When GMSC or GGSN failure happens, mobile originating CS calls or PS sessions routed to the GMSC or the GGSN make the situation worse. Therefore these calls and sessions should not be routed via the GMSC or the GGSN. The situation could be saved by network design, which means that these calls and sessions could be routed via other GMSC or GGSN.

In the situation, mobile terminating CS calls and PS sessions routed to the failed node might make the situation worse. The situation could be saved by the network design, which means that these calls and sessions could be routed via other GMSC or GGSN.

In the result, GMSC or GGSN failure might not need improvement of current specification.

-  HLR Failure Scenario:

When HLR failure happens, mobile terminating CS calls and PS sessions to UEs whose profiles are registered in the HLR make the situation worse. It is too difficult to predict where the calls and SMSs for PS activation come. The situation could be saved by implementation, which means that two or more HLRs that play same role are implemented.

In the result, HLR failure might not need improvement of current specification.

-  SS7 Network Failure Scenario:

SS7 network is very important. Therefore whole SS7 network failure could not be commonly assumed. If a part of the network is failed, signalling could be routed via other parts of the network.

In the result, SS7 Network failure might not need improvement of current specification.

3. Conclusion
Considering above discussion, following description is added to TR 23.898.

=========================Additional Description================================

4.2
Failure Scenario

4.2.1
VLR/MSC or SGSN Failure Scenario

When VLR/MSC or SGSN failure happens, mobile originating CS calls or PS sessions from UEs served by the VLR/MSC or the SGSN make the situation worse. Therefore these calls and sessions to the VLR/MSC or the SGSN should be restricted.
If Iu-flex is implemented, RNC have some VLR/MSCs or SGSNs. Therefore Iu-flex is valuable for risk diversification. However current specification makes these calls and sessions of the UEs served by other VLR/MSCs or SGSNs restricted by using access control. In addition to that when one domain is restricted by using access control, the other domain is also restricted in current specifications. Therefore improvement of current specification might be needed.

Mobile terminating CS calls and messages for PS activation (i.e. PDU Notification Request and SMS for PDP Context activation) to the UEs served by the VLR/MSC or the SGSN could be handled by restriction of Send Routing Information procedures to the VLR/MSC or the SGSN. Therefore improvement of current specification might not be needed.
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