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This contribution proposes to add two new requirements to TR 23.881. One requirement clarifies that with IPv4 IMS, in the same way as with other GPRS services, IPv4 UEs and IPv6 UEs can be managed on dedicated or on common APNs.
The other requirement is to ensure that in cases where e.g. a call goes to another IMS but is forwarded back to someone in the originating IMS, then the media avoids tromboning with IPv4 NAT(s).
The proposed changes are shown below.

4.1
General

An IMS dual stack UE shall be able to determine whether to use IPv4 or IPv6 when accessing the IMS.

A dual stack IMS shall be able to determine whether to use IPv4 or IPv6.

IMS security shall be possible.

SIP Compression shall be possible.

P-CSCF discovery mechanisms shall be possible.

An IPv4 IM CN Subsystem shall be able to interwork with an IPv4 IM CN Subsystem.

An IPv4 IM CN Subsystem shall be able to interwork with an IPv6 IM CN Subsystem.

A dual stack IM CN Subsystem shall be able to interwork with an IPv4 IM CN Subsystem.

A dual stack IM CN Subsystem shall be able to interwork with an IPv6 IM CN Subsystem.

A dual stack IM CN Subsystem may support IPv4 UEs.
An IPv4 IM CN Subsystem shall support private addressing – i.e. the IMS elements shall support the case in which both the IMS network and the user are within (the same) private address domain.

Since the existing P-CSCF discovery mechanism are only applicable for IPv6 capable terminals and Rel-5 GPRS or require DHCPv6 support from the involved nodes, the operators should be able to use other mechanisms not defined as possible options in 3GPP IMS.  As such, configuration of the appropriate P-CSCF information must be performed by other mechanisms(s) (e.g. DHCPv4, DNS, SMS, OTA, OMA Device management or other configuration schemes). 
The mechanisms described in this TR shall not limit the flexibility with respect to APN usage for IMS.

It is desirable to avoid media tromboning e.g. in case a call traverses a NAT and then is routed back into the same network.
