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1. Introduction

There are some impacts on CS services for UEs that use combined MM procedures in network operation mode I when PS domain is restricted by Domain Specific Access Control. Therefore the situation should be avoided.

2. Discussion

- Issue:
PS access restriction by Domain Specific Access Control has impacts on CS services in following three cases.

Case1: UEs are powered on after execution of PS access restriction.

- Some UEs cannot originate CS calls because the UEs failed to attach to a network due to the restriction.
- Some UEs may miss terminating CS calls because the UEs failed to attach to the network due to the restriction. The VLR/MSC Server considers the UEs as detached after expiration of implicit detach timer and does not perform paging.
Case2: UEs move to an area where PS access restriction is executed.

- Some UEs cannot originate CS calls because the UEs failed to update their new location to the network due to the restriction.

- Some UEs may miss terminating CS calls because the UEs failed to update their new location to the network due to the restriction and the terminating calls are routed to the old VLR/MSC Sever.

Case3: UEs have already moved to an area before PS access restriction is executed in the area.
-  Some UEs may miss terminating CS calls because the UEs failed to periodically update its position to the network due to the restriction and the UEs are marked as detached due to execution of implicit detach procedure and the VLR/MSC Sever does not perform paging.

- Solution:
There would be several solutions for the issues. Therefore it is necessary to clarify principles to select an appropriate solution.

- Principles

1. The solution should be supported by UE and/or RNC because SGSN is failed or congested.

2. The UE should be able to receive CS services continuously.

3. Messages to be restricted should be blocked in UE or closer to UE from the perspective of resource management.

4. It should not cause any congestion chain to other nodes.

- Solution 1: Clarifying UE behaviour on PS domain restriction 

Suppose now that the network operation mode is I, when the UE receives indication of PS domain specific access control from RNC, it then stops combined MM procedures and starts to perform specific MM procedures for CS domain. As a result the UE can receive CS services normally. 
Suppose next that the network service is II, when the UE receives indication of domain specific access control form RNC, it may perform location updates procedures only for the domain not restricted.

Additionally in order to maintain services which can be provided in both CS and PS domain, such as Short Message Mobile Originated and Mobile Originating Location Request, if the UE was set to perform the procedures in PS domain, it performs the procedures in CS domain instead of PS domain when PS domain is restricted. 

When the UE receives indication that PS domain access control is cancelled from RNC, the UE stops specific MM procedures for CS domain and then starts to perform combined MM procedures under the network operation mode I. The UE resumes PS specific MM procedures under the network operation mode II. The UE also resume SMS and MOLR procedures in PS domain.
The solution satisfies principles.

Since Solution 1 only requires a UE based change, it does not affect the Gs interface in any way.
- Solution2: Changing the network operation mode (NOM).

If the network is in NOMI and if a PS domain restriction happens, the RNC may switch from NOM I to NOM II. This will allow the UE to perform specific MM procedures to CS domain. 
This mechanism has the following negative effect:

It causes a chain of congestion in the CS domain because every UE will have to perform a Location Update into the MSC/VLR. 
We conclude that unlike Solution 1, Solution 2 cannot rely on access control mechanism, to limit the signalling load resulting from the mode change. 
- Solution3: Extending RNC functionality

When RNC receives messages of overload indication from SGSN, it may start replacing combined Routing Area Update or Attach for corresponding specific MM messages for CS domain.

The solution is not appropriate because the RNC processes NAS messages.

3. Proposed Way forward
The above discussion shows  that solution 1 is the preferred mechanism. 
It is then proposed to send the following liaison to CN1 and RAN2:

· Requesting CN1 to further study Solution 1
· Requesting RAN2 to proceed with their DSAC study, independently of any Gs interface considerations, since Solution 1 has no impact on the Gs Interface.
If SA2 agree, NTT DoCoMo is willing to draft the LS to CN1 and RAN2. 

It is also proposed that the following description is added to TR 23.898.

=========================Additional Description================================

5.1
General overview

Editor's Note: The purpose of this sub-clause is to describe the general overview.
5.x
Domain Specific Access Control with GsIF

The messages associated with the combined MM procedure are defined as PS signalling (i.e GMM messages). Therefore PS access restriction has impacts on incoming and outgoing CS calls.
5.x.1
Solution by introduction of new UE behaviour  

- Beginning of PS domain specific access control
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Figure 5.x.1-1: Beginning of PS domain specific access control

1. a.
Under the network operation mode I, UE performs combined MM procedures.

b. The UE may perform MO-SMS or/and MOLR procedures in PS domain.

2. RNC detects that SGSN is overload or failed. The UE receives indication of PS domain specific access control in the system information from RNC.

3. a.
The UE stops performing combined MM procedures and starts performing specific MM procedure for CS domain.

b. The UE may perform MO-SMS or/and MOLR procedures in CS domain. 

- End of PS domain specific access control
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Figure 5.x.1-2: End of PS domain specific access control
1. a.
The UE which performs MM procedures for CS domain in network operation mode I due to PS domain access control.

b. The UE may perform MO-SMS or/and MOLR procedures in CS domain.

2. The RNC detects that the SGSN resumes or its congestion is cleared. The UE receives system information including no access control information from RNC.

3. a.
The UE stops performing MM procedures for CS domain and starts to perform combined MM procedures 

b. The UE may perform MO-SMS or/and MOLR procedures in PS domain.
=========================END=============================================
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