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1 Introduction

In one of the interworking scenarios detailed in section 5.2.2.2.1 where an IPv4 only IM-CN communicated with an IPv6 only IM-CN, problems may arise.

2 Problem

When the UE, in an IPv4 only IM-CN, sends an INVITE (or any SIP request) towards a UE within an IPv6 only IM-CN, the S-CSCF of the originator is responsible for determining the gateway CSCF (typically the I-CSCF) of the terminating network. To determine the gateway I-CSCF, the S-CSCF will use DNS to query for the IP address of the I-CSCF. However, the IPv4 S-CSCF can only send out DNS requests using IPv4. This may lead to 2 problems:

a) The DNS hosting information about the terminating network supports IPv4 based queries but only holds IPv6 address' for their gateway I-CSCFs. The originating S-CSCF will then receive the IPv6 address and will not know what to do with an IPv6 record as it does not support IPv6. Therefore when an IPv4 only S-CSCF receives only an IPv6 address from DNS, it must always forward the request to an IMS-ALG. The IMS-ALG then must perform a second DNS query.

b) The DNS hosting information about the terminating network does not support IPv4 based queries. The originating S-CSCF should forward the request to a IMS-ALG to perform a second DNS query in IPv6 to determine how to route regardless of whether either a DNS-ALG (to perform IP version interworking) is in place or an error is received as a result of the DNS query. 

The same 2 problems occur in the reverse direction with IPv4 and IPv6 swapped around. However, in situations where the terminating network supports dual IP stacks, this problem does not arise as DNS should always return an IP address in a format that is supported by the originating network.

3 Proposal/Conclusion

Vodafone proposes to add a statement in clause 5.2.2.2.1 that causes the originating S-CSCF to always forward a SIP request towards NAT/ALG if it cannot determine how to route the request even if it has received an error message.

4 Proposed Changes

5.2.2.2.1
Non-roaming - IPv4 IM CN subsystem with IPv6 IM CN subsystem
IPv4 IM CN subsystem and IPv6 IM CN subsystem are in different networks; each leg of the session is contained solely in an IPv4 or IPv6 network. Either network may originate or terminate sessions. The UE in the IPv4 network may be IPv4 only or may be IMS dual stack UE (if it is IPv6 only then this scenario can not be supported).
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Figure 5-2: Non-roaming IPv4 IM CN subsystem with IPv6 IM CN subsystem

In this scenario 

· subclause 5.1.1 and subclause 5.1.2 apply to the UE accessing the IPv4 network;

· subclause 5.2.1 applies to the interconnection between the networks. 

· The originating S-CSCF shall always forward any SIP signalling to NAT if it cannot determine how to route a message even if the originating S-CSCF has received an error e.g. from DNS.
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