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1 Introduction

In TS 23.107, Delivery order is defined as:

“Definition: indicates whether the UMTS bearer shall provide in-sequence SDU delivery or not.

[Purpose: the attribute is derived from the user protocol (PDP type) and specifies if out-of-sequence SDUs are acceptable or not. This information cannot be extracted from the traffic class. Whether out-of-sequence SDUs are dropped or re-ordered depends on the specified reliability]”

Within the purpose description of delivery order, the value used for this attribute is essentially determined by the PDP type. 

2 Problem

The value of delivery order may cause conflicts between different entities e.g. between subscribed value in the HLR and the RAB parameters for particular manufacturers RNCs. This is probably due to differences in understanding in the uses for in-sequence delivery. This document attempts to resolve some of these issues. An assumption of this document is that the PDP type of most (if not all) PDP contexts is “IP” (either IPv4 or IPv6).

In-Sequence Delivery Requested for non Real-Time PDP Contexts

Use of in-sequence delivery for non real-time applications does not appear to make much sense as there are no strict requirements on the transfer delay (according the allowing parameter values in TS 23.107). Therefore, it is possible to hold SDUs in a queue indefinitely at the edge of particular networks (e.g. CN or RAN) until the out-of-sequence or “missing” SDU arrives. This would have a dramatic impact on buffer dimensioning, but may be controlled by setting a static maximum holding time for SDUs. When this maximum holding time is exceeded the missing SDU is deemed lost and the queued SDUs are transmitted (in the correct order).

Most higher layer protocols above IP have a capability to recover from missing SDUs or out-of-sequence SDUs, either via retransmission requests or reordering. In particular where UDP is employed in the higher layer, there is no mechanism for network entities to verify the sequence of packets as it lies within the application information (payload). In contrast with TCP, there may be a negative impact on network load if SDUs are held long enough within the UMTS bearer to cause TCP to trigger a retransmit request and thereby double the effective traffic. Also given that TCP has an inherent capability to perform re-ordering and request retransmission of missing packets, there seems to be little need to use delivery order to ‘yes’.

Given that there is the option to drop out-of-sequence SDUs straightaway (as opposed to re-ordering). In discarding an SDU that is out-of-sequence, subsequent SDUs may be dropped as they may also be deemed out-of-sequence. There needs to be a coherent rule set as to how the discarding of SDUs is handled. On the bright side, one effect of discarding packets is the saving of bandwidth/resources downstream as there is no need to transmit the discarded SDUs. However, it will have a negative impact on the SDU error ratio experienced by the endpoints. The recovery from discarded SDUs is up to the handling of the higher layer protocols (Layers 4-7).

In-Sequence Delivery Requested for Real-Time PDP Contexts

In real-time applications, many of the same arguments apply as in the non-real time case. However, the difference between real-time and non-real-time is that in real-time the amount of time that a node can wait for the correct SDU to arrive is dictated by the value of the transfer delay parameter (but not directly – depends on the delay budget allocated to the node/transport link). When that time is exceeded, the queued SDUs should be re-ordered and transmitted. If the “lost” threshold time varies according to the transfer delay, it is likely to cause management problems.

Delivery Order in GTP

In TS 29.060, when Delivery Order is set to ‘yes’ GTP-U is required to re-order out-of-sequence packets (from the MS or external networks – T-PDUs) at the SGSN (section 9.1.1). It seems odd for PDP Type = ‘IP’ that a 3GPP network is required to perform re-ordering before passing packets either down a GTP tunnel or towards the endpoint when it is not required of non-3GPP network entities. Also this process implies the requirement for the SGSN to be application level (layer 4-7 of the user data as highlighted in the figure below) aware to be able to detect the sequence numbering. Further the process of reordering queued T-PDUs is likely to be greatly impact processor load.
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GTP also provides additional functionality to detect and reorder out-of sequence G-PDUs (data units used within the GTP tunnel) on the assumption that packets (T-PDUs) are in the right sequence when they entered the GTP tunnel. Sequence numbering of G-PDUs are relayed by the SGSN between Iu and Gn interfaces. However, it does not provide any mechanism to recover from “missing” G-PDUs.

Delivery Order in PDP Type X.25 and PPP

When a user has requested PDP context activation with PDP Type set to ‘X.25’ (R97/8 only) and ‘PPP’ (as required in section 12.5.2 in TS 23.060), there is a requirement to use in-sequence delivery as the protocol themselves are not capable of handling out-of-sequence packets.

3 Proposal/Conclusion

It appears that, based on the arguments above, delivery order appears to be a requirement left over from when it was possible to request a PDP type of ‘X.25’ in R97/8 where the sequence in which data arrives at the far end is critical. It is proposed that where a PDP context is requested of type ‘IP’ (v4 and v6), delivery order should be set to ‘no’. The related CRs can be found in S2-040773 to S2-040776. 
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