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1. Introduction

This document introduces the redirection solution presented in S2-040729 as a conclusion in the technical report. The solution is alternative 1 and the details (as described in S2-040729) can be summarized as follows.

· No information is exchanged between core network operators as part of the rerouting process. 


· The RAN operator (i.e. the RNC) is in charge of rerouting decisions, taking into account, if available, information from core network operators, mainly IMSI. 


· The RNC decides what is sent back to the UE. This functionality is needed when all the core network operators reject the user. It is the responsibility of the RNC to send back the appropriate reject message (and thus the appropriate cause code). 


· In order to speed up rerouting, a rejecting core network operator can inform the UE about the user’s IMSI, enabling the RNC to take better redirection decisions (based e.g. on an IMSI analysis).

The contribution introduces signaling flows, defines necessary functionalities in network nodes (both core network and radio network nodes) to enable further detailed study by SA2 (if needed) and by appropriate stage 3 groups. 

2. Proposed changes

--- BEGINNING OF CHANGE

4.1 Assignment of CN operator and CN node
In case of MOCN the redirection to another CN operator requires a change of the CN node until a CN node is found that serves the UE. Possible mechanisms to do this are:


1. The CN node may indicate to RNC that the initial NAS message should be forwarded to a node of another CN operator. Other information, like current value of N(SD), subscriber’s identity (IMSI), and unused authentication vectors, may be forwarded too. If available, the CN shall make the IMSI available to the RNC so that redirection can be optimized in the RNC. 
--- END OF CHANGE

--- BEGINNING OF CHANGE

Annex A (informative):
Network configuration examples

[Editor’s note: This chapter maybe needed to contain specific network configuration examples helping to identify and highlight certain issues related to the multioperator CN.]

Annex B (informative):
Signalling flows for redirection
This Appendix shows signaling flows for the different redirection alternatives in section 4.3

Alternative 1. 

The CN node may indicate to RNC that the initial NAS message should be forwarded to a node of another CN operator. Other relevant information, like current value of N(SD), subscriber’s identity (e.g. IMSI), and unused authentication vectors, may be forwarded too.
Succesful registration in a MOCN
In the example, there are three core network operators. The home operator of the user has only roaming agreements with core network operator A and C. Operator A cannot service the UE for some other reason and therefore needs to reject the UE, which is subsequently accepted by operator C. 
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Figure X . Successful registration in a MOCN with redirection between core network operators. 
1. The UE reads the system information on the BCCH of the shared RAN. The pre-Rel-6 UE ignores the Rel-6 shared network information since it cannot handle this information. It treats the common PLMN as a candidate for network selection.


2. The UE performs network selection as specified in TS23.122. 


3. The ATTACH REQUEST message is sent to the network (encapsulated in an RRC INITIAL DIRECT TRANSFER message). 


4. The RNC determines (through some algorithm, e.g. by random distribution) which core network to forward the ATTACH REQUEST message to. The RNC caches this ATTACH REQUEST for future redirection. 



5. The ATTACH REQUEST message is forwarded to the chosen core network operator (using appropriate RANAP signaling). 


6. The core network determines whether the UE is allowed to attach to the network, which it is not in this scenario.

7. The core network node sends an ATTACH REJECT message to the originating RNC (in a RANAP Direct Transfer message), and  the reject cause and IMSI in an IE that is visible to the RNC. Any relevant information needed in the new core network should also be included with this message. 

8. The RNC caches the ATTACH REJECT message and the cause code, in case it needs to foward this message to the UE.


9. The RNC determines which core network operator to redirect the ATTACH REQUEST message to by making use of the IMSI signaled from the rejecting core network (e.g. by comparing to stored roaming agreement information). In this example, operator B has no roaming agreement with the home operator of the user and it will thus be unnecessary to redirect the reject message to operator B.

Note: If the RNC does not make use of the IMSI (or it is not available), a fall back to some distributional division between the remaining core networks is necessary. In this example this could result in a request to operator B, a subsequent reject, before the request reaches operator C. 

10. The RNC sends the ATTACH REQUEST message to the determined core network operator.

11. The core network determines whether the UE is allowed to attach to the network, which it is in this scenario. 

12. The core network sends an ATTACH ACCEPT to the RNC. The core network assigns the UE an appropriate TMSI/P-TMSI so that the NRI part of this identity can be used for any further rerouting of messages by the RNC. 

13. Since the UE has been accepted by acore network operator, it deletes the old cached reject message and fowards the ATTACH ACCEPT message to the UE. 

Since any further routing of messages should be based on the NRI of the TMSI/P-TMSI, the sharing network partners need to coordinate how NRI values are assigned. 

Unsuccessful registration in a MOCN

In this example we consider an unsuccessful registration in a MOCN, i.e. when none of the core networks can accept the registration request from the UE. We only consider two core network operators for simplicity.
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Figure Y. Unsuccessful registration in a MOCN. 

1. The UE reads the system information on the BCCH of the shared RAN. The pre-Rel-6 UE ignores the Rel-6 shared network information since it cannot handle this information. It treats the common PLMN as a candidate for network selection.


2. The UE performs network selection as specified in TS23.122. 


3. The ATTACH REQUEST message is sent to the network (encapsulated in an RRC INITIAL DIRECT TRANSFER message). 


4. The RNC determines (through some algorithm, e.g. by random distribution) which core network to forward the ATTACH REQUEST message to. The RNC caches this ATTACH REQUEST for future redirection. 



5. The ATTACH REQUEST message is forwarded to the chosen core network operator.


6. The core network determines whether the UE is allowed to attach to the network, which it is not in this scenario.

7. The core network node sends an ATTACH REJECT message to the originating RNC, including the reject cause and IMSI in an IE that is visible to the RNC. 

8. The RNC caches the ATTACH REJECT message and the cause code, in case it needs to foward this message to the UE.


9. The RNC determines which core network operator to redirect the ATTACH REQUEST message to by making use of the IMSI signaled from the rejecting core network. (In case of only two sharing operators, this may be redundant)

10. The RNC sends the ATTACH REQUEST message to the determined core network operator.

11. The core network determines whether the UE is allowed to attach to the network, which it is in this scenario. 

12. The core network sends an ATTACH REJECT message to the RNC including the reject cause and IMSI in an IE that is visible to the RNC.

13. The RNC compares the reject causes for the stored reject message from core network operator B and the reject cause from operator A to determine which is the appropriate message to send back (~cause code ranking).


14. The appropriate reject message is sent to the UE. 

--- END OF CHANGE
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