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Discussion

S2-040121 from Ericsson discussed some issues regarding WAG routing. The problem mentioned there was how the WLAN can separate traffic to the PDG in the HPLMN from traffic going to the Internet. However, there is another addressing problem, which is worth to be discussed and mentioned in the TS, at least to direct the attention of people to this point. 
When the UE has access to the HPLMN through a tunnel, it obtains the remote IP address from the HPLMN. Beforehand the UE has obtained the local IP address from WLAN AN or VPLMN. The local IP address is used to establish the tunnel to the PDG while the remote IP address is used as source address for the inner packets of the tunnel. Tunnelling packets from the WLAN AN through the VPLMN to the HPLMN requires that the address ranges of WLAN AN and HPLMN do not overlap. If e.g. the UE wants to access IMS services in the HPLMN, the P-CSCF is configured with a private address and WLAN AN uses also private addresses, this would lead to a clash of addresses and finally the UE is not able to send packets to the P-CSCF as these packets are routed directly to the WLAN AN. As a consequence the freedom of the PLMN operator to allocate addresses to servers used by WLAN terminals is limited. To avoid any clashes the PLMN operator should allocate public addresses from a certain address range to network nodes, which are addressed by I-WLAN UEs.
Proposal

We propose the following change in chapter 5.10 of TS 23.234.
<<< First Modified Section >>>

5.10
IP address allocation for the WLAN UE
In Scenario 2, a WLAN UE needs to use its local IP address only. In Scenario 3, a WLAN UE shall use two IP addresses; its local IP address and remote IP address.

A WLAN UE’s local IP address identifies the WLAN UE in the WLAN AN. In scenario 2, the WLAN UE's local IP address is assigned by the WLAN AN; in scenario 3, it can be assigned by a WLAN or by a PLMN (a VPLMN in roaming case and a HPLMN in non-roaming case). For the WLAN-assigned local IP address, which belongs to the address space of WLAN AN, there is no additional requirement on the WLAN. WLAN UE's local IP address allocation by the PLMN is for further study.
In scenario3, a WLAN UE’s remote IP address identifies the WLAN UE in the network that the UE is accessing for the 3G PS service. It shall be used for the inner packet of the UE-initiated tunnel. It can be assigned by HPLMN, VPLMN or an external IP network. The only case where VPLMN assigns the remote IP address for the WLAN UE is when the UE-initiated tunnel terminates at the VPLMN’s PDG. When the WLAN UE’s remote IP address is allocated by the external IP network, the PDG is required to have an interface with an address allocation server, such as AAA or DHCP, belonging to the external IP network. For the WLAN UE’s remote IP address, IPv4 addresses shall be supported. When the WLAN UE accesses 3G PS based services using an IPv6 network such as IMS services, IPv6 addresses shall be supported for the WLAN UE’s remote IP address.  To avoid any clashes between addresses used in WLAN AN and PLMN and to enable correct routing of packets sent out by the UE the PLMN operator should allocate public addresses to network nodes, which are addressed by I-WLAN UEs.
When a WLAN UE accesses several 3G PS based services with different W-APNs simultaneously, the WLAN UE can get several remote IP addresses. There may be several UE-initiated tunnels for the services.

<<< End of Modified Section >>>







