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1.
Background

Siemens contribution S2-04xxxx enhances the section describing Long-lived PDP Context with a UE based mechanism to always re-activate a PDP context, if the network deactivates the PDP context with a cause value allowing the re-activation.

This paper further analyse the UE based re-activation mechanism and the need for the network to trigger the UE to initiate PDP context activation.

2.
Discussion

The Push TR 23.976 states that “A long-lived PDP Context is a good mechanism for timely delivery of Push data, and where the user is receiving data on a frequent basis a long-lived PDP Context is also an efficient use of network resources”. Use of long-lived PDP context is aligned with how Internet works today and is the principle used for e.g. IMS (i.e. the PDP context is always active while the UE is registered in IMS).

The mechanism in S2-04xxx proposes that the UE re-activates a PDP context as long as a push user agent is active on the UE. The mechanism is aligned with an always-on approach.

A principle in all 3GPP PS standards is to maintain established PDP contexts. If it is not possible than it is guaranteed that the involved entities will be informed as soon as possible. As example some specified mechanisms are shown below:

· Preservation;
the preservation procedures (TS 23.060 section 9.2.5) guarantees that the PDP contexts will be maintained in the core network and in the UE in case the UE lost radio coverage.


· PDP context synchronisation;
the PDP context synchronisation is used during an Inter SGSN change. The status of the PDP contexts in UE and in SGSN is exchanged. So in case PDP context(s) are lost during inter SGSN change either in UE or in SGSN the status of the PDP contexts are synchronised by means of the PDP context status IE. The PDP context synchronisation is described in TS 24.008 in the relevant section for the service request and RAU.


· Path Management;
GTP (TS 29.060) contains Path Management messages. In case the connection or the involved GGSN or SGSN are failed then the Path Management can be used to detect it.


· SGSN failure recovery
If the SGSN crashes and looses all contexts, it will loose both PDP Contexts and MM Contexts. When the UE performs (periodic) RA update, the SGSN will reject the message with an appropriate cause code. The UE shall then do a new GPRS Attach and restore all its PDP Contexts, see TS 23.060.

The mechanisms above ensure the UE is informed if PDP contexts are lost. Other vendor specific mechanisms may exist to handle e.g. maintenance and dormant PDP contexts. There has been a discussion that after long periods the network may need to deactivate dormant PDP Contexts and the TR states “In practice networks will deactivate PDP Contexts for various reasons such as network maintenance or after long periods where the PDP Context has not carried traffic”. 

GGSN should not simply drop PDP contexts due to non-error situations like network maintenance or due to non-fatal failures in the GGSN. Instead, the GGSN should save PDP contexts in non-volatile memory allowing state recovery after SW restart, or in case of maintenance the GGSN should migrate users to other GGSN nodes e.g. the GGSN could de-activate the PDP context with a cause code “reactivation requested” allowing the UE to directly re-activate the PDP context. 

To handle dormant PDP contexts, i.e. PDP contexts not used for a long time by the UE, the GGSN could de-activate the PDP context with a cause code “reactivation requested”. To avoid the deactivation the application using the PDP context could use some keep-alive mechanism, e.g. IMS require the UE to periodically re-register.

3.
Conclusion

The above discussion shows that all 3GPP PS standard mechanisms are available to operate a network without loosing PDP contexts. This should be preferred over mechanisms that first need to be specified, implemented and then again depend on implementation/configuration in the different networks. 

4.
Proposal

It is proposed that the following changes are agreed to chapter 5.1.4 and to chapter 6 “Analysis and Conclusions”:

***************** First Change *********************************

5.1.4
Push using Long-Lived PDP Context

A long-lived PDP Context is a good mechanism for timely delivery of Push data, and where the user is receiving data on a frequent basis a long-lived PDP Context is also an efficient use of network resources. The existing definition of a PDP Context in TS 23.060 does not specify a maximum time limit for a PDP Context to be active before it must be deactivated. In theory all PDP Contexts are long-lived (always-on) where their activation and deactivation are determined by the user and/or application. 
In practice networks may temporary deactivate PDP Contexts for various reasons such as network maintenance or after long periods where the PDP Context has not carried traffic. When a PDP Context is deactivated by the network, the Push Function needs to know the PDP Context is no longer available so it does not continue to use it for push data.   

In the case where the PDP Context is deactivated by the network, there are five mechanisms that may be deployed to inform the Push Function of the PDP Context deactivation.  These mechanisms are listed and discussed in the following subsections.

***************** Second Change *********************************

6
Analysis and Conclusion

There is no need for any mechanism to trigger PS based applications with an always-on behaviour to initiate PS connectivity, i.e. to activate a PDP Context, as PS based applications with an always-on behaviour will retain PS connectivity during the period of time the application wants to be available for Push services. 

Existing GPRS procedures (from R’99) provides sufficient support for PS based applications with an always-on behaviour.
