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1. Introduction

Currently TR 23.851 does not describe mobility management signaling for the handling of the operator identity. This paper discusses how the operator identity may be treated within mobility management procedures. This considers only network sharing capable UEs (supporting UEs), since any mobility management enhancements for network sharing are obviously not applicable for non-supporting UEs.

2. Discussion

In the subsequent chapters following stage 2 terminology is used and its unambiguous meaning from a stage 3 perspective is defined below:

Attach procedure
Refers to IMSI Attach procedure in CS domain, or a first Location Updating procedure in the shared network by the UE, or GPRS Attach procedure, or first GPRS Routing Area Updating procedure in the shared network, or GPRS Combined Attach procedure, or first GPRS Combined Routing Area Update in the shared network.

Registration procedure
Refers to Location updating procedure in CS domain, or GPRS Routing Area Updating procedure in PS domain or combined one.

Attach Request
Refers to L3-MM Location Updating Request message having Update Type IE set to IMSI Attach, or L3-GMM Attach Request message, or L3-GMM Combined Attach Request message.

Attach Response
Refers to L3-MM Location Updating Accept/Reject messages, or L3-GMM Attach Accept/Reject messages.

Registration Request
Refers to L3-MM Location Updating Request having Update Type IE set to Normal Location Updating or Periodic Updating, or L3-GMM Routing Area Update Request message. 

Registration Area
Refers to location or routing area. 

Temporary NAS Identity
Refers to TMSI or P-TMSI. 

2.1 Attach procedure in shared networks

2.1.1 relevant requirements and constraints

C1: A supporting UE has no idea if the shared network is GWCN or MOCN like.

R1: A supporting UE shall be able indicate the selected CN operator ID to the network at PLMN selection and re-selection. 

R2: At least in case of GWCN, the CN to which the Attach Request is routed needs to know which operator the UE has selected. 

R3: At least in case of MOCN, the CN to which the Attach Request is routed needs to know whether the UE is a supporting or non-supporting one in order to know if re-routing should be performed or not.

R3: A supporting UE shall be aware of the CN operator ID of the selected CN operator after successful attach procedure in order to use it in subsequent attach (after detach) and registration procedures. 

R4: When supporting UE enters the shared network coverage, if the registered PLMN (see TS 23.122) is available, UE shall indicate this registered PLMN ID to the network as the selected CN operator ID.

R5: UE may perform detach in the shared network and subsequent attach has to be routed to the same operators CN in which the UE was previously registered.

2.1.2 Attach procedure

As defined above, the main point with what is called here “Attach procedure” is that before performing it, the UE is not registered in the shared network.

A supporting UE needs to indicate the selected CN operator ID to the network during attach procedure, at least to the shared RAN in case of MOCN and to the shared CN in case of GWCN. The UE could then send the selected CN operator ID to the shared CN in case of GWCN either via RNC or at NAS layer, i.e. within RRC/RANAP or MM/GMM protocols respectively. As in case of MOCN, the shared RAN also needs the CN operator ID to route the initial signaling to the correct CN, here are the two possible alternatives:

· The supporting UE sends the CN operator ID to and via the shared RAN within RRC/RANAP protocols.

· The supporting UE sends the CN operator ID at AS layer to the shared RAN within RRC protocols and at NAS layer to the selected CN within MM/GMM protocols.

As the PLMN selection process itself is mainly a NAS function, the second alternative would be more logical. However the second alternative implies also bigger message on the Uu interface, as the CN operator ID is duplicated at AS and NAS layers.

A supporting UE shall also be aware of the CN operator ID of the selected CN operator after successful attach procedure in order to use it in subsequent attach (after detach) and registration procedures.

Indeed while roaming within the shared network or out of it, in order to ensure that roaming subscribers, especially international roamers, remain registered to the same CN operator, a proper “old LAI” with the CN-ID of the registered CN operator in the PLMN-ID part should be sent in attach request and registration request.

One way to achieve this is so that UE stores on its USIM in the existing LAI/RAI info (no new element), the CN-ID of the selected CN operator as the PLMN-ID part of the LAI info. It is FFS whether the CN sends this special LAI/RAI in the attach response or if it is the supporting UE that builds it on its own. In case of a solution in which the PLMN-ID part of LAI/RAI sent in the attach response is still the Common PLMN-ID and the UE locally replaces the PLMN identity, the network could behave in the same way for all UEs irrespectively of its network sharing support in this context.

With this alternative the location and routing areas remain effectively same for all operators. However because LA/RA codes used in the shared network can be received with PLMN-ID part equal to the CN operator PLMN-ID, this requires each CN operator coordinate its LA/RA codes between shared and dedicated part of their network. Indeed to keep the location update and forbidden LAI list handling unambiguous, it is an implicit requirement on the network configuration that the LAIs within each PLMN are unique, this the other implicit requirement for shared network that the LA/RA codes shall not reuse LA/RA codes from any of the sharing partners dedicated network parts.

The shortcut that ignores roaming subscribers (especially international roamers) implies rather bad service degradation, since if the initially registered PLMN can not be picked accurately when moving e.g. from shared to dedicated network, then the roamers may end up in a different CN operator. Considering that interested operators see in the Rel-6 enhanced network sharing support the possibility for a better handling of roaming subscribers, especially international roamers, such service degradation may not be acceptable.

The following figure illustrates one possible example of attach procedure in a shared network with MOCN configuration.
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1. After decoding of the available operator identities on the broadcast channel, and selection of the operator having highest priority, the UE initiates Attach procedure. UE establishes an RRC connection and sends RRC Initial Direct Transfer message to the network, which contains a NAS Attach Request message and the CN-ID of the selected CN operator.
2. RNC forwards the NAS message to the correct CN based on the CN-ID.
3. CN processes the Attach Request message and sends Attach Response message within RANAP Direct Transfer message. In case of successful attach procedure, the Attach Response message contains the LAI/RAI.

4. RNC forwards the NAS message to UE in RRC Downlink Direct Transfer message. If the Attach procedure was successful, UE stores the LAI/RAI (in USIM, to use it later in registration procedures as the “old LAI/RAI”) into which it has registered i.e. with same LA/RA code as broadcasted but with the PLMN-ID part set to the PLMN-ID of the CN operator to which network registration was performed. 
As said above it is FFS whether the CN sends this special LAI/RAI in the attach response or if it is the supporting UE that builds it on its own. In case of a solution in which the PLMN-ID part of LAI/RAI sent in the attach response is still the Common PLMN-ID and the UE locally replaces the PLMN identity, the network could behave in the same way for all UEs irrespectively of its network sharing support in this context.
2.1.3 Attach procedure after UE has detached in the shared network

UE may perform detach in the shared network and subsequent attach has to be routed to the same operators CN in which the UE was previously registered.

2.2 Registration procedure in a shared network

As defined above, UE initiates registration procedure when it is already registered in the shared network, but it moves to another registration area.

During registration procedure a supporting UE needs to enable the network to route its signaling to the correct CN of registered CN operator and this at least to the shared RAN in case of MOCN and to the shared CN in case of GWCN.

For MOCN, one proposal has been so far to continue to use the IDNNS/NRI (derived from the temporary NAS identity) , as used already in case of non-supporting UEs for accurate routing. 

However if the sharing partners want to avoid potential collision of (P-)TMSIs and the corresponding consequences for roaming subscribers within shared network, they need to coordinate the (P-)TMSIs value ranges across the whole network area of each PLMN. Synchronizing just the shared part(s) of the network is not enough, due to LAU/RAU from dedicated to shared part and vice-versa of the PLMN.

Thus for supporting UEs, a good enhancement may be to always send the CN-ID of serving operator, when obviously this one is present in the area the user is roaming, in the RRC Initial Direct Transfer message.

The following figure illustrates one possible example of subsequent registration signaling in shared network with MOCN configuration.
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1. When UE enters another registration area in the shared network it initiates Registration procedure. UE establishes an RRC connection and sends RRC Initial Direct Transfer message to the network, which contains a NAS Registration Request message and the CN-ID of the already registered CN operator.

2. RNC forwards the NAS message to the correct CN based on the CN-ID.

3. CN processes the Attach Request message and sends Registration Response message within RANAP Direct Transfer message. In case of successful Registration procedure, the Registration Response message contains the LAI/RAI into which UE has registered i.e. with the PLMN-ID part set to the PLMN-ID of the CN operator to which network registration was performed.

4. RNC forwards the NAS message to UE in RRC Downlink Direct Transfer message. If the Registration procedure was successful, UE stores the LAI/RAI (in USIM, to use it later in registration procedures as the “old LAI/RAI”) into which it has registered i.e. with same LA/RA code as broadcasted but with the PLMN-ID part set to the PLMN-ID of the CN operator to which network registration was performed. 
As said above it is FFS whether the CN sends this special LAI/RAI in the attach response or if it is the supporting UE that builds it on its own. In case of a solution in which the PLMN-ID part of LAI/RAI sent in the attach response is still the Common PLMN-ID and the UE locally replaces the PLMN identity, the network could behave in the same way for all UEs irrespectively of its network sharing support in this context.


3. Proposal

In order to describe the Mobility management for supporting UEs in shared network, it is proposed to add the text of chapter 2 to TR 23.851.































