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	S2-040504
	ETSI TISPAN
	Reply to Liaison SR-034360
	To: SA2

Action/Decision Requested:

Thank you for liaison statement SR-034360 a detailed response to this is contained within the attached document in red.

ETSI TISPAN would welcome co-operation with 3GPP on the support of emergency telecoms as envisaged by the ETSI OCG EMTEL group in SR 002 180 and in the further requirements from the OCG EMTEL for authority to authority and authority to citizen requirements.

Most of your comments seem to be centred upon the location aspect of the emergency call to facilitate this discussion we have also attached the latest version of the location protocol and any comments you have on this would be welcome.
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	Open

(Postponed from the last meeting)

	S2-040505
	T1A1
	LS on Mapping between ITU-T and 3GPP QoS Classes and Traffic Descriptors
	To: 3GPP SA2
Cc: ITU-T SG 12, ATIS Mobile Wireless Services Focus Group, 3GPP SA, 3GPP SA1, OMA Technical Plenary, T1P1

As previously noted (see references) differences exist between the IP QoS classes,

parameters, and parameter values specified in wireless (3GPP) and wireline (ITU-T)

specifications. Alignment or interworking will be needed to provide adequate end-to-end

Quality of Service for IP based multimedia services across networks.

T1A1 (Performance, Reliability, and Security Standards Committee) has studied the

matter and developed a draft proposal for interworking as a possible way forward. The

proposal is attached for your consideration.

T1A1 kindly requests your views on the matter, the degree to which the proposal meets

interworking requirements, and if the proposed interworking can be adopted in the

current or under development relevant specifications of your organization.

Please let us know if 3GPP SA2 subject matter experts are supportive of the described

approach and if so, provide recommendations regarding needed Change Requests.

Best Regards,

Randolph Wohlert

Chairman, T1A1

	Open

	S2-040506
	BARG 63_051
	Re: Inclusion of IMS Signalling Indicator in S-CDR (response to Tdoc S2-033802)
	To: 3GPP SA2

CC: 3GPP SA5 SWG-B, GSMA TADIG FSS

GSMA CPWP thanks 3GPP SA2 for their assessment contained in TDoc S2-033802. We share the view that it may difficult if not impossible to implement specific inter operator tariffs for signalling (as opposed to actual “payload” tariffs). Still the possibility to identify PDP contexts related to IMS signalling related PDP contexts seems important to us, because in order to push GPRS business operators may look at introducing duration based inter operator tariffs for GPRS. 

As IMS signalling contexts are “always on”, we are still concerned that such “session” tariffs may jeopardise the overall IMS roaming business case.  

As advised by SA2 we will base the implementation of the signalling indicator on TAP based upon the signalling indication contained in the QoS IEI.
	Noted

	S2-040507
	N1-040135
	Reply to Further questions on Service Id needs in the Access
	To: SA WG2 (Cc: GERAN WG2, RAN WG2)
Overall Description:

CN1 thanks SA2 for their liaison regarding “Further questions on Service Id needs in the Access” and has considered the question regarding the use of P-TMSI code space, i.e:

SA2 would also like to request guidance from RAN2/GERAN2/CN1 on the amount of P-TMSI code space which can be made globally available for MBMS services (i.e. is there a portion of the codespace which can be dedicated to MBMS services in the standards and if so how large it is ?). In particular it was asked in SA2 whether it would be possible to utilise the space previously allocated for "anonymous access" (the Auxilary TLLI space within the TLLI) ?. 

CN1 has no particular view on the amount of P-TMSI code space which could be made available but believes that using a 3-4 octet TMGI within HPLMN and extending this with MCC+MNC when roaming should be feasible.

As regards the Auxilary TLLI space, that was previously allocated for “anonymous access”, CN1 sees no problem, in principal, in utilising this code space for the MBMS service.

Actions: None.
	FW to MBMS

	S2-040508
	N1-040137
	LS on the SIP NOTIFY message carrying the reason for deregistration
	To: SA2
Overall Description:

WG CN1 thanks SA2 for their liaison statement N1-040108 / S2-040439 on the SIP NOTIFY message carrying the reason for deregistration.

WG CN1 is constrained in the information that can be carried to the UE in this case by the contents of the IETF RFCs, primarily draft-ietf-sipping-reg-event-00 which is currently approved and in the RFC editor's queue awaiting publication. As this document is a release 5 dependency, we would not like to address comments to this document at this stage, and it is unlikely that there is sufficient time to progress a new extension RFC on this subject within the timescales of Release 6.

Within this liaison statement, we therefore comment on what is possible within the constraints of draft-ietf-sipping-reg-event-00.

For any contact address, draft-ietf-sipping-reg-event-00 allows two parameters to be carried. These are:

· state, with values "init", "active" and "terminated".

· event, with values "registered", "created", "refreshed", "shortened", "expired", "deactivated", "probation", "unregistered", "rejected".

3GPP TS 24.229, subclause 5.4.1.5 mandates the setting of the values here by the S-CSCF such that:

set the event attribute within the <contact> element to "deactivated" if the S-CSCF expects the UE to reregister or "rejected" if the S-CSCF does not expect the UE to reregister

3GPP TS 24.229, subclause 5.1.1.5.2, and 5.1.1.7 specify various actions with respect to reregistration or future registration actions at the UE.

If the purpose of sending this reason value is to determine future behaviour with respect to reregistration, then we would investigate the provision of normative requirements mapping reason codes received over the Cx interface into event elements with appropriate values, such that existing terminals will exhibit the correct reregistration behaviour.

Provision of behaviour based on the reception of additional event element values at the UE could be envisaged, but will have compatibility issues with implementations complying with existing versions of the specification, and would therefore be a less attractive change. Beyond the existing control of registration at the UE, we currently see no justification for sending the reason to the UE, as no specific behaviour would be triggered at the UE.

Actions to SA2: CN1 asks SA2 to identify whether the suggested enhancements would meet the requirements identified in the incoming liaison statement, and clearly identify whether CN1 should make such a change to their specifications.

If the reason code is expected to cause other functionality at the UE, SA2 is asked to inform CN1 of the expected functionality, to allow further investigation.
	Open

	S2-040509
	N1-040138
	Reply to Preferred Roaming List for 3GPP2 Multi-mode Terminal
	To: SA WG1 Cc: SA WG2, GERAN WG1, RAN WG2

Overall Description:

CN1 thanks SA1 for their LS on “Preferred Roaming List for 3GPP2 Multi-mode Terminal”. 

Regarding the questions raised by TSG-C, i.e:

1. If there is any similar activity going on in 3GPP regarding the system selection for multi-mode terminals (cdma2000, GSM and UMTS) as defined in our proposal, and if so, please provide the status and timeline.

2. If the proposal has covered all possible GSM/UMTS bands defined in 3GPP specification.

3. If the proposal causes any potential problem or any adverse impact to the current GSM/UMTS system selections.

CN1 notes that:

1. Currently there are no requirements for system selection regarding 3GPP/3GPP2 multimode terminals.
2. PLMN selection procedures of 3GPP terminals will be specified in 3GPP. CN1 assumes that work on a 3GPP2/3GPP multi-mode terminal solution will not impact the CN1 specifications. 
In addition CN1 would like to make the following comments:

a. It is assumed that when a multi mode UE enters a 3GPP system, the behaviour of the mobile will be as specified in the 3GPP specifications (22.011, 23.122, 24.008)

b. It not feasible to move parts of the 3GPP PLMN selection or cell (re-) selection procedures to 3GPP2 specifications.

c. Any background scan for 3GPP2 systems should not violate the 3GPP protocol requirements (in particular in regards to cell selection and PLMN selection)

d. Any specification of system selection between 3GPP and 3GPP2 should be made at the system selection level and should not cover the radio frequencies that are scanned.

e. Service continuity at system change would appear to be problematic (SS, PS domain connections, IMS, etc).

Actions to SA2: None

	Noted

	S2-040510
	N1-040160
	LS on MBMS UE bearer capabilities
	To: SA2

Overall Description:

The Stage 2 on MBMS contains a new requirement on verification of the UE bearer capabilities when the MBMS multicast service activation procedure takes place. This new requirement is implemented in TS 23.246, v 6.1.0.

But, currently the Stage 2 does not completely describe how this is achieved and some questions and open issues have been raised at CN1#32bis. CN1 has been discussing the attached CR that proposes to add text on UE bearer capabilities into TR 29.846 (Stage 3 on MBMS). CN1 could not agree the attached CR yet. CN1 will continue discussions on this at next meetings, but some guidance is needed from SA2 in order to conclude on this topic and understand how this should work to evaluate all impacts in CN1 specifications.

The following is extracted from 3GPP TS 23.246 that in the sub-clause 8.2 ‘MBMS Multicast Service Activation’ states: 

6.
The UE creates an MBMS UE context and sends an Activate MBMS Context Request (IP multicast address, APN, MBMS bearer capabilities) to the SGSN. The IP multicast address identifies the MBMS multicast service, which the UE wants to join/activate. An APN may indicate a specific GGSN. The MBMS bearer capabilities indicate the maximum QoS the UE can handle. 

15.
The SGSN sends an Activate MBMS Context Accept (MBMS bearer capabilities) to the UE. The MBMS bearer capabilities indicate the maximum QoS that is used by this MBMS bearer service and the UE may take it into account when further MBMS bearer services are activated. If the SGSN determines that the UE’s MBMS bearer capabilities are lower than the Required MBMS Bearer Capabilities the SGSN rejects the request for activation of an MBMS context indicating an appropriate cause and starts the deactivation of the already established MBMS UE contexts.

CN1 would appreciate receiving information on the questions contained in the following sections.

2. Questions on ‘maximum QoS the UE can handle’:

CN1 has discussed what the ‘maximum QoS the UE can handle’ really consists of. It was explained to mean e.g. the maximum data rate that the UE is able to receive. So, taking into account this explanation it is a technical limitation of the UE, rather than subscription oriented or based on user or application’s choice. Can SA2 confirm this?

CN1 does not understand whether a ‘complete’ QoS IE has to be sent from the UE (i.e. all parameter filled according to TS 24.008 chapter 10.5.6.5) or just some of them (e.g. Traffic class, maximum bit rate for uplink, maximum bit rate for downlink). Some description might be missing in TS 23.107 for this special QoS (or other appropriate stage 2 specifications).

Additionally, it was not known during the meeting whether that technical limitation (i.e. maximum QoS the UE can handle) is supposed to be ‘static’ or ‘dynamic’. That is to say, is it always the same or does it change over time? If dynamic, the MBMS session management entity will need to get the necessary information from the RR layer. In UTRAN, the maximum QoS the UE can handle is determined by the radio bearer capabilities of the UE and in GERAN by the maximum number of time slots, coding schemes and so on that can be used at some moment in time. Note, however, that the maximum QoS that can actually be used may also depend on the bearer capabilities of the UTRAN or the channel configurations supported by the GERAN. Additionally, in the GERAN case the QoS depends on many different parameters and it seems difficult to calculate the maximum available QoS that the UE can handle.

3. Questions on ‘the maximum QoS that is used by this MBMS bearer service’:

· With regards to the MBMS bearer capabilities received in the acceptance message from the SGSN that indicate ‘the maximum QoS that is used by an MBMS bearer service’, CN1 would like to know which parts of the QoS IE would be meaningful for the UE.

· Furthermore, the statement; “the UE ‘may’ take it into account when further MBMS bearer services are activated” is not clear, if the technical limitation is dynamic. In such a case, this maximum QoS has to be always taken into account by the UE to calculate how much capability is still available in the UE. This requires some kind of new logic in the MBMS session management, which should be added.

· Finally, should the UE in the MBMS session management entity allocate and reserve resources for this possible maximum QoS value that the MBMS bearer service may use and keep track of every maximum QoS value for each MBMS bearer service?

Actions to SA2: CN1 kindly asks SA2 to address and comment on the questions and open issues contained in this LS.
	FW to MBMS

	S2-040511
	N1-040161
	LS on paging coordination for MBMS and other services
	To: SA2 Cc: GERAN2

Overall Description:

CN1 would like to thank SA2 for their LS (S2-034376) on "paging coordination for MBMS and other services" and the draft CR attached to the LS. 

CN1 briefly discussed the draft CR and would like to comment on the proposed mechanism for paging coordination when the UE is in GPRS Ready state:

When the UE is in the GPRS Ready state, the 2G-SGSN can perform paging co-ordination. When needed, the SGSN then sends a Session Management NOTIFY (TMGI) message to the UE.

Editor’s note: use of an SM (or GMM) message seems to avoid the need to change the Gb interface or the BSS. 

CN1 note that the use of an SM or GMM message would create a special mechanism only for this case, since in all other scenarios described in the CR, the BSC (or the RNC) is always aware of the delivery of the NOTIFY message. This would result in further special message flows, e.g. an MS in dual transfer mode would receive two NOTIFY messages, one generated by the BSS because of the active RR connection and one generated by the 2-SGSN and relayed transparently by the BSS.

CN1 would like to ask SA2 whether a solution similar to the paging for CS services via the 2G-SGSN has been studied. (The same BSSGP PDU Paging CS is sent via the p-t-p or the signalling BVCI, dependent on whether the UE is in GPRS Ready or Standby state.)

CN1 understand that the proposal is intended to avoid the need to change the Gb interface, but that much more extensive changes to the BSS will be needed anyway for the paging coordination during an ongoing CS connection.

In sum, CN1 would prefer a solution that does not use SM or GMM signalling for the NOTIFY message.

Actions to SA2:CN1 asks SA2 to take our comments into account when further discussing the draft CR.
	FW to MBMS

	S2-040512
	N1-040163
	LS on WLAN authentication and authorization
	To: SA3 Cc: SA2

1. Overall Description:

At CN1#32bis, CN1 has investigated under the work item WLAN Inter-working the following items as described below.

2. CN1 working assumptions:

The CN1 working group has the following working assumptions:

· The 3GPP AAA server shall support both EAP SIM and EAP AKA based authentication as specified in the EAP SIM and EAP AKA specifications.

· The ME shall support both EAP SIM and EAP AKA based authentication, if the ME supports the ME-SIM interface.
· By default, the EAP AKA method shall be used as primary authentication method in the EAP method negotiation.

· The ME-SIM interface support is assumed to be optional for Rel-6 ME.

CN1 would like to point out that the SIM specifications GSM 11.11 / TS 51.011 do not exist from Rel-5 onwards, so the support of ME-SIM interface from Rel-5 is optional.

3. Open issues:

· If the ME supports the EAP AKA and EAP SIM methods and the 3GPP AAA server initiates authentication (i.e. EAP-Request/challenge) by means of the EAP SIM method rather than EAP AKA, what should be the ME behavior? Does the ME have to use the EAP AKA method as primary authentication method?

· If 3GPP AAA server is aware that the ME supports the EAP AKA method, is the 3GPP AAA server mandated to always initiate the authentication (i.e. EAP-Request/challenge) by using the EAP AKA method, or is it allowed to use the EAP SIM method?

Actions to SA2: None
	Noted

	S2-040513
	N1-040196
	LS on terminology for session based messaging
	To: SA1 Cc: SA2
1. Overall Description:

While working on session based messaging, CN1 experiences a difference in the terminology used by SA1 giving the service requirements and IETF providing the protocol solutions.

Within CN1, the following terminology is used.

Immediate messaging
The term immediate messaging used within TS 22.340 is equivalent with the term page-mode or pager-mode messaging used within IETF.


Session based messaging

The term session-mode messaging used within IETF (as described in draft-ietf-simple-message-sessions) is not equivalent with the ‘Session based messaging’ as described in 22.340, as this is immediate messaging within a session framework.

Session based messaging conference
A type of messaging where the sender in real time forwards information to (multiple) peer entities with the intention to initiate an interactive dialog between multiple end users. A session based messaging conference may contain only two end users. The term session based messaging conference seems more in line with the definition ‘Session based messaging’ as described in TS 22.340.

CN1 has concerns that the differences in the definition of session based messaging and session based messaging conference may create problems.


Actions to SA2: None.
	Noted

	S2-040514
	N1-040201
	LS on WLAN access parameters to TS 23.003
	To: CN4 Cc: SA2

CN1 has discussed the attached CR to 23.003 due to the removal of this information from TS 24.234 and send it to CN4 for review and endorsement since TS 23.003 is under the control of CN4.

Please, be aware that once the CR has been endorsed by CN4, GSMA shall be informed of the proposal as they may in the future consider take control of the 3gppnetwork.org domain name (note that this was proposed by CN plenary in December 2003 and a corresponding LS was sent to GSMA). The next GSMA meeting takes place just before the March TSG CN plenary meeting.

During the presentation of the CR, there were some concerns about the usage of the ‘wlan’ label in the home network domain format. The proposal in the attached CR includes the label and it is the way it was specified in TS 23.234 (as an example) and it is consistent with other naming conventions in 23.003 such as IMS identities. 

Actions to SA2: None
	Noted

	S2-040515
	N1-040203
	LS on I-WLAN Selection
	To: SA2 Cc: SA1

CN1 has discussed I-WLAN selection procedure during CN1 32-bis and during the discussion the following questions came up:

Regarding the agreed CR from SA2 in S2-040460 and more specifically regarding the text in this CR ‘the WLAN UE shall scan for all available SSIDs’ in clause 5.4.2.1: CN1 is concerned that the case when the WLAN UE finds its highest priority SSID at beginning of the scanning is not well covered, since this sentence implies that the WLAN UE shall still keep scanning all the rest of available AP even if it was not anymore necessary. The same sentence is now part of TS 24.234 see clause 5.2.1.

Question 1: Is it required to continue the scanning (active and passive scanning) if the highest priority SSID is found?

Question 2: Would it be acceptable to relax this requirement to indicate that the WLAN UE scans (active and passive scanning) until it finds the highest priority SSID possible? Note that the criteria for SSID priority are stated in TS 24.234, clause 5.2.1.

Regarding active and passive scanning: CN1’s assumption is that at the beginning of I-WLAN selection and in order to create a list of available SSIDs, the WLAN UE shall, if supported, perform active scanning to aid I-WLAN selection. 

It is also CN1’s assumption that the SSIDs found by active scanning shall be taken into account together with the SSIDs found in passive scanning for SSID selection.

Question 3: Is this assumption correct?

Regarding association to a WLAN AP and subsequent authentication attempt: it could not be agreed if there is requirement to associate and subsequently attempt authentication to AAA Server with each of the available APs in order to find out the supported PLMNs behind each of the available AP. Furthermore there were concerns by some companies that such procedure would have a negative impact to power consumption in the WLAN UE. 

Question 4: Is it required to associate and attempt authentication with all or any of the available APs before the I-WLAN selection can be completed (i.e. the preferred SSID is selected)?

Actions to SA2: CN1 kindly asks SA2 to give answers to the questions above.
	FW to WLAN

	S2-040516
	MAG PUSH of the Open Mobile Alliance
	Response to 3GPP T2 and SA2 LS regarding Push over SIP
	To: T2, SA2

Overview

Response to T2 LS on SMS/MMS Interworking from WLANs (T2-030316) and response to S2 LS on MMS for Deferred Mode IMS Messaging and SMS/MMS Interworking from WLANS (S2-032634).

Proposal

OMA MAG Push would like the thank 3GPP T2 and 3GPP SA2 for their liaison statements relating to the support of SIP by OMA Push protocols. 

In T2-030316 OMA MAG Push is asked to "to investigate and, if possible, implement support for IMS (SIP) as a bearer for OMA Push in the relevant OMA specifications." OMA MAG Push is currently defining a new work item to investigate the use of SIP (over any bearer) as an addressing and transport mechanism for Push services. 

In S2-032634 OMA MAG Push is asked to, "consider the work on Push for IMS when responding to the request from T2 in T2-030316.  SA2 asks that OMA MAG Push inform SA2 if additional capabilities need to be added to IMS to support OMA Push over IMS.  SA2 also asks OMA MAG Push to inform SA2 if they see any overlap in the work being undertaken in SA2 and the work in OMA MAG Push as quickly as possible."  OMA MAG Push is aware of the ongoing Push work in 3GPP contained in TR 23.976 Push Architecture. Currently OMA MAG Push does not see the need for any additional capabilities to be added to IMS to support OMA Push protocols operating over IMS. OMA MAG Push does not see any overlap in the work undertaken in 3GPP with its own work on Push application protocols. To clarify, OMA MAG Push work develops application protocols supporting Push services, but does not develop protocols implementing bearer services. The development of IMS and underlying bearer protocols is the sole responsibility of 3GPP, OMA will use IMS services and underlying bearer protocols, where applicable, to support Push application protocols to further enhance the user experience of Push Services.

Requested Action(s)

None currently.
	Noted

	S2-040517
	R2-040285
	LS on CS and PS CN Domains separation and Access Control in UTRAN.
	To: SA2 Cc: SA1, GERAN

Introduction

RAN2 has discussed the issues involved in Domain Specific Access Control in UMTS based on the incoming LS from S1 (S1-040129), and would like to ask SA2 for further guidance. The reason for domain specific access control is to allow the utilisation of a specific CN domain resource while the other domain is restricted. For example, when a natural distaster occurs – potentially causing overload on the MSC due to a sudden peak in voice call establishments, while radio capacity and SGSN processing capacity would be normally available.

Discussion

A R99 solution for stopping call establishments would be to use Access Class Barring on the air interface. However, this is currently a generic indication to both CN domains and only applied to UE in RRC idle mode. UE e.g. in URA-PCH will ignore Access Class Barring indications.
RAN WG2 has been investigating into a necessary mechanism for domain specific access control, including extended usage of Access Class Barring (R2-040184).

It was, also, commented that SA2 should investigate the system impact of introducing domain specific access control. 
If a new CS and PS Access Control were provided, what impact would be foreseen onto combined MM procedure and intra-domain NAS node selection?  

Feasibility of its provision to GERAN may need to be studied.

Addtionally SA2 is asked if they foresee another solution that would more accurately solve the problems stated in this LS.

Actions to SA2: RAN2 kindly ask SA2 to consider a workeable solution and inform RAN2 of their findings.
	Open

(Postponed from the last meeting)

	S2-040518
	R2-040329
	LS on paging coordination for MBMS and other services
	To: SA2 Cc: SA 1, GERAN (2), RAN 3, CN 1
Overall Description:

RAN WG2 would like to provide the following answer to the LS from SA WG2.

SA 2 understands that RAN and GERAN groups have been discussing some aspects of this topic. SA 2 would appreciate receiving information on the current status within RAN and GERAN; comments on the contents of this draft CR; and answers to the editor’s notes and questions contained within the attached draft CR.

RAN WG2 provides for the paging co-ordination in line with the SA1 requirements. However, the details of the SA2 CR, which describes detailed RRC signalling, contains several misalignments. RAN WG2 sees the SA2 draft CR as too detailed regarding RRC signalling, and that this should be avoided.

In general, too detailed RAN signalling should not be described in SA2 specifications. It leads to inconsistencies and difficulties in maintaining specifications, as too detailed 23.060 has shown in the past.

Actions to SA2: SA 2 to take into account RAN2 request
	Open

	S2-040519
	R2-040335
	LS on Lower Layer Retransmissions to improve reliability of data transmission for MBMS
	To: RAN1 Cc: SA2, SA4

Overall Description:

On RAN2#38, as a result of the discussion on [1], RAN2 agreed that it could be beneficial to study lower layer (e.g. L2) retransmissions schemes for improving reliability of data transmission for MBMS. 

This agreement overrides statements in TR 25.992 or other related RAN2 documents.

RAN2 kindly seeks support by RAN1 for such studies.  

Actions to SA2: None
	Noted

	S2-040520
	R2-040354
	Reply LS on Optimisation of  Voice over IMS
	To: SA2, SA4 Cc: CN1, RAN3

1. Overall Description:

RAN2 would like to thank SA2 for their LS on S2-033244. RAN2 have been studying optimisation of the radio bearer to support voice services over IMS and require clarification on the following questions:

· QoS Attributes

· Can the RNC rely on the SSD field (indicating ‘Speech’) within the RAB parameter provided over RANAP for getting an indication from the SGSN that the requested RAB is intended to carry speech packets ?

· What will be the maximum bit rate and the guaranteed bit rate requested by the UE for a voice call with AMR 12.2 Kbps over IMS, both for RTP and RTCP multiplexed on one RAB and on separate RABs ?
· In case that RTP and RTCP are multiplexed on one RAB, are the maximum bit rate and the guaranteed bit rate in the RAB parameter applied to both RTP and RTCP? If they are only applied to RTP, then what’s the maximum and guaranteed bit rate the UE will request for RTCP?
· How much can the UTRAN rely on the “signalling flag” over Iu to really indicate signalling traffic only ?
· IPSec

· Is IPSec applied on the IP packets carrying RTP/RTCP for voice over IMS?

· Differentiation of RTP and RTCP Packets

· Is it possible to differentiate RTP and RTCP packets by their size over the Iu interface ?

· Is there any mechanism other than UDP port number, that can be used to identify RTP and RTCP packets ?
· If IPSec is applied, can there be any means in CN or UTRAN to separate RTP and RTCP traffic ?

· Multiplexing

RAN2 investigates also the possibility to transmit RTP and RTCP separately in the UTRAN and sees the two possibilities to already separate the two flows in the CN (on two PDP contexts) or in the UTRAN

· What are the benefits/drawbacks to have RTP and RTCP packets on the same RAB and do the split in the UTRAN compared to having them on different RABs?
2. Actions to SA2/SA4: RAN2 kindly asks SA2/SA4 to clarify the above questions.
	Open

	S2-040521
	R2-040355
	Reply LS on Further questions on Service Id needs in the Access
	To: SA WG2 Cc: GERAN WG2, CN WG1

Overall Description:

RAN2 thanks SA2 for their liaison statement on Service ID needs for MBMS in the RAN.

RAN2 has discussed the issue of size and uniqueness of the MBMS Service ID. The understanding of RAN2 is that the MBMS Service ID should be globally unique in order to reduce the probability that an UE is counted and receives data for a service it hasn’t joined, especially for the roaming scenarios.

RAN2 recommends that this unique ID be common between UTRAN and GERAN.

However, RAN2 thinks that the length of the MBMS Service ID should be as short as possible in order to optimize for periodical transmission over the air interface.

Actions to SA2: RAN2 kindly asks SA2 to take the view of RAN2 into account when deciding on the MBMS Service ID.

	FW to MBMS

	S2-040522
	R3-040139
	Reply LS to S5-038807 = R3-031822 on RAN Work Item '"Control of Remote Electrical Tilting Antenna" and possible impact on TSG SA 5'
	To: TSG SA WG 5 Cc: TSG RAN, TSG SA, TSG SA2

1. Overall Description:

TSG RAN WG3 would like to thank TSG SA WG 5 for the reply LS on 'RAN Work Item "Control of Remote Electrical Tilting Antenna" and possible impact on SA5'. This LS provides answers to the questions raised by TSG SA WG 5.

Question a): 
Are there additional UTRAN cell parameters (not currently specified in the Network Resource Model (NRM)) that need to be managed for RET purposes when tilt adjustments are made?

It is the current TSG RAN WG 3 understanding that there are no additional UTRAN cell parameters except for the ones already mentioned that need to be managed for RET purposes when tilt adjustments are made.

Question b): 
How should error scenarios be handled when there is a set of RET adjustments? Would it be required to provide a reset capability in which all the set of RET adjustments are undone if one RET antenna from a set could not be successfully adjusted?

Yes, it is the TSG RAN WG 3 opinion that such a reset capability in which the whole set of RET adjustments are undone if one RET antenna from a set could not be successfully adjusted is required. TSG SA WG 5 is kindly asked to take this reset capability into account for their work on the network wide control of RET antennas.

Question c): 
SA5 asks RAN3 to consider joint NetMeeting/telephone conference calls and a physical meeting to progress the RET work.

It is the current TSG RAN WG 3 opinion that a joint NetMeeting/telephone conference call is sufficient to progress the RET work and that no physical meeting is needed. However, depending on the outcome of the forthcoming RAN3 meetings an ad-hoc meeting on RET might be beneficial. In this case it should also be considered to have this ad-hoc meeting as a joint one between TSG SA WG5 and TSG RAN 3.

2. Actions to SA2: None
	Noted

	S2-040523
	R3-040164
	LS on Revised proposal on Handling of RRC connected PMM Idle users
	To: SA2 Cc: RAN2, CN1
Overall Description:

RAN2 and RAN3 discussed handling of PMM idle-RRC connected users again in a joint session during the meeting #40.  RAN3 would like to inform SA2 that a new working assumption was reached during the meeting on optimising the handling for these Iu-cs only connected users which revised. 

Note: 
This would mean in fact to disregard information given by RAN2 in S2-040012/R2-032707 “Handling of MBMS UEs in RRC-connected, PMM-IDLE state” and by RAN3 in S2-040015/R3-031874    'Answer LS on Handling of MBMS UEs in RRC-connected, PMM-IDLE state'”
As per the new working assumption agreed during the joint session, instead of a full list of MBMS service list being provided using RRC signalling, only a flag indicating that the user has joined at least one MBMS service is used.  This can for example be done in the RRC Initial Direct Transfer message when an Iu-cs connection is established.

The RNC can then invoke a connectionless query via Iu towards the SGSN to obtain the MBMS service list that the user has joined but only for those UEs that have set the flag without the need to bring the UE into PMM-Connected.  This could be done typically when the RNC receives the Common-Id from the MSC after the Iu-cs connection towards the MSC is established.

An example message flow is given below to clarify the proposal (not finalised yet):
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This proposal was considered an optimisation of the earlier RAN2 proposal as it removes the need to signal the full MBMS Service list from the UE and hence reduces radio interface signalling.

The Iu signalling option also eliminates any risk of abuse by UEs providing the wrong MBMS service list to the RNC.  

Handling Iu-flex was also discussed in relation to this proposal.  RAN3 identified the need to also include, in the RRC Signalling (e.g. RRC-Initial Direct Transfer to establish the CS-connection) towards the RNC the NRI required to select the SGSN at least for those UEs that have set the MBMS joined flag. This was agreed in principle during the joint meeting.

Handling new MBMS multicast service activations during an ongoing CS session can be handled as normal for PMM connected users as the UE has to set up a session towards the PS domain to join an MBMS service.

The MBMS service list is deleted when the UE moves to RRC idle and the UE context in the RNC is removed.

Actions:

RAN3 would like to ask SA2 to review the new proposal and to update TS 23.246 accordingly if they don’t see any major issue with the outlined proposal and to inform RAN2 and RAN3 about their decision.
	FW to MBMS

	S2-040524
	R3-040175
	Multiple MBMS Issues
	To: SA4 Cc: SA1, SA2, RAN1, RAN2

Overall Description:

RAN3 would like to thank SA4 for their LS (S4-030847) answering questions on multiple MBMS issues raised at the joint MBMS meeting in Baden (October 13-14 2003). RAN3 discussed the following item:

· 2.1.6 Handling of MBMS Streaming

SA4: 

Q: Does the content need to be “synchronized” between different cells and if so, to what extent?

A : Joint meeting conclusion – Required.

RAN3, from the UTRAN perspective, would like to provide comment on this item as follows
It has been the assumption within RAN3 that the RNC in principle is able to transmit the MBMS data simultaneously on all the cells where point-to-multipoint MBMS radio bearers are established within the MBMS multicast area controlled by one RNC. This doesn’t impose any additional MBMS specific synchronisation requirement within the UTRAN. 

Two cases where synchronisation is not possible were identified by RAN3:

Synchronisation between RNCs is not possible due to the current architectural assumptions in RAN3. 

Synchronisation between streams provided via point-to-point and point-to-multipoint radio links

However, having in mind that from a requirement point of view (see TS 22.146) the MBMS application (codec) is required to cope with certain data losses, it would be of interest which order of magnitude would be needed for synchronisation from an application (codec) point of view.

Actions to SA2: None
	FW to MBMS

	S2-040525
	R3-040176
	LS on UTRAN LCS QoS handling for location request and report in release 6
	To:
SA2, RAN2

Overall Description:

From R99 onwards, UTRAN will always return a position estimate with the best achievable accuracy, i.e. RNC will always perform a best-effort report when the requested accuracy cannot be fulfilled.

During RAN3#40, RAN3 discussed from an Iu perspective the following two proposals related to UTRAN LCS QoS handling for location request and report:

1. The optimisation to have in the Location Request sent to UTRAN over Iu, an additional list of one or several alternative LCS QoS levels as requested by the GMLC, including a "bottom line" accuracy below which it may not be worthy for the GMLC to receive any position estimate and so UTRAN does not have to spend efforts to perform UE positioning calculation.

2. The proposal (if not a correction) to have in the Location Report sent back by the UTRAN over Iu, a specific indication on whether the accuracy of the position estimate generated in UTRAN fulfils the requested accuracy. This is because the GMLC itself may not be able to evaluate whether the accuracy returned (expressed in terms of returned shape, uncertainty and potential confidence) is acceptable. 

From a RANAP protocol perspective, these two proposals are considered feasible. However RAN3 understanding is that SA2 and RAN2 are the right groups for such stage 2 proposals and discussion.

Proposal 1: As some companies in RAN3 do not see the usefulness of the proposal 1, RAN3 would welcome discussion and feedback in SA2 and RAN2 about:

Whether this ‘bottom line’ concept defined as ‘the acceptable accuracy related to the service at GMLC application level’ makes sense since there is also an existing tighter requirement provided in the request,

Whether the alternative LCS QoS levels including the bottom line LCS QoS level to avoid further UTRAN positioning calculation processing is seen relevant and worthy.

Proposal 2: RAN3 would like to get feedback from SA2 and RAN2 about:

The relevance of the problem that the GMLC may not be able to evaluate what is the exact accuracy (i.e. in meters) from the returned shape, uncertainty and potential confidence – generated in the RAN or UE.

The feasibility in RAN to determine whether the generated position estimates fulfils the requested accuracy i.e. in other word to report back to GMLC an understandable and useful accuracy indication for the returned position estimate. 

Actions to SA2:

Proposal 1: RAN3 would like to ask SA2's opinion about the usefulness of alternative accuracy levels.

Proposal 2: RAN3 would like to ask SA2’s confirmation about the relevance of the problem that the GMLC may not be able to evaluate what is the exact accuracy (i.e. in meters) from the returned shape, uncertainty and potential confidence.
In case the problem is confirmed, RAN3 would also like to ask SA2’s opinion about the proposal 2 and whether they see other solutions.

To RAN2: 


Proposal 1: RAN3 would like to ask RAN2's feedback about the usefulness of alternative accuracy levels from UTRAN LCS perspective e.g. whether this could save UTRAN positioning calculation processing.

Proposal 2: In case the above problem is confirmed by SA2, RAN3 would also like to ask RAN2’s opinion about the proposal 2 to report back to GMLC an understandable and useful accuracy indication for the returned position estimate and whether they see other solutions.


	FW to LCS

	S2-040526
	R3-040181
	LS on ‘RNC-based filtering and RA-based filtering options for MBMS’.
	To: TSG SA2 Cc: TSG CN1, TSG RAN2

Overall Description:

During the RAN3#40, a joint RAN2/RAN3 adhoc took place on several MBMS joint issues.

One of the issues further discussed during this adhoc was the unnecessary resource usage in some cells resulting from the reception of the SESSION START message by a RNC while there are no UE’s that have joined a specific MBMS service in this RNC. RAN2 and RAN3 already expressed concerns in their previous LS out in R2-032692 and R3-031867: “it would be preferable if the CN does not request the RNC to perform these actions [actions A, B and C] and thus refrains from sending the SESSION START message to this RNS”. Actions A, B and C described in R2-032692 will else be uselessly performed by the RNC implying unnecessary resource.

RAN2&RAN3 would thus like to clarify in this liaison their position regarding the SGSN/RNC filtering options intended to minimize this issue.

The filtering can be helpful when applied at two levels:

1. First level: Filtering on RNC basis

Already expressed in the mentioned previous liaisons, it would be beneficial if the SGSN performs filtering of SESSION START message on a RNC basis. 

This means that the SESSION START for a MBMS service is only sent to the relevant RNCs: i.e. to registered RNCs and to RNCs which belong to a RA where there are PMM-idle (or PMM-CONNECTED) UEs which have activated the MBMS service. This leads to the spare of resource usage in all the cells which pertain to the other ‘not involved’ RNCs.

The benefit of this filtering is believed to depend on the frequency of starting sessions, the MBMS load in general, the size of the RNCs/RAs which comprise the network.  

However, it is assumed that this feature remains optional in the SGSN. To that respect it may be introduced in a phased approach according to the criteria above-mentioned.

2. Second level: Filtering on RA basis

A second level of filtering for the RNCs filtered out through the first level, done in both the SGSN and the RNC was also assessed beneficial by RAN groups. 

It consists in providing in the SESSION START message to those RNCs the list of RAs under their coverage which are known as “last known RA” of the PMM-idle UEs which have activated the MBMS service. 

It should be noted that the provision of an update of this list from the SGSN to the involved RNCs was also discussed and could be also optionally handled by the RNC. No conclusion was reached yet.

However, again, this second level filtering is assumed to remain an optional feature in both SGSN and the RNC. This means that the SGSN is not mandated to send the lists of relevant RAs in the SESSION START message and the RNC is not mandated to use the received list of RAs to spare resource usage. 

Actions to SA2:

RAN2/3 request SA2 to consider the above clarifications on the two successive levels of filtering that may be optionally used in the MBMS network to limit the unnecessary resource usage in some cells (due to actions A,B, C performed when not necessary). 

RAN2/3 also request SA2 to confirm that the SGSN can also optionally provide the necessary RA information in the SESSION START message to allow the additional optional RA-based filtering, as described above.


	FW to MBMS

	S2-040527
	S1-040029
	LS on SA1 WLAN Requirements
	To: SA2
Recent discussion in the WLAN SWG highlighted the difficulties SA2 in locating actual requirements placed on the WLAN.  To date, a TR has been developed as a repository for WLAN concepts and comparisons.  It was observed that some of the text read more as a TS than a TR which may have lead to confusion outside of the WLAN SWG.  The intention of this LS is to clarify to SA2 which aspects of I-WLAN have firm requirements upon which to base their work.

The annex to this LS details the approved CR and is extracted from SA Plenary reports #17 through to #21

Actions to SA2 group: SA1 asks SA2 group to be aware of the current I-WLAN requirements
	FW to WLAN

	S2-040528
	S1-040124
	LS on OSA Rel-6 Requirements resulting from GUP Rel-6 Requirements
	To: CN5 Cc: SA2

SA1 would like to thank CN5 for their liaison in document S1-040012 [N5-030615].

As suggested by CN5, SA1 modified the GUP WID (attached) as follows:

The table “Affected existing specifications” is now referring to TS 29.198-xy.

SA1 is still working on OSA GUP related requirements and is hoping to provide CRs to 22.127 at the next SA1 meeting. 

Actions: none.
	Noted

	S2-040529
	S1-040129
	LS on Domain Specific Access Control
	To: SA2, RAN2

Overall Description:

SA1 have discussed the attached contribution on the topic of Domain Specific Access Control.  Based on the attached contribution (S1-030044) SA1 understands that at present access control is applied irrespective of CN domains i.e. it is applied equally to CS and PS CN domains. SA1 recognises that this may make it impossible to optimise a network for the traffic of both CS and PS domains at the same time and can lead to situations where, for example, PS domain traffic is restricted based on congestion of the CS domain and spare resource within the PS domain is wasted.

This kind of situation is especially likely during large-scale natural disasters such as earthquakes, or heavily crowded events.  In these situations demand on resources is over a wide area and resources within the Core Network e.g. CS domain, becomes congested before those of the Access Network. The current access control functionality would result in access control to be applied to both CS and PS domain equally whilst spare resources exist within one of the CN domains. For example, if only the CS domain were to be congested then it would be beneficial for the PS domain to be available so users are able to make use of alternative means of communication e.g. messaging.

Therefore, SA1 requests that SA2 investigate the topic domain specific access control and investigate the implications of this type of functionality. Additionally, SA1 requests that RAN2 investigate the implementation of access control mechanisms within the UTRAN to enable access control to be applied separately to the PS and CS CN domains. In particular, as it is more likely that access control will be applied to the CS domain due to greater demand that exists for these services, i.e. voice, it is further requested that specification work for the restriction of the CS domain only i.e. restriction of the CS domain independent to that of the PS domain, be given the highest priority. 

It should be noted that SA1 is of the opinion that there is a requirement for this functionality to be provided within the access network i.e. UTRAN as it is this entity that provides access to the capabilities of the CN domains. However, SA1 recognises that architectural studies are also needed within SA2 to evaluate the full implications of this type of functionality.

As this functionality is likely to be used in emergency situations, e.g. earthquakes, it is desired that the specification of this functionality be completed as soon as possible. More specifically, SA1 requests that work be completed within the Rel-6 timeframe, and applied to earlier releases if technically feasible.
Actions to SA2: SA1 respectfully requests that SA2 investigate mechanisms, such as Domain Specific Access Control, that could be specified to satisfy the scenarios described above, and evaluate the implications of this functionality from an architectural point of view. SA1 also request that SA2 inform other groups of the need to carry out work on this functionality as appropriate. 
Actions to RAN2:SA1 respectfully requests that RAN2 investigate and inform SA2 of any mechanisms necessary for Domain Specific Access Control within the UTRAN.
	Open

(Postponed from the last meeting)

	S2-040530
	S1-040133
	Reply LS on emergency calls
	To: CN1 Cc: SA2

Overall Description:

SA1 thanks CN1 for their LS N1-030944 on emergency calls and their questions and comments seeking clarification of the emergency call related requirements. These questions were discussed in Bangkok in the joint CN1/SA1/SA2 session. After the joint session SA1 has made numerous changes in 22.101. The latest version of 22.101 is attached to this LS.

Actions to SA2: None.
	Noted

	S2-040531
	S1-040136
	LS on emergency call enhancements for IP & PS based calls
	To: CN1, T3 Cc: SA2
Overall Description:

SA1 thanks CN1 for their LS concerning (re)usage of the EFECC in both the CS and PS domains.  SA1 has considered the questions, and have the following observations:

SA1 agrees with CN1 on their observation that the EFECC may be used for emergency calls in both the CS & PS domain.
As to the usage of an emergency SIP-URI, SA1 feels that there should be a global SIP-URI for emergency calls, although this may be more the domain of ITU to decide, for example, rather than IETF. 

Since the definition of the emergency SIP-URI is not yet available, SA1 does not feel that this is a Release 6 requirement.  Further, it is felt that as an interim measure, a SIP-URI for an emergency call might be constructed from the emergency number(s) in the EFECC by having the terminal construct the form tel(nnn) for the URI if the call is to be placed in the PS domain.  (Also note that SA1 has set the requirement that the emergency call be placed in the CS domain if possible.)

Therefore, SA1 also agrees with CN1 on their point 2, although this is not required in Release 6 and the download of the emergency SIP-URI is also not a requirement for Release 6.

Actions to SA2: None
	Noted

	S2-040532
	S1-040163
	Response to CN1 LS on WLAN requirements
	To: CN1, SA2 Cc: T3

SA 1 would like to thank CN1 for their LS (N1-031690, S1-040009) requesting clarification on a number of WLAN issues.

In the LS sent from CN1, the following questions were asked of SA1, namely:

1. Overall Description:

At CN1#32, CN1 has investigated under the work item WLAN Inter-working the following items:

Terminology for the WLAN access network selection procedure:
Two different proposals have been evaluated in order to define at stage 3 the WLAN access network selection (i.e. WLAN radio network selection) as defined in 3GPP TS 22.011, 3GPP TS 22.011 and 3GPP TS 23.234.

· WLAN selection: Procedure for the selection among the available WLANs.

· I-WLAN selection: Selection among the available I-WLANs.
CN1 has agreed the working assumption of using the term ‘WLAN selection’, due to the following reasons:

· The term WLAN selection has no restriction to the interworking WLAN’s and therefore WLAN as such is correct for the case used at stage 3,

· and WLAN PLMN selection is performed only amongst the interworking PLMNs.

During the terminology discussion at CN1, it was pointed out that ‘I-WLAN selection’ is the appropriate term used by the stage 1 specifications (e.g. 3GPP TS 22.101 and 3GPP TS 22.011). However, it was also pointed out that 3GPP TS 22.011 when referring to network selection states in subclause 6.1 that “The UE shall select between multiple WLANs’”.
CN1 would like to check whether the working assumption on terminology for WLAN access selection is correct.

SA1 would disagree with CN1.  A WLAN UE should only be concerned with selecting WLANs that inter-work with 3GPP networks.  As such these are called I-WLANs. Selecting any WLAN that does not support 3GPP would fall into the category of scenario 1 which is outside the scope of 3GPP standards.  SA1 request that CN1 use the term I-WLAN and limit their network selection procedures to those WLAN networks that support 3GPP inter-working.

The Manual and Automatic mode of WLAN access network selection:

The current text in subclause 6.1 of 3GPP TS 22.011 states “The UE shall support both manual and automatic network selection mechanisms (modes) as standardized. The UE shall use the last network selection mode used, as the default mode, at every switch-on. The user shall be given the opportunity to change the network selection mode at any time”.

The CN1 discussed that two new modes for WLAN access network selection seemed to be needed, but CN1 could not completely agree whether this is a requirement at stage 1 or not. Thus, CN1 would like to check whether new Manual and Automatic network selection modes shall be supported for WLAN access network selection (i.e WLAN radio network selection).

Two modes of operation shall be supported, a Manual mode where the user selects from the list of available PLMNs, and the automatic one where the UE shall decide (without user intervention) based upon operator and user preferences.

When selecting a PLMN that can be accessed via multiple interworked WLANs, the (I-WLAN) selection shall be based on operator and end user preferences.

Ways to indicate operator and user preferences:

The current text in the subclause 6.1 of 3GPP TS 22.011 states “When selecting a PLMN that is accessed via an interworked WLAN, this selection shall be based on operator and end user preferences. This set of preferences may be different from the preferences used for direct 3GPP access. The UE shall select between multiple WLANs in the same coverage area based on the operator preferences and user preferences by using similar procedures as for Network Selection without WLAN Interworking”.
CN1 has discussed a possible way to indicate operator and user preferences to fulfil the subclause 6.1 of 3GPP TS 22.011by the usage of the following lists in order to perform WLAN access network selection and WLAN PLMN selection:

For WLAN access network selection (Case of IEEE 802.11 WLANs); ‘User preferred SSID list’, ‘Operator preferred SSID list’.

For WLAN PLMN selection; ‘User Controlled PLMN Selector for WLAN access’, ‘Operator Controlled PLMN Selector for WLAN access’. Another list, which may contain a list of PLMN codes to which the WLAN UE called ‘Forbidden PLMNs for WLAN access’, might be used to not attempt to authenticate to an available PLMN code.

CN1 has also discussed that the above lists should be stored in the WLAN UE as one way to indicate operator and user preferences, but it is questioned whether the lists shall be stored in the ME or USIM (part of the WLAN UE), because the text in subclause 13.1.1 of 3GPP TS 22.101 indicates, “Access via a I-WLAN shall be possible using earlier releases (than the current release) of the UICC or using a SIM”. 

In response to the question asked by CN1, SA1 would like to re-iterate the need to support earlier releases of the UICC / SIM.  As such any solutions developed must support this requirement.  

2. Actions to CN1 and SA2: SA1 kindly asks CN1 and SA2 to take into account the points raised: 

· To consider only the selection of I-WLANs and network selection procedures for I-WLANs, 

· To standardise Manual and Automatic selection modes, 

· To provide a solution which supports earlier releases of the UICC / SIM


	FW to WLAN

	S2-040533
	S1-040164
	Response to SA2 LS on WLAN requirements
	To: SA2 Cc: SA5

SA1 thanks SA2 for its LS regarding on per-user charging for Scenario-3 WLAN Interworking (Tdoc S2-033796).
Overall Description:

SA1 have discussed the assumptions and points SA2 have made in the LS and have formed the following responses to the actions in the LS

Action 1: SA1 believes that the VPLMN will require the same level of per user charging information (i.e. volume (byte count), elapsed time, QoS, and user identifier) as the HPLMN for I-WLAN operation. 

Actions 2: SA1 do not anticipate the visited operator will need detailed service specific charging information e.g. differentiating between an MMS and non-MMS service.

2. Action: SA1 kindly asks SA2 to take this into account in its charging architecture.
	FW to WLAN

	S2-040534
	S1-040182
	Reply LS on paging co-ordination for MBMS and other services
	To: SA2, GERAN (2), RAN 2, RAN 3, CN 1

Overall Description:

SA1 thank SA2 for their Liaison (S2-034376), containing draft CR 12 to TS 23.246 (S2-03993), with a request for comments. 

One of the reasons for change stated in the CR is:

"Currently the stage 1 does not seem to specifically state that it is necessary to be able to notify mobiles which are currently transferring PS domain data or are in a CS domain call that an MBMS session is about to start."

And goes on to say –

"However, it is believed that RAN have some concepts for handling this: these could be documented in the stage 2 to avoid repeated discussions. The concept is believed to be that, when a mobile enters RRC connected mode, it informs the UTRAN of the MBMS groups which it belongs to. A similar technique could be used for the GERAN CS domains’ RR connections."

Since some operators view this functionality as commercially desirable and, given the prospect of an early technical solution, as indicated above,  SA1 have concluded that a CR onTS 22.146 Rel-6, stating this as a requirement, should be raised. This CR (S1-040225) has now been agreed by SA1and is attached for information.  

Actions to SA2: None 
	FW to MBMS

	S2-040535
	S1-040190
	LS on Use of UTRAN for I-WLAN
	To: RAN2 Cc: SA2

Overall Description:

SA1 is considering a requirement on notifying WLAN UEs of I-WLAN access points that are in their vicinity. Due to the issue of battery life and hence user experience, SA1 found this topic interesting enough to address it to RAN WG2. Topics for motivating a non-scanning of WLAN APs all the time, seem to include

- Power consumption

- Small coverage area of WLAN hot spots

- Lack of mobility management scheme in WLAN

For a WLAN UE that is equipped with both WLAN and 3GPP radio interfaces, SA1 wonders whether 3GPP radio access network (e.g. UTRAN) may help the WLAN UE to find and access an I-WLAN e.g. by sending relevant information about I-WLANs to the WLAN UE though UTRAN. 

 SA1 then wonders whether for instance a cell based broadcasting (e.g. SIB) may be used for information delivery. In this case, information of WLAN within the cell will be broadcasted. The WLAN UE could then turn off its WLAN radio interface completely in a cell which has no I-WLAN. And it may perform periodic WLAN scan when it gets information about I-WLAN in a certain cell.
Possibly the UTRAN assisted information could also be valuable in speedily selecting the most appropriate I-WLAN for that subscriber.

Actions to SA2: None
	FW to WLAN

	S2-040536
	S1-040208
	Preferred Roaming List for 3GPP2 Multi-mode Terminal
	To: 3GPP2 TSG-C, SA2, CN1, GERAN1, RAN2 
Overall Description:

SA1 kindly thanks 3GPP2 TSG-C for their LS contained in S1-040137 and would also like to invite SA2, CN1, GERAN1 and RAN2 to help answering the questions that has been raised by TSG-C.

SA1 does not have any requirements for system selection regarding 3GPP/3GPP2 multimode terminals. SA1 specification TS 22.011 contains requirements on PLMN (Public Land Mobile Network) selection that seem relevant to this matter. 

PLMN selection procedures of 3GPP terminals will be specified in 3GPP. SA1 assumes that work on a 3GPP2/3GPP multi-mode terminal solution will not impact on SA1 specification (TS 22.011). 

Actions to SA2, CN1, GERAN1, RAN2 group: Consider the proposal contained in the attachment “C10-20031104-003a_QCOM_GSM-UMTS_PRL_Overwiev.pdf” and address the questions raised by TSG-C (S1-040137) and provide the appropriate answers if necessary. 

	Open

	S2-040537
	S1-040224
	Response to SA3 LS on service announcement and UE joining procedure
	To: SA3 Cc: SA2, SA4
Overall description

SA 1 would like to thank SA3 for their LS (S3-030806, S1-040072) requesting an advice of SA1 regarding “Joining Available Time.”
In the LS sent from SA3, the following question was asked to SA1:
SA1 is kindly asked to advice on their expectations on the range of values for this Joining Availability Time to meet customer expectations for the service. 

From SA1 perspective a user should be able to join an MBMS user service as soon as possible after announcement of the service therefore SA1 do not see the need for the concept of "Joining Availability Time".  

2. ACTION: none


	FW to MBMS

	S2-040538
	S1-040253
	LS on “IMS messaging, Group management and Presence work overlap between 3GPP and OMA
	To: SA2, SA3, CN1 Cc: SA, CN

SA1 had a joint meeting with OMA REQ in Innsbruck on the 13th of January. The joint meeting identified that there is overlapping work on Presence, IMS Messaging, and Group Management between OMA and 3GPP. SA1 is concerned about overlapping work leading to duplication with the potential for market fragmentation. Accordingly, SA1 believes that 3GPP needs to consider how to coordinate work with OMA on these work items as soon as possible. 

SA1, SA2, SA3, and CN1 need to consider which aspects of the current work on these three work items should continue to be developed in 3GPP, and which aspects can be regarded as service enablers and therefore (from Rel-7 onwards) should be specified in OMA. SA1 believes that an approach similar to that agreed for future work of MMS, could also be taken for these three work items. That is, the cellular system specific aspects are developed in 3GPP while the service enabler aspects are developed in OMA. 

As a general principle, SA1 requires that if any work currently undertaken by 3GPP is to be continued by OMA, it must be backwards compatible. Also, SA1 is concerned about maintaining the overall integrity of the 3GPP system, which must be taken into consideration when evaluating how to split the work. 

Finally, SA1 would also like to make SA2, SA3, and CN1 aware of the intended usage of the IMS in OMA described in the attached document and presented during the joint meeting. The attachment also contains an OMA Technical Report on the use of IMS. This information is helpful in understanding what the relationship should be between the two organisations with regards to the IMS.  

Actions to SA2, SA3, CN1:

SA1 invites SA2, SA3, and CN1 to study and make proposals on how the work on Presence, IMS Messaging and Group management could be split between the two organisations from release 7 onwards. 
	Open

	S2-040539
	S1-040255
	LS on MMS as a Bearer for USAT
	To: SA2, T, T2, T3

Overall Description:

SA1 thanks T3 for their Liaison Statement (T3-030928) on MMS as a bearer for USAT and specifically for clarifying the 5 use cases for the ongoing work. SA1 noted that actions were allocated to it in relation to the first two use cases namely:
Use Case 1 – Download of a block of data to the USIM as a Network initiated Data download

This use case is a download of a large block of data to the USIM that may be acknowledged by the USIM.  The data will be 8 bit, encrypted data that is likely to be encoded as per TS 23.048.  It is preferable that this Data download can be achieved with no user alerting or user interaction. 

T3 suggest that a possible implementation for this service could be the addition of a new Mime type to the MMS specifications, that is 8 bit data to be sent to the USIM.  This would also allow MMS's to interact with the USIM. 

SA1 confirm the need to support this use case and have captured the following requirement in 5.2 of TS22.140. 

MM not intended for presentation

The MMS shall support MMs that are not intended for presentation but used to originate and deliver information to applications residing on the UE. 

When an application sends a MM not intended for presentation, it shall be possible to uniquely identify that originating application and the target application on the recipient UE as well as the instance of the application if more than one instance can be active. The originating application may reside on a UE or within the network.

The message payload shall not be modified by the MMS. 

SA1 have also captured the following requirement in 5.7 of TS22.140:

5.7
MMS client interaction with UICC

It shall be possible for an MMS client in the ME to interact with a UICC to send and receive MMS messages in accordance with the requirements in this specification.  The interaction with the UICC shall allow MMS management (e.g. delivery, submission) and the presentation of multimedia messages stored on the UICC to the user.

It shall be possible to indicate to the UE that an MM needs to receive special treatment. When a MM has been marked with this indication, means shall be provided to protect the MM from accidental deletion e.g. by asking for additional confirmation to the user. The use of this indication shall be under the control of the HPLMN.  

In addition 6.2 of TS22.038 contains the generic requirement:

7
retrieve data from the ME that has previously been received via a data channel set up using (5) above. The UICC informs the ME as to how much data it expects to retrieve.

SA1 believe that these requirements cover Use Case 1.

It was noted that BIP is also another an available mechanism that can be used to fulfil the requirements of Use Case 1

Use Case 2 – High Bandwidth Interactive communication between Network and USIM, Network initiated
This use case is a download of a large block of data to the USIM that may cause blocks of data to be returned to the network.  The data will be 8 bit, encrypted data that is likely to be encoded as per TS 23.048.  It is preferable that this Data interaction can be achieved with no user alerting or user interaction. 

T3 suggest that the current GPRS BIP specifications allow this use case to be implemented as GPRS BIP with TCP/IP is in the USAT specification since Rel-99.  

SA1 confirm the need to support this use case and draw T3’s attention to the generic requirement in 9.1 of TS22.038.

9.1
Data exchange capabilities supported

USAT shall support the transmission (mobile originated) and the reception (mobile terminated) of data by means of one of the following data exchange capabilities, either using dedicated commands or managed by the ME (using the Bearer Independent Protocol) ;

Data exchange capability

SMS
CSD
GPRS
SS (MO only)

USSD (MO only)
Cell Broadcast (MT only)
SMS via GPRS
Local Bearer (Bluetooth, IrDA, RS232, USB)
SA1 believe that these requirements cover Use Case 2.

Use Case 3 - High Bandwidth Interactive communication between Network and USIM, USIM initiated

This use case is the setup of a data channel from the USIM to the network that allows the USIM to send large blocks of data and may cause blocks of data to be returned from the network.  The data will be 8 bit, encrypted data that is likely to be encoded as per TS 23.048.  It is preferable that this Data interaction can be achieved with no user alerting or user interaction. 

T3 suggest that the current GPRS BIP specifications allow this use case to be implemented as GPRS BIP with TCP/IP is in the USAT specification since Rel-99.

SA1 have taken note of this statement on Use Case 3 and believe that they need take no further action in relation to this matter.

2. Actions: No actions
	Noted

	S2-040540
	S5-044042
	Reply to LS on Explicit Data Volume Reporting in RNC
	To: SA2, RAN3 Cc: CN1

Overall Description:

SA5 thanks SA2 for their reply liaison statement on “Explicit Data Volume Reporting in RNC”. 

Regarding the request for clarification on the performance impact on the RNC and the SGSN, please find attached the original CR 32.015 approved by SA5 (05/2000) which prohibits the use of “Data Volume Request” by the SGSN.

SA5 looks forward to receiving the results of the SA2 investigations when they are completed.

Actions to SA2: SA5 requests SA2 to forward the results of its investigations on Volume Reporting to help determine next steps.
	Open

	S2-040541
	GP-040419
	Reply LS on Pending Decision on A Interface Functionality for Early UE handling
	To: TSG SA2, TSG SA

Overall Description:

TSG GERAN would like to thank TSG SA2 for their LS on “Pending decision on A interface functionality for Early UE handling” in Tdoc S2-034370 (GP-040215).

Decision on the A interface functionality for Early UE handling was actually taken in TSG GERAN # 15 meeting in Fort Lauderdale (23-27 June 2003) and TSG GERAN would like to apologize for not sending a liaison statement to TSG SA and TSG SA2 at that time.

TSG GERAN has studied the A interface functionality for Early UE handling and a technically complete solution has been derived. However, the decision taken in the TSG GERAN # 15 meeting was that provision of the UESBI to the BSS via the A interface was not needed, basically because the likelihood of a problem arising in this area was not considered as significant enough to justify the introduction of such a mechanism.

This decision was re-considered in TSG GERAN # 18 meeting (2-6 February 2004) upon reception of the LS from TSG SA2 and the decision that the UESBI on the A interface is not needed, taken in TSG GERAN # 15, was again confirmed. It was however noted that it would still be possible to re-consider the decision in the future in case serious interoperability problems between BSS and terminals are identified in the area of GERAN to UTRAN handovers, in which case a technical solution is ready for approval.

TSG GERAN therefore would like to ask TSG SA2 to update the paragraphs in TS 23.195 that are marked pending on TSG GERAN’s decision so that TS 23.195 can be finalised and approved by TSG SA.
Actions to TSG SA2 and TSG SA: TSG GERAN kindly asks TSG SA2 and TSG SA to finalise and approve TS 23.195 based on the decision taken by TSG GERAN and presented above.
	

	S2-040542
	GP-040554
	On the Preferred Roaming List for 3GPP2/3GPP Multi-mode Terminal
	To: SA WG1, CN WG1, SA Cc: SA WG2, RAN WG2

TSG GERAN thanks SA1 and CN1 for their LS on “Preferred Roaming List for 3GPP2 Multi-mode Terminal”.

In the discussion of the LS received the following conclusions has been made: 

According to TSG GERAN’s understanding, the Preferred Roaming List belongs to an overlay which allows selecting, in certain situations, between a 3GPP system and a 3GPP2 system, according to their configured priorities. 

TSG GERAN would also like to remind that the current 3GPP specification provides the capability for the user to set its own PLMN selection preferences. This has been done to ensure a fair competition environment. TSG GERAN expects that this is maintained in the design of the Preferred Roaming List, although this was not fully clear from the document received from 3GPP2 TSG-C.

Also in light of the previous points, TSG GERAN would like to stress that the selection procedures of PLMNs, cells, etc. of a 3GPP system are specified in the 3GPP specification. 

Considering the above, TSG GERAN has concluded that there is no impact to the GERAN specifications.

In addition the following comments are noted:

1) It needs to be ensured that the signalling load is minimized by e.g. introducing a timer and/or a system selection hystheresis, in order to prevent any ping-pong effects.

2) Regarding the possible issue of service continuity, which was mentioned by the CN1 liaison, it is TSG GERAN’s understanding that the PRL logic applies in idle mode only, thus not endangering ongoing CS calls. However, it is TSG GERAN’s understanding that PDP contexts might be impacted, and thus there might be a need to consider exactly in which situations the PRL logic should apply.

3) TSG GERAN recognizes the importance of having some insight into the Preferred Roaming List specification activity. TSG SA should decide on the best way forward for such coordination with 3GPP2.

Actions:

To SA1 group and to CN1 group: Note the comments made. 

To SA: Create an answer to 3GPP2 TSG-C based on the received comments.
	Noted

	S2-040543
	GP-040565
	Reply to LS on Alignment of location reporting behaviour
	To: SA2

Overall Description:

TSG GERAN would like to thank TSG SA WG2 for their liaison on the alignment of the location reporting behaviour between specifications controlled by RAN WG3, SA WG2 and GERAN.

TSG GERAN have the pleasure to inform TSG SA2 that TSG GERAN have agreed to the concept of aligning the GERAN location services specifications to the specifications of TSG RAN WG2 and TSG SA WG2. TSG GERAN discussed the draft CR to TS 03.71 provided in the LS and felt that there were more changes required before the CRs could be agreed. These changes are likely to be agreed at the next meeting and TSG GERAN will inform TSG SA WG2 of the additional changes required such that similar changes can be completed to the specification owned by TSG SA WG2.

TSG GERAN would also like TSG SA WG2 to note that changes will be required from Release 98 of the TS 03.71 and other specifications owned by TSG GERAN, e.g. 09.31, this is due to signalling changes causing incompatibilities between Releases.

Actions: None
	FW to LCS

	S2-040544
	GP-032817
	LS on Preservation for real time PDP contexts in A/Gb mode
	To: SA WG2
1. Overall Description:

TSG GERAN WG2 thanks TSG SA2 for the Liaison Statement on this subject. 

TSG GERAN WG2 has considered the introduction of the preservation feature for real time PDP contexts in A/Gb mode and carefully studied the triggers for preservation in GERAN A/Gb mode, which were standardised in TS 23.060 for Rel5 onwards. The outcome of the considerations in TSG GERAN WG2 was that for Rel-5 no solution could be agreed for the Radio Status procedure which would ensure that the MS and the network are synchronized.

2. Discussions using the Radio Status procedure as trigger:
TSG GERAN WG2 identified that the usage of the Radio Status procedure as trigger for preservation causes impacts on RLC/MAC specification (link failure detection in the MS, synchronization between MS and BSS). A Rel5 CR which proposed the necessary changes in the RLC/MAC specification (TS 44.060) was treated in GERAN WG2, but these modifications were not accepted in GERAN WG2 and consequently the Radio Status cannot be used as trigger for preservation in Rel5. 

During GERAN #17 it was further discussed how a Rel6 solution, which is based on the Radio Status procedure for the preservation of realtime PDP contexts, could look like which solves the identified problem related to the link failure detection and synchronisation between the MS and the BSS. No concrete solution was found but it was discussed to re-use mechanisms on the radio interface, which are applicable due to the introduction of conversational support in A/Gb mode.  

As the preservation of real time PDP contexts in A/Gb mode is a new feature, the network may only perform it if the mobile station is supporting it. Thus a flag in the MS network capability IE is needed.

As the radio status procedure is a legacy Gb functionality, it is necessary to introduce new cause values for the preservation. Otherwise the SGSN could not distinguish whether the Radio Status it triggered by a legacy BSS or by a BSS which supports the preservation (i.e. a BSS which implements the criteria when the BSS shall assume a radio link failure which needs to defined). 

TSG GERAN WG2 will inform TSG SA2 once a solution is found for Rel6.

Actions to SA2:

TSG GERAN WG2 kindly asks TSG SA WG2 to discuss whether to keep the Suspend procedure as trigger for the preservation in Rel5, or to completely remove the "preservation procedures for real time PDP contexts in A/Gb mode " from 3GPP TS 23.060 in Rel5. 


	Open

(Postponed from the last meeting)

	S2-040545
	T1A1
	LS on Mapping between ITU-T and 3GPP QoS Classes and Traffic Descriptors
	To: 3GPP SA2
Cc: ITU-T SG 12, ATIS Mobile Wireless Services Focus Group, 3GPP SA, 3GPP SA1, OMA Technical Plenary, T1P1

As previously noted (see references) differences exist between the IP QoS classes,

parameters, and parameter values specified in wireless (3GPP) and wireline (ITU-T)

specifications. Alignment or interworking will be needed to provide adequate end-to-end

Quality of Service for IP based multimedia services across networks.

T1A1 (Performance, Reliability, and Security Standards Committee) has studied the

matter and developed a draft proposal for interworking as a possible way forward. The

proposal is attached for your consideration.

T1A1 kindly requests your views on the matter, the degree to which the proposal meets

interworking requirements, and if the proposed interworking can be adopted in the

current or under development relevant specifications of your organization.

Please let us know if 3GPP SA2 subject matter experts are supportive of the described

approach and if so, provide recommendations regarding needed Change Requests.

Best Regards,

Randolph Wohlert

Chairman, T1A1

	Open

	S2-040546
	OMA POC WG
	Reply LS to 3GPP on principles for overlapping issues with OMA regarding PoC
	To:

3GPP TSG-SA, TSG-SA WG2, 3GPP2 TSG-S, TSG-X

Copy:

3GPP TSG-SA WG1, TSG-CN WG1

Overview

OMA POC WG thanks 3GPP for the Reply to the LS to 3GPP on principles for overlapping issues with OMA regarding PoC. 

OMA POC WG would like to provide the following response to the point highlighted in the 3GPP LS:

 “TSG SA asks OMA group to provide information on the expectations in terms of performance of the underlying network responsible to deliver the PoC services. This information can be analysed by TSG SA WG 1 (S1) and TSG SA WG 2 (S2). so that it can be made sure that the 3GPP system is capable of supporting the OMA enabler. “

OMA POC WG has not yet determined specific performance requirements for the underlying network. When such performance requirements are identified OMA will communicate those to 3GPP and 3GPP2.


OMA POC attaches the latest draft version of the OMA PoC Architecture Document for the information of 3GPP and 3GPP2 and request to be provided with any comments. 

OMA POC has defined its specification structure for the PoC stage 3. It is the assumption of OMA POC that any profiling of Access Network or Radio Network parameters for PoC should be performed by 3GPP and 3GPP2.

In addition OMA POC would like to ask the following questions:

1. The assumption of OMA POC is that PoC will require release 6 of 3GPP IMS or equivalent in 3GPP2 MMD. OMA POC would like to know what the expected availability dates for release 6 of 3GPP IMS or equivalent in 3GPP2 MMD are?

2. The assumption of OMA POC is that PoC will not require use of the Reliability of Provisional Responses in SIP and preconditions SIP extensions. Will release 6 of 3GPP IMS and the equivalent of 3GPP2 MMD support the establishment of media sessions without use of these SIP extensions?

3. OMA POC have determined that a PoC client in the mobile terminal may pre-establish sessions with the PoC server without active media streams ahead of a PoC communication (e.g. immediately after SIP registration) and these inactive sessions may stay established for a very long time. Is there an impact on IMS/MMD for extremely long lived Sessions? Is there an impact on IMS/MMD for sessions that are established without active media? 

4. OMA POC has the working assumption that the SIP SUBSCRIBE and NOTIFY methods will be used to inform PoC clients about PoC related events. Some of these subscriptions may have a long lifetime and exist outside of and much longer than an active PoC talk session. Is there any issue with IMS/MMD in supporting long lived subscriptions?

5. OMA POC understands that IMS/MMD supports the use of Service Based Local Policy (SBLP) and authorisation of IP media bearers. Since the assumption of OMA POC is that PoC will not require use of the Reliability of Provisional Responses in SIP and preconditions SIP extensions, what is the impact on the use of SBLP with PoC? 

6. The signalling flows that OMA POC have defined assume that media bearers will be available at the time that the initial SIP signalling request is sent to the network. Are there any issues with IMS or MMD with this assumption?

7. There are proposals under discussion in OMA POC to use RTP or RTCP for transport of floor control signaling. Are there any issues in IMS or MMD or the underlying radio access networks with RTP header stripping, compression and generation and/or RTCP discarding or errors due to interference (BER) that would prevent these mechanisms being used for PoC floor control signaling.

8. Can the IMS/MMD SIP proxy infrastructure differentiate between a terminal that is only IMS registered and one that is both IMS registered and registered for a particular service such as POC so that the IMS SIP proxies will reject PoC requests when the terminal is IMS registered but not registered for the PoC service?

Please Note that the dates and locations of the next OMA POC meetings are as follows:

08th -11th March 2004  

Kansas City, USA

26th -30th April 2004 

Munich, Germany

Proposal

N/A

Requested Action(s)

OMA POC request 3GPP TSG-SA WG 2 to kindly provide answers to the questions 1 – 8 above.

OMA POC request 3GPP2 TSG-S to kindly provide answers to the questions 1 – 8 above.

	Open

	S2-040547
	S3LI04_042r1
	Reply to LS (S2-040468) on 3GPP WLAN interworking Lawful Interception Requirements
	To: SA2, SA3

Overall Description

SA3 LI thanks SA2 group for their LS (S2-040468) on Lawful Interception requirements for 3GPP WLAN Interworking.

SA2's current architecture for Scenario 3 (end-to-end tunnelling) involves a secure tunnel being established between the UE and the Packet Data Gateway. User data within this tunnel will be encrypted by the UE and the PDG. In the case that the PDG is within the Home Network, therefore, no encryption/decryption is applied by the Visited Network.

SA2's questions are:

· In this scenario, is there still a requirement for the VPLMN to provide unencrypted data for Lawful Interception purposes ?

S3 LI answer would be, if the VPLMN is not involved in the encryption, according to 3GPP TS 33.106, there is no requirement for the VPLMN to decrypt the data (or provide the keys) encrypted by UE and HPLMN PDG.

S3 LI hopes that the above clarifies the matter. Please provide further questions as necessary.

Actions: None
	FW to WLAN

	S2-040548
	ITU-T SG 16
	Reply LS to SG 11 on Signalling Requirements for IP-QoS
	To: ITU-T SG 11 

CC: ITU-T SG 2, Q.2/2; SG 9, Q.13/9; SG 12, Q.13/12; SG 13, Q.16/13 & Q.6/13 & Q.7/13; SSG, Q.6/SSG & Q.7/SSG;

ETSI (for 3GPP and TISPAN); TIA (for 3GPP2)

Thank you for informing us of your intention to hold an electronic meeting to progress Signalling Requirements for IP-QoS. It was unfortunately not possible to discuss this at our last meeting and plan participation. However we would be pleased to participate in future similar meetings and remain committed to collaborating on this issue.  We enclose a copy of new recommendation H.360 (ex-H.qos.arch), which we hope will assist in defining a framework for QoS signalling.

ATTACHMENT:

- TD 76 (PLEN) – Consented H.360 “An Architecture for End-to-End QoS Control and Signalling”

	Noted

	S2-040549
	ITU-T SG 16
	LS on Technical Report on Mobility between H.323 Multimedia Systems and GPRS/IMT2000 Networks
	To:

3GPP TSG CN WG1, WG3/ 3GPP TSG SA WG1, WG2

For:

Action
ITU-T SG 16 Q.5/16 would like to present for your information a report on how to use the H.323 mobility management protocol in combination with GPRS/IMT2000 mobility management procedures (see Annex A). Public Mobile Networks, which offers GPRS, EGPRS and/or UMTS services, could be extended by the H.323 environment to allow a combined GPRS/UMTS and H.323 Mobility Handling.  H.323 users with an appropriate handset and an additional PLMN subscription would be able to conveniently move between H.323-based environments and mobile networks, as well as between public and private H.323 networks. To minimise the impact to the given GPRS/UMTS specification, it will be proposed to realize the H.323 environment in the GPRS user-plane (e.g. as an overlay to GPRS). 

ITU-T SG16 Q5/16 would like 3GPP TSG CN and TSG SA to:

· take notice of the document;

· give a feedback to Q5/16 about the document;

· indicate to Q5/16 whether this proposal could be integrated in principal into the GPRS/UMTS standard.

ITU-T Study Group16 Q5 appreciates your contributions and is looking forward to further cooperation. 

Attached:
Technical Report on Mobility between H.323 multimedia systems and GPRS/IMT2000 networks


	Open

	S2-040550
	OMA Location WG
	Length of Parameter for Service Identity
	To:

3GPP SA2 LCS, 3GPP CN4, 3GPP2 

 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

Overview

OMA Location WG seeking advice on length of service identity parameter.

Proposal

In its London Meeting (Nov 9-11, 2003), the OMA Location WG discussed whether the length of the service identity parameter (serviceid in MLP) should be specified or not, and, if it should be specified, what an appropriate length would be. It has been argued that 8 digits would be an appropriate length such that MCC (Mobile Country Code), MNC (Mobile Network Code) and service id together would uniquely identify a service asking for location information. Such a fixed length would be of importance to interfacing with billing centers. Other opinions were that the definition of the length of such a parameter would be better left up to roaming and service level agreements between involved parties.

Requested Action(s)

OMA Location WG kindly asks 3GPP SA2 LCS and 3GPP2 for their respective opinions and advice on this matter.

Conclusion

OMA Location WG thanks both organizations for their willingness to consider this matter and looks forward to a response.
	FW to LSC

	S2-040551
	OMA Location WG
	LS to 3GPP SA 2 on Service Identity in the MO-LR procedure
	To:

3GPP TSG SA 2

Overview

OMA Location WG acknowledges receipt of LS S2-040454 (LS04002) and returns the requested answer.

Proposal

At the OMA meeting in Beverly Hills, held February 2-5, 2004, SA2's request was discussed and - independent of the technical realization in MLP (Le) and RLP (Lr) - the group is confident that the change can be handled in the stage 3 protocol specification work within the current 3GPP release 6 time frame.
It was noted during the OMA meeting that "serviceid" is a parameter that is bidirectional, such that no change to the MLP would be required. It was also noted that the concept of a "mobile-originated deferred event" might be a solution to the stated problem. This latter approach would require a change to the MLP only, and not to any network protocol.
Requested Action(s)

OMA Location WG kindly asks SA 2 to be informed when the topic as described in CR S2-040154 will be agreed so that the Location WG can start to work on the issue.
Conclusion

OMA thanks 3GPP for its readiness to discuss the subject matter and looks forward to a response.


	FW to LCS
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Attachments


1. TS 22.071, v. 6.5.0: Location Services (LCS); Service description; Stage 1 This will be referenced

2. TS 23.271, v. 6.5.0: Functional stage 2 description of LCS This will be referenced

3. S2-032160: LS on correlation of calls and related location information for SIM less mobiles


4. S2-033800: Reply to EMTEL EM04td014r2 and Comments on ETSI SR 002 180 V0.3.2


1. Overall Description:


3GPP TSG-SA WG2, having analysed requirements in OCG EMTEL Draft SR ETSI SR 002 180 V0.3.2, have developed a list of issues that we feel need joint resolution in order to determine whether there is a need to add something or modify the existing 3GPP and OMA specifications on Location Services (LCS) in order to support E112 emergency calls in wireless networks.


2. Existing 3GPP and OMA specifications on location information in emergency services


The 3GPP LCS specification specifies how to handle and deliver location information for emergency telephony services and is applicable for different network architectures and regions of the world. The 3GPP LCS specifications TS 22.071 and TS23.271 are now quite stable and describe standardised mechanisms that have been developed to comply with the requirements on location information in emergency services that are currently known. TISPAN is invited to investigate the attached 3GPP LCS specifications. 


3GPP has established formal relationship with OMA in order to coordinate the work on location services standardisation. The work split is such that 3GPP has produced the service requirements in 22.071 and the functional requirements in 23.271. OMA and the OMA Location WG are producing the corresponding signaling protocols MLP, RLP and PCP for commercial services. MLP is the Mobile Location Protocol used on the Le interface between the LCS client and GMLC (Gateway Mobile Location Centre) in the mobile network, RLP is the Roaming Location Protocol used between GMLCs in different mobile networks and PCP is the Privacy Checking Protocol. These protocols may be applicable also for European emergency services, but possible changes due to new requirements or modifications may need to be reflected both in 3GPP and OMA specifications. The current understanding in 3GPP SA2 is that such changes anyhow should be minimised. 


3. Issues that were raised in SA2 related to emergency services


· One issue that should be resolved is whether the (commercial) Le interface between the LCS client and GMLC can be used by PSAP and emergency centres or whether the intention is to standardise a new signaling interface for this purpose? It is noted that e.g. the North American standard for the interface between the GMLC and emergency centers is not described in 3GPP specifications, only the implications and information needed from GMLC are standardised by 3GPP.
Within Europe the interface to the PSAP for location service is not a commercial arrangement therefore the use of the Le interface can be reused between the GLMC and the PSAP if 3GPP can determine that it is fit for the purpose that national regulation requires.
ETSI is a European standards organisation that supports the requirements of the EU, various national regulatory bodies and operators. However, it has no interest in supporting or endorsing standards produced by other regional or national bodies outside of ETSI. In accepting the output of ETSI and it does adopt documents from other organisations unless contributed to and reviewed by a Technical Body. 
Compatibility concerns exist between the reuse of a North American standard on the European networks and signalling systems. If 3GPP specify a protocol that does not transport or co-exist with the signalling systems of the European signalling systems. This cannot be used as a common protocol in the European region, across PLNMs and ISDN networks. Hence, we will fail to support a common protocol for European PLMNS and European ISDN networks. This may be part of the reason that 3GPP have difficulty to specify the North American standard for their own use. 3GPP CN groups are very well aware of these issues. ETSI TISPAN is concerned that 3GPP SA2 suggests that a North American Specific Standard has any wider application in the European region, without contribution, analysis and modification to solve these compatibility concerns.


· As an example of supported functionality it is noted that in some network configurations, the ability for either the PSAP or the emergency center to recognize the originating network might be lost due to interconnection issues. The PSAP or dispatchers, however, would need to know from which network they should request location information later on. Therefore in some regions of the world the originating network must provide its network identity to PSAP and the emergency center. 
This has not been identified from the European regulatory environment or the operators in the European region as a requirement and is therefore is not supported. However within the European ISDN set of protocols there is an ability to support this requirement.


· Some administrations may require the originating network to initiate the location retrieval process as soon as possible, rather than wait for the PSAP or dispatcher to request it.
If this service is provided by the mobile network when the 112 call is initiated then this will help with the requirement for the emergency call to the PSAP to be able to support both the push and pull of location information to the database.


· It is our understanding that the solution must optionally support emergency calls from SIM-less mobiles. 3GPP SA2 sent the LS S2-032160 (attachment 3) to ETSI EMTEL about this issue earlier this year and would welcome information and guidance from TISPAN.  
This is not a pan European requirement however in some European countries regulation requires this to be supported. Nationally, this may be a requirement. However, there is a requirement for blocking these features in others counties when these SIM-less mobiles roam. The Requirement to Identify SIM-Less mobiles is national, there is no known requirement from the EU for a pan-national standardised requirement.


· 3GPP SA2 also sent the LS S2-033800 in attachment 4 to ETSI EMTEL, which describes also other issues related to emergency services. ETSI EMTEL has responded to this LS and the response LS was sent also to ETSI TISPAN.
This document has been reviewed and noted at the TISPAN meeting #2 1st – 5th Dec 2003.



· One issue to be resolved is the responsibility of the wireless network in retaining the location information after the emergency call has ended, even though the emergency situation still continues. According to the privacy regulations the location information must not be stored for a long time, so the regulatory requirements may be somewhat conflicting in this case.
This is dependent on which network controls the location database, within Europe this is almost universally within the fixed line PSTN/ISDN networks. Most calls to the PSAP are from good Samaritans, the exception being an Emergency is from the caller. This then requires that location information from where the call was initiated is required as well as the latest location information of the caller if different.
The EU directive as reference in the OCG EMTEL document SR 002 180 gives the requirements on the privacy issue when an e112 call is made. There is no conflict between the EU directives as an exception exist to the Data Protection and Privacy Directive “that in the case of assistance in an Emergency” the personal data may be stored until the end of the emergency situation. Conversely, the PSAPs and Emergency Control Centres require that this data is stored and available until the End of the emergency situation; See SR 002 180. The physical location where this data is required to be stored varies according to national regulation, the PLMN may not be required to provide this data retention.

4. Actions:


To TISPAN:


ETSI TISPAN is invited to investigate the attached 3GPP LCS specifications to see whether the standardised solutions are already sufficient or whether modifications or additions are seen needed.


TISPAN will review these documents when the LiF specification is revised in Feb 2004, and we will keep you informed of any further requirements to these documents.


SA2 kindly request ETSI TISPAN to review the issues listed above and give feedback accordingly. 


3GPP SA2 would propose that ETSI TISPAN make reference to 3GPP LCS specifications and to the corresponding OMA protocol specifications, where applicable, in order to avoid possible duplication of work.


TISPAN will reference your specifications in a revised version of the LiF specification however some problems have arisen in the past to referencing the OMA specifications and as soon as these are resolved we will reference these documents.


We feel that a joint meeting of interested parties to resolve the issues identified, as well as others, may be the quickest means of providing a solution that can be implemented in the time frame requested by the EU. TISPAN is asked to consider the need for such a meeting and to identify possible further issues to be discussed.


TISPAN would be very interested in a joint meeting with 3GPP SA to resolve any outstanding issues, and this may be important to resolve the requirements in the next OCG EMTEL special reports on authority to authority and authority to citizen. However TISPAN does not consider that the issues you have presented in this liaison require a formal face to face meeting at present, but the LiF specification is planned to be worked on at a special meeting from the 21st – 25th Feb 2004 in which you are more than welcome to send representatives. 


To SA1:


Investigate if some further service aspects of emergency services need to be raised with ETSI TISPAN.


5. Date of Next TSG SA WG 2 Meetings:


TSG-SA2 Meeting #37
12-16 January 2004
Innsbruck, Austria


TSG-SA2 Meeting #38
16-20 February 2004
Atlanta, USA
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