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********************** First Change******************************

4.7
Multimedia Resource Function

The architecture concerning the Multimedia Resource Function is presented in Figure 4.5a below.
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Figure 4.5a: Architecture of MRF

The MRF is split into Multimedia Resource Function Controller (MRFC) and Multimedia Resource Function Processor (MRFP).

Tasks of the MRFC are the following:

-
Control the media stream resources in the MRFP.

-
Interpret information coming from an AS and S-CSCF (e.g session identifier) and control MRFP accordingly.
-
Serve as the central point (focus) of a conference providing the signalling session relation towards each conference participant.
-
Generate of CDRs.

Tasks of the MRFP are the following:

-
Control of the bearer on the Mb reference point.

-
Provide resources to be controlled by the MRFC.

-
Mixing of incoming media streams (e.g for multiple parties).

-
Media stream source (for multimedia announcements).

-
Media stream processing (e.g. audio transcoding, media analysis).

Tasks of an Application Server with regards to MRF are e.g. the following:

-
Conference booking and provide booking information (e.g. start time, duration, list of participants, PSI) to the MRFC.

-
Provide a floor control mechanism, by which end users (e.g. participants, chairman) can influence floor and provide information to the MRFC on how incoming media streams should be mixed and distributed accordingly.

The protocol used for the Mr reference point is SIP (as defined by RFC 3261 [12], other relevant RFC’s, and additional enhancements introduced to support 3GPP´s needs).

The Mp reference point allows an MRFC to control media stream resources provided by an MRF.

The Mp reference point has the following properties:

-
Full compliance with the H.248 standard.

-
Open architecture where extensions (packages) definition work on the interface may be carried out.

The protocol for the Mp reference point is not specified in this release.
******************** Second Change****************************

5.16
IMS messaging concepts and procedures 

This clause describes architectural concepts and procedures for providing Messaging in the IM CN Subsystem. The service enablers for Messaging and possible reuse of IMS service enablers within this context as well security and charging expectations, addressing, privacy, content handling and limitations, filtering, media types and message lengths, etc. are to be further studied.

Any ISIM related architectural requirements would be studied as part of overall IMS Messaging.

5.16.1
Immediate Messaging

This sub-clause describes architectural concepts and procedures for fulfiling the requirements for Immediate Messaging described in TS 22.340 [29a].

5.16.1.1
Procedures to enable Immediate Messaging

IMS users shall be able to exchange immediate messages with each other by using the procedure described in this sub-clause. This procedure shall allow the exchange of any type of multimedia content (subject to possible restrictions based on operator policy and user preferences/intent), for example but not limited to:

-
Pictures, video clips, sound clips with a format defined by 3GPP TS 26.xxx [37]

The sender UE can include an indication in the message regarding the length of time the message will be considered valid.
5.16.1.1.1
Immediate messaging procedure to registered public user identity
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Figure 5.47: Immediate Messaging procedure to registered public user identity

1. UE#1 generates the multimedia content intended to be sent to UE#2. 

2. UE#1 sends the MESSAGE request to P-CSCF#1 that includes the multimedia content in the message body.

3. P-CSCF#1 forwards the MESSAGE request to S-CSCF#1 along the path determined upon UE#1's most recent registration procedure.

4. Based on operator policy S-CSCF#1 may reject the MESSAGE request with an appropriate response, e.g. if content length or content type of the MESSAGE are not acceptable. S-CSCF#1 invokes whatever service control logic is appropriate for this MESSAGE request. This may include routing the MESSAGE request to an application server, which processes the request further on.

5. S-CSC#1 forwards the MESSAGE request to I-CSCF#2.

6. I-CSCF#2 performs Location Query procedure with the HSS to acquire the S-CSCF address of the destination user (S-CSCF#2).

7. I-CSCF#2 forwards the MESSAGE request to S-CSCF#2.

8. Based on operator policy S-CSCF#2 may reject the MESSAGE request with an appropriate response, e.g. if content length or content type of the MESSAGE are not acceptable. S-CSCF#2 invokes whatever service control logic is appropriate for this MESSAGE request. This may include routing the MESSAGE request to an application server, which processes the request further on.
For example, the UE#2 may have a service activated that blocks the delivery of incoming messages that fullfill criterias set by the user. The AS may then respond to the MESSAGE request with an appropriate error response.

9. S-CSCF#2 forwards the MESSAGE request to P-CSCF#2 along the path determined upon UE#2's most recent registration procedure. 

10. P-CSCF#2 forwards the MESSAGE request to UE#2. After receiving the MESSAGE UE#2 renders the multimedia content to the user.

11. – 16. UE#2 acknowledges the MESSAGE request with a response that indicates that the destination entity has received the MESSAGE request. The response traverses the transaction path back to UE#1.

5.16.1.1.2
Immediate messaging procedure to unregistered public user identity
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Figure 5.48: Immediate messaging to unregistered public user identity, service control invoked
1-5.
The same actions apply as for when the Public user identity is registered, see step 1-5 in clause 5.16.1.1.1.

6.
I-CSCF#2 interacts with the HSS as per the terminating procedures defined for unregistered public user identities in clause 5.12.1. If the public user identity has no services related to unregistered state activated the interaction with HSS would be as per the procedure defined in clause 5.12.2.

7.
I-CSCF#2 forwards the MESSAGE request to S-CSCF#2.

8.
Based on operator policy S-CSCF#2 may reject the MESSAGE request with an appropriate response, e.g. if content length or content type of the MESSAGE are not acceptable or the UE#2 does not have a service activated that temporarily hold the MESSAGE request in the network. 

S-CSCF#2 invokes whatever service control logic appropriate for this MESSAGE request. This may include routing the MESSAGE request to an application server, which processes the request further on.

For example, the UE#2 may have a service activated that allows delivery of any pending MESSAGE request. The AS may then hold the MESSAGE request and deliver the MESSAGE request when the UE#2 becomes reachable. In this case, depending on user settings UE#2 controls the delivery of the pending MESSAGEs.

9-12.
The MESSAGE request is acknowledged with an appropriate acknowledgement response. The acknowledgement response traverses the transaction path back to UE#1.
5.16.1.2
Immediate messages with multiple recipients

IMS users shall be able to send a single immediate message to multiple recipients, as specified in 3GPP TS 22.340 [29a]. The following means are supported to achieve this:

-
A PSI identifying a new group is created in the appropriate Application Server, and members are added to this group (e.g. by the user via the Ut interface or by the operator via O&M mechanisms). Immediate messages addressed to this PSI will be routed to the AS hosting the PSI, and this AS shall create and send immediate messages addressed to a group member of the group identified by the PSI.
-
The user can send an immediate message by indicating the individual addresses (Public User Identities for IMS recipients) of the intended recipients as part of the immediate message. The AS of the user shall then create and send immediate messages addressed to each one of the intended recipients.
5.16.2
Session-based Messaging

This subclause describes architectural concepts and procedures for fulfiling the requirements for Session-based Messaging described in TS 22.340 [29a].

5.16.2.1 
Architectural principles 

Session-based IMS messaging communications shall as much as possible use the same basic IMS session delivery mechanisms (e.g. routing, security, service control) as defined in clause 4 and 5 of this document. For session based messaging the session shall include a messaging media component, other media components may also be included. SIP preconditions should not be used for session based messaging establishment. Once the session containing a messaging media component is established, messages in the session are transported between the session participants as per the parameters defined in the messaging media component part of the session description (SDP). 

For addressing chat-group-type session based messaging the concept of Public Service Identities is used. 

Session based messaging is available for users that are registered in the IMS.

The session based messaging shall be able to provide the following functionality:

-
Per-message-based charging, as well as content- and size-based charging.

-
Operator-controlled policy to be set on the size and content of the messages. 

-
Support for a messaging media component as part of a session where other media components are also included. 

-
Support for messaging-only sessions.
-
It shall be possible to exchange messages between two endpoints end-to-end after the endpoints have established a messaging session.

-
It shall also be possible to exchange messages between two endpoints via a MRFP, e.g. if network based services are requested.
The interface between MRFC and MRFP for session based messaging is not standardised in this release.
5.16.2.2
Procedures to enable Session based Messaging

IMS users shall be able to exchange session-based messages with each other by using the procedure described in this sub-clause. This procedure shall allow the exchange of any type of multimedia content (subject to possible restrictions based on operator policy and user preferences/intent), for example but not limited to:

-
Pictures, video clips, sound clips with a format defined by 3GPP TS 26.xxx [37]

5.16.2.2.1
Session based messaging procedure to registered public user identity


The following procedure shows the establishment of a message session between two registered UEs without preconditions where the endpoints are able to exchange messages end-to-end.
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Figure x: Session based messaging end-to-end

1.
UE #1 generates and sends an INVITE request addressed to UE#2. The initial SDP indicates that UE#1 wants to establish a message session and contains all necessary information to do that.

2.
P-CSCF#1 forwards the INVITE request to S-CSCF#1 along the path determined upon UE#1's most recent registration procedure.

3.
S-CSCF#1 invokes whatever service control logic is appropriate for this INVITE request. This may include routing the INVITE request to an application server, which processes the request further on.

4.
The S-CSCF#1 applies regular routing procedures and forwards the INVITE request to the next hop I-CSCF#2

5.
I-CSCF#2 performs Location Query procedure with the HSS to acquire the S-CSCF address of the destination user (S-CSCF#2).

6.
I-CSCF#2 forwards the INVITE request to S-CSCF#2.

7.
S-CSCF#2 invokes whatever service control logic is appropriate for this INVITE request. This may include routing the INVITE request to an application server, which processes the request further on.

8.
S-CSCF#2 forwards the INVITE request to P-CSCF#2 along the path determined upon UE#2's most recent registration procedure.

9.
P-CSCF#2 forwards the INVITE request to UE#2.

10-11.
UE#2 and UE#1 establish an end-to-end messaging path to exchange messages between each other.

12-17. UE#2 acknowledges the INVITE. The response traverses the transaction path back to UE#1

18-22. UE#1 acknowledges the establishment of the session and sends the acknowledgement via the established session path.

23.
UE#1 sends a message directly to UE#2.

24.
UE#2 acknowledges the message.

25.
UE#2 sends a message to UE#1.

26.
UE#1 acknowledges the message.
5.16.2.2.2
Session based messaging procedure using intermediate node

The following flow shows session based messaging using an intermediate server for a chat service (an intermediate server may also be used for e.g. charging etc.). In this case the intermediate chat server (MRFC/AS) is addressesed by the UE#1 using a PSI.
In the following flow it is assumed that UE#1 is the first UE entering the session towards the MRFC/AS and has activated a service that avoids the MRF to send back to UE#1 the same message UE#1 sent.
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Figure x: Session based messaging towards multiple Ues
1.
UE #1 generates and sends an INVITE request addressed to a conferencing or chat PSI. The initial SDP indicates that UE#1 wants to establish a message session and contains all necessary information to do that.

2.
The P-CSCF forwards the INVITE to S-CSCF that then forwards the INVITE to the MRFC/AS using normal PSI routing mechanisms

3.
The MRFP initiates the establishment of a messaging path connection towards the UE#1.
4.
The UE#1 acknowledges the establishment of the messaging path connection.

5-6.
MRFC/AS acknowledges the INVITE.

7-8. UE#1 acknowledges the establishment of the session.

9.
Another UE sends an INVITE request addressed to the same conferencing or chat PSI. The initial SDP indicates that the UE wants to establish a message session and contains all necessary information to do that

10.
The MRFP initiates the establishment of a messaging path connection towards the UE.

11.
The UE acknowledges the establishment of the messaging path connection.

12.
MRFC/AS acknowledges the INVITE

13.
UE acknowledges the establishment of the session

14.
UE#1 sends a message towards the MRFP

15-17.
MRFP acknowledges the message and the message will be sent to all recipients e.g. all in the chat room.

18.
New INVITE requests (i.e. from new possible participants to the session) may arrive at any time.

******************* End of Change******************************
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