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1. Introduction
It shall be possible for users of Rel6 UEs to select an operator when multiple operators share a network. TR 23.851 describes up to now no specific mobility management signaling for the handling of the operator identity. This paper discusses how the operator identity may be treated within mobility management procedures. 
2. Discussion
A Rel6 UE may indicate the selected CN operator at network selection and re-selection. This is obviously an optional information element in attach or location/routing area updating request messages. The response message may indicate the serving CN operator -variant a)- encoded in the RA/LA identity or –variant b)- by a separate information element.
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Variant a) configures multiple identities for each RA/LA for use in mobility management signaling. For GWCN an SGSN or MSC needs to configure for each RA/LA a separate identity for each sharing CN operator and potentially an additional identity for the pre-Rel6 UEs. For MOCN an SGSN or MSC needs to configure for each RA/LA one identity for the sharing CN operator and potentially an additional identity for the pre-Rel6 UEs. Also the resolution of RAI/LAI to SGSN or MSC/VLR addresses to find the old serving node has to configure all these identities accordingly. As the serving CN operator is encoded in the RAI/LAI a new MSC/VLR or SGSN can derive the old MSC/VLR or SGSN from old RAI/LAI also in MOCN configurations when multiple CN nodes (operators) serve the same physical RA/LA. As the old RAI/LAI is stored on the SIM the old CN node (operator) can also be derived at attach after power off.

Variant b) uses for all sharing CN operators the same unique identity for each RA/LA in mobility management signaling. The identity of the serving CN operator is signaled in a separate information element in the response message. The UE stores the serving CN operator for displaying and comparison with available operators in the neighbor RA/LA when the UE moves. A new MSC/VLR or SGSN can derive the old MSC/VLR or SGSN from old RAI/LAI and NRI also in MOCN configurations when multiple CN nodes (operators) serve the same physical RA/LA. As the old RAI/LAI is stored together with the (P-)TMSI on the SIM the network can derive the old CN node also at attach after power off. 
An Attach after Detach will go always to the previous CN operator when the shared network and the CN operator are available. The required functionality is already specified for Iu Flexibility. Only when a UE detaches from a CN operator on a shared network and attaches in another area where the same CN operator has a legacy network with the same ID an international roamer may attach to another CN operator when the same shared network is still available. At detach/attach at the same location the CN node is not changed. The potential change of the network under specific conditions when attaching at another location should not harm as this can never generate a load compared to detach/attach with CN operator and node change at the same location. So it seems not worth to store the operator ID on the SIM for this rare case. As long as the UE is attached it stores the CN operator ID and it can select the non-shared network with the PLMN ID of the CN operator attached to when it moves.
Both variants allow Rel6 UEs to select a serving CN operator, to indicate the serving CN operator to the UE and to find the old MSC/VLR or SGSN. Variant a) requires more implementation, planning and configuration effort as the number of RA/LA identities multiplies. Furthermore, MOCN configurations have to support variant b) to find the old MSC/VLR or SGSN for pre-Rel6 UEs. Only Variant a) can attach to a legacy PLMN with ID of the old operator when detach was from a shared network and a CN operator with the same ID. This is therefore only applicably when one operator shares the network in parts of a country and has a legacy network in other parts and this is only for international roamers as national roamers are typically not accepted by the shared network when the CN operator has a non-shared PLMN in the same location.
The handling of forbidden LA or PLMN is the same for both variants, i.e. completely within the UE. The corresponding reject messages indicate no LAI or PLMN ID. These IDs have to be determined by the UE und the UE stores these IDs in the appropriate lists.

From the comparison variant b) is preferred as it provides the same functionality with less effort. The marginal advantage of variant b) for a specific geographical network configuration and for only a subset of the UEs does not justify the additional effort.
3. Conclusion

Both variants a) and b) may be used for mobility management procedures of Rel6 UEs. As variant a) requires more effort and variant b) is anyhow needed for pre-Rel6 UEs variant b) is preferred.
It is proposed to add the text of chapter 2 to TR 23.851.
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