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1.
Introduction
The last CN plenary held in December 2003 has discussed the DNS domain name usage. The result of the discussion has been reported to SA#22 plenary by LS document SP-030735.
The main decisions stated within the LS are hereafter reported for seek of simplicity:
· ".gprs" domain will be used for existing services (and no other domain);

· "3gppnetwork.org" domain will be used for IMS (in the particular case of a subscriber with no ISIM) and possible new services.

3GPP TSG CN came to the following conclusions:

1. 3GPP would like to transfer the ownership of the 3gppnetwork.org domain to GSMA. GSMA would then manage the use of this domain as for .gprs TLD.

2. GSMA would then be in charge of the allocation of 3gppnetwork.org sub-domains to relevant entities or operators and will specify the format of the address which shall be used (e.g. XXX.mnc<MNC>.mcc<MCC>.3gppnetwork.org, XXX.mnc<MNC>.mcc<MCC>.gprs or any other).

3. GSMA IREG will be responsible for the allocation of the addresses used within 3GPP networks. The description of all the addresses will be documented in the TS 23.003 and other 3GPP specifications will refer to it. On request of 3GPP, GSMA IREG will determine the format of the addresses to be used (i.e. the domain and the structure of the address).

The Proposed CR to 23.003 introduces the usage of TDL “3gppnetwork.org” just for IMS, while the “.gprs” will be used for GPRS services and for roaming using the GRX network.
2.
Discussion
The above mentioned decision of CN, based on request coming from GSMA IREG, has to be taken into account in stage 2 definition of W-APN resolution in order to avoid the risk that during stage 3 the CN will ask to SA2 to modify what we have done without taking into account such decision.
The key element of the W-APN resolution is the usage of a DNS query to resolve the PDG name at which send the end‑to‑end tunnel establishment. So, considering that the W-APN resolution refers to scenario 3 and beyond, i.e. to PS services, it has been expected that for access to PS services and for future support of service continuity the W-APN should have the same network domain name of the GPRS’s APN. In fact in case of usage of different network domain name, any application should be aware of the fact the user is attached to mobile network or to WLAN AN in order to send an APN with the appropriate network domain name. Moreover the DNS infrastructure for access to the same PS service via mobile network or via WLAN in roaming should be not different for access via GPRS or via WLAN, but for access to PS or IMS services.
Furthermore, considering that the WLAN AN can be belong to a third party (e.g. an WISP), as discussed many times during previous SA2 meetings, the usage of “.gprs” TLD implies that the DNS server of the non-PLMN operator, such as a WISP, may be not able to resolve the name unless it has be configured to forward the query to the DNS server of a mobile operator which has access to the GRX DNS infrastructure.
3  Conclusion and proposal
Hence considering the above CN decision the consequences are:
· If TLD “gprs” is a private domain, then when a roaming agreement is signed between a WLAN operator and a PLMN, the DNS server of the WLAN operator shall be configured in order to re-direct the DNS query with “.gprs” domain name to a DNS server of a mobile operators.

· The GSMA should define also roaming rules which shall be fulfilled by WLAN operator when an agreement is signed between a PLMN and a WLAN operator.

· In order to avoid specific configuration of DNS server of WLAN operator, the GSMA shall sponsor the fact that the TLD “.gprs” will be a public TLD approved by ICANN and managed by GSMA.

So the following revision of 7.9.3 is proposed.

--------------- proposed revision ------------------------
7.9.1 Use of DNS

It shall be possible to restrict the propagation of DNS information used for the above mechanism to DNS servers controlled by the PLMNs and to DNS servers available only to authorised 3GPP UEs (i.e. those UEs which have successfully connected to a 3GPP Interworking WLAN.)

It shall be possible to configure multiple PDG addresses against a single FQDN in a manner which allows the load to be shared across these PDGs.
In case of roaming from a WLAN AN not belonging to PLMN operator,  the DNS server of the WLAN AN shall be configured in order to forward the DNS query for a Top Level Domain “.gprs” or “3gppnetwork.org” to a DNS server of the PLMN with which the WLAN operator has the roaming agreement. 
Note: The above shall be achieved by standard DNS mechanisms. The usage of TLD and the DNS query performed by the UE to resolve the W-APN needs further considerations based on Stage 3 work and on decision of GSMA about the management of TLD “.gprs” or “3gppnetwork.org”. Further details are ffs.
Note: The DNS query may be also forwarded to a DNS server managed by GSMA or by other entity which will  work on behalf of GSMA, acting as root DNS of “.gprs” TLD
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