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1 Introduction

TR 23.825 introduces concepts and definition of packet flows, including IP flows. Some of these definitions and concepts overlap with those defined in the IETF. A proposal to change specific parts of 23.828 to align it to IETF terminology and concepts is made.

2 Proposal

1st modified section

3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TS 21.905 [2] and the following apply:

Editor’s note: terms shown in <angle brackets> are provisional.

Packet flow: a specific user data flow carried through the Traffic Plane Function. A packet flow can be an IP flow.
Service data flow: aggregate set of packet flows. 
In the case of GPRS, it shall be possible that a service data flow is more granular than a PDP context.

Service Data Flow Filter: a set of filter parameters used to identify one or more of the packet flows constituting a service data flow. At least the following means for the packet flow identification shall be supported: source and destination IP address+port, transport protocol, or application protocol.
Charging rule: data that identifies the service data flow filters, charging key, and the associated charging actions, for a single service data flow.
Charging key: information used by the online and offline charging system for rating purposes.

Dynamic charging rules: Charging rules where some of the data within the charging rule (e.g. service data flow filter information) is assigned via real-time analysis which may use dynamic application derived criteria. 
Static charging rules: Charging rules where all of the data within the charging rule describing the service data flow is permanently configured throughout the duration of a user’s data session. Static charging rules may be activated dynamically.

Predefined charging rules: Static charging rules which are defined in the Traffic Plane Function.

2nd modified section

4.1
General

The current level of traffic differentiation and traffic-type awareness of the GPRS architecture shall be extended beyond APN and PDP Context level. It shall be possible to apply differentiated charging for the traffic flows belonging to different services (a.k.a. different service data flows) even if they use the same PDP Context. 

Charging and tariffing models described in this Technical Report shall be possible to be applied to both prepaid and postpaid subscribers, i.e. to both online and offline charging.

The GPRS online charging solutions up to release 5 are built around CAMEL mechanisms that provide online access- and charging-control for GPRS - pertaining to PDP Contexts of an APN. 

The evolved bearer charging architecture developed in this Technical Report shall use generic native IP charging mechanisms to the extent possible in order to enable the reuse of the same charging solution and infrastructure for different type of IP-Connectivity Networks. 

Note: 
Providing differentiated service-data flow-based charging is a different function from providing differentiated traffic treatment on the IP-flow level. The operation of service-data flow-based charging shall not mandate the operation of service-based local policy. At the same time, the relationship of the PDP Context based service-based local policy mechanisms of the Go interface and the service data flow based charging mechanisms will have to be carefully studied.

The following new release 6 functions need to be provided by the network for service data flow based charging. This applies to both online and offline charging unless otherwise specified:
· Identification of the service data flows that need to be charged at different rates

· Provision and control of service data flow level charging rules

· Reporting of service data flow level byte counts 
· Event indication according to on-line charging procedures (e.g. sending AAA Accounting Stop) and, optionally, following this particular event, taking appropriate actions on service data flow(s) according to the termination action defined in the respective charging rule(s).

These new functions shall be compatible and coherent with the authentication, authorization, PDP context management, roaming and other functions provided by the existing architecture.

In addition charging based on specific application services or protocols shall be supported.
4.2
Traffic Plane Function

This refers to the filtering that identifies the service data flows that need to be charged at different rates. Basic example: look for packets to and from service A.

· Different filtering and counting shall be supported for downlink and uplink.

· Different granularity for service data flow filters identifying the service data flow shall be possible e.g.

· Filters based on the IP 5 tuple (source IP address, destination IP address, source port number, destination port number, protocol ID of the protocol above IP). . Port numbers and protocol ID may be wildcarded. IP addresses may be wildcarded or masked by a prefix mask.
· Supporting filtering with respect to service data flow based on the transport and application protocols used above IP shall be possible for HTTP and WAP. This includes the ability to differentiate between TCP, Wireless-TCP according to WAP 2.0, WDP, etc, in addition to differentiation at the application level. Filtering for further application protocols and services may also be supported.

· In the case of GPRS, the traffic plane function shall provide the ability to support simultaneous independent filtering on service data flows associated with all, and each individual active PDP contexts; that is, primary and secondary PDP contexts, of one APN.
· In case of no applicable filters for a service data flow, an operator configurable default charging should be applied.
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Figure 4.2 – Relationship of service data flow, packet flow and service data flow filter
3rd modified section

5.2.5
Application Function

The application function provides information to the service data flow based charging rules function, which can then be used for selecting the appropriate charging rule, and also used for configuring some of the parameters for the charging rule. The operator configures the charging rules in the service data flow based charging rules function, and decides what data from the application function shall be used in the charging rule selection algorithm.

The Application Function shall provide information to allow the service data flow to be identified. The Application Function shall also provide some other information that may be used in the charging rule selection process.

The information provided by the application function is as follows:

· Information to identify the service data flow: refer to subclause 4.2 
The application function may use wildcards to identify an aggregate set of IP flows.

· Information to support charging rule selection:
- Application identifier
- Application event identifier
- Type of Stream (e.g. audio, video) (optional)
- Data rate of stream (optional)

Editor’s Note: Additional information is FFS.

The “Application Identifier” is an identifier associated with each service that an AF provides for an operator (e.g. a PSS application function would have one application identifier for the PSS service).

The “Application event identifier” is an identifier within an Application identifier. It is used to notify the Service Data Flow Based Charging Rules Function of such a change within a service session that affects the charging rules, e.g. triggers the generation of a new charging rule.

End of modified sections
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