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Introduction
This contribution discusses one issue arising from the scenarios in TR 23.881, namely the lack of support for PDP type IPv6 in visited networks. 
The author would like to thank Martin Harris (Orange), who provided valuable comments on an earlier version of this contribution,
Discussion

The following scenario is currently included as one of the scenarios in TR 23.881.
UE and SGSN are in the visited network. The GGSN, P-CSCF, I-CSCF and S-CSCF are in the IPv6 home network. The visited network does not support IPv6 PDP context.
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Figure 5-11: Roaming - IPv4 visited with GGSN and IPv6 IM CN subsystem in home network

Given that the visited network does not support IPv6 PDP contexts, the UE has to establish an IPv4 PDP context. Given that the P-CSCF does not support IPv4, it can only receive SIP messages over IPv6. Possible solutions to this discrepancy could be:

1. The UE uses SIP over IPv6. In this case it needs to tunnel the IPv6 packets in IPv4 packets. The GGSN, the P-CSCF or some entity between GGSN and P-CSCF extract the IPv6 packets.

2. The UE uses Ipv4 SIP messages and an intermediary (located between GGSN and P-CSCF) "translates" them to IPv6.

As for option 1 it is unclear which entity would unpack the IPv4 packets and how the UE could address it. Note hat the P-CSCF does not support IPv4 according to the assumption and the GGSN as such does not have the capability. Thus the UE would need to discover and address a new functional entity. Also, the UE would need the ability to tunnel the packets. All this implies an undesirable complexity, in particular to UE implementations. Moreover the length of messages sent over the air interface would increase. 
As for option 2, this raises the issues and disadvantages addressed in subclause 5.1.3. and cannot be recommended.

We conclude that network operators, who introduce 3GPP IMS using IPv6, should ensure that their GPRS roaming partners provide support for PDP contexts of PDP type IPv6.
Similar arguments apply to the modified scenario where the home network is dual stack. In such case UE and P-CSCF could communicate using IPv4. More precisely, they would need to use IPv4 even if both are IPv6 capable.
Proposal

It is proposed to add the following reference:

[x] draft-ietf-ngtrans-isatap-16.txt (October 2003): "Intra-Site Automatic Tunnel Addressing Protocol (ISATAP)"

Editor's note: The above document cannot be formally referenced until it is published as an RFC.
It is proposed to capture the discussion and conclusions above in TR 23.881 as follows:

FIRST SET OF CHANGES
3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

CN
Core Network

CSCF
Call/Session Control Function

GGSN
Gateway GPRS Support Node

I-CSCF
Interrogating CSCF

IM
IP Multimedia

IMS
IP Multimedia Subsystem

IP
Internet Protocol

IPSec
IP Security protocol

NAT
Network Address Translation

P-CSCF
Proxy-CSCF

PDP
Packet Data Protocol

S-CSCF
Serving-CSCF

SGSN
Serving GPRS Support Node

SIP
Session Initiation Protocol

UE
User Equipment

4
Architectural Requirements

4.1
Support of PDP type IPv6

If GPRS Roaming is used, i.e. the GGSN and P-CSCF are in the home network, then the support of IMS using IPv6 requires the support of PDP contexts of PDP type IPv6 in both the visited and the home network.
Subclause 5.2.2.4.5 discusses a possible work-around for the case where this requirement is not met because the visited network does not support PDP type IPv6.

NEXT SET OF CHANGES
5.1.3
IP Versions in UE and P-CSCF

IMS security relies heavily on the security association between UE and P-CSCF: IPSec is used between P-CSCF and UE. Any intermediary node between UE and P-CSCF, which changes the IP messages exchanged, would create serious security problems and require significant changes to the IMS security architecture. Moreover, if SIP compression is used between P-CSCF and the UE, then SIP messages cannot be read or modified by intermediate nodes. In addition mechanisms for P-CSCF discovery would require modification if IP version interworking was applied between UE and P-CSCF.
Thus it is recommended and assumed in this TR that SIP communication between UE and P-CSCF either uses IPv4 or IPv6 without intermediaries changing the IP version. 

NEXT SET OF CHANGES
5.2.2.4.5
Roaming - IPv4 visited with GGSN and IPv6 IM CN subsystem in home network
UE and SGSN are in the visited network. The GGSN, P-CSCF, I-CSCF and S-CSCF are in the IPv6 home network. The visited network does not support IPv6 PDP context.
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Figure 5-11: Roaming - IPv4 visited with GGSN and IPv6 IM CN subsystem in home network
In this scenario the requirement from subclause 4.1 is not met.

This is an attractive IMS deployment scenario for operators as it does not rely on the support of any explicit IMS functionality in the visited network, however problems arise through the lack of IPv6 PDP context support in the visited network. As such, operators should wherever possible seek agreements with their roaming partners for the support of IPv6 contexts where IMS roaming is to be supported (this should be the long term objective).
In the event that an IPv6 context is not available in the visited network, the alternatives for the operator are (a) to employ a dual stack IMS and establish an IPv4 IMS session or (b) to use a tunnelling method between the UE and home network. Where an IPv4 IMS session is established between the UE and the IMS this essentially becomes an implementation of scenario 5.2.2.4.6. 
Tunneling of IPv6 packets over IPv4 from the UE to the IMS CN subsystem is a technically feasible, although complex, option and there are various issues that would need to be addressed. There would be the need for an IPv4-IPv6 gateway acting as the tunnel end-point responsible for packing/unpacking the IPv6 packets. The UE would need to discover and address it. Also, the UE would need the ability to tunnel the packets. .Further work would be needed on how the UE would address this entity, however existing IETF work (e.g. ISATAP [x]) could be used. This implementation would also lead to increased complexity in the UE and inefficiencies over the air interface as the IPv6 is tunneled over IPv4. In many cases header compression would be applied only to the IPv4 header, but not for the IPv6 header inside. The SBLP mechanisms at the Go interface could not be used between an IPv4 GGSN and an IPv6 P-CSCF. This is therefore not a particularly attractive solution.

Similar considerations like in subclause 5.1.2 apply: one approach is that the UE would initially attempt to establish an IPv6 context to its home GGSN and, if this fails, establish an IPv4 context and tunnel an IPv6 IMS session over IPv4.
It can be concluded that network operators, who introduce 3GPP IMS using IPv6, have a strong interest that their GPRS roaming partners provide support for PDP contexts of PDP type IPv6.
5.2.2.4.6
Roaming - IPv4 visited with GGSN and dual stack IM CN subsystem in home network
UE and SGSN are in the visited network. The GGSN, P-CSCF, I-CSCF and S-CSCF are in the dual stack home network. The visited network does not support IPv6 PDP context.
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Figure 5-12: Roaming - IPv4 visited with GGSN and dual stack IM CN subsystem in home network

Again, based on the considerations in subclause 4.1 and 5.1.3, UE and P-CSCF cannot use IPv6 for SIP communication, even if both are IPv6 capable. However, in this scenario they can fall back to IPv4, if the UE is dual-stack. In this case similar considerations like in subclause 5.1.2 apply: one approach is that the UE would initially attempt to establish an IPv6 context to its home GGSN and, if this fails, establish an IPv4 context and seek to establish an IPv4 IMS session.
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