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1 Introduction

This contribution discusses some of the issues regarding the implementation of E112 emergency call support, and the impact of these issues on the stage 2 requirements for location services.

2 Architectural Issues 

A number of architectural issues must be resolved before changes to 23.271 are made.  These architectural issues range from requirements placed on the wireless network due to the architecture of the emergency system adopted by an administration, to requirements placed on the network based on capabilities defined by an administration.

2.1 Multiple Public Safety Architectures

There are a number of public safety architectures possible.  In general, the major functions that will differ among countrires are the number and scope of answering points, call routing, and dispatching of the emergency response team.  Each administration must be free to choose the most appropriate architecture for their needs.

Answering Points may vary from country to country in number, and area of responsibility.  Some countries may choose to centralize PSAPs to a single entity responsible for the entire country.  Other countries may choose to adopt a system of multiple PSAPs, each responsible for specific geographic areas.  Countries may insist on the wireless networks having direct trunking connections from the wireless network to the PSAP, or may allow the use of intermediate PSTN switching.

PSAPs may have multiple functions.  They may be required to screen and verify callers before dispatching an emergency response team.  They may have the responsible of dispatching the emergency response team, or instead be required to re-route the call to the dispatch function.  In this case, the rerouting might be manual or automated to some degree.  .

Dispatch Functions have the function of actually sending the response team (fire, ambulance, police) to the proper location.If there are multiple dispatchers within the country, then the emergency call must be routed to the dispatcher serving the geographic area where the mobile caller is situated.

2.2 Originating Network Functions

As a result of the multiple possible architectures, the standard will have to support a wireless network performing a number of location-related functions which may be required by the administration.

· Identify originating network to PSAP.  In some architectures, the ability for either the PSAP or the dispatch function to recognize the originating network might be lost due to interconnection issues.  In these cases, it is necessary for the originating network to provide information to identify itself, such that it can be used by PSAPs or dispatchers to originate location requests back to the appropriate network.

· Route to PSAP based on location.  In architectures where there are multiple PSAPs, administrations may require the originating network to route the call to the appropriate PSAP based on the caller’s location.  In these cases, it may necessary for the originating network to assign a forward routing number to the ISUP call setup in place of the 112 dialled number.  This would happen where the network was not directly connected to each and every PSAP, and therefore could not use trunk selection as a means of routing.  Original EU requirements allow this assignment to be based on cell ID, but it may happen that an administration may require a finer granularity based on the callers location rather than the serving cell identity.

· Uniquely identify the emergency call instance.  In order for a PSAP/dispatcher to poll a network to get an updated location, it is necessary to be able to identify the call (in order to request the location of the proper caller).  This identifier must be passed in both the ISUP stream.  If the location is pushed to the GMLC (as is done in NA), then the same identifier must be pushed to the GMLC so that it may correlate subsequent requests for initial position.  The identifier may be required to be present even in the case of roaming and SIMless MS.

2.3 Emergency Call Handling

Some administrations may require the originating network to initiate the location retrieval process as soon as possible, rather than wait for the PSAP or dispatcher to request it.  This is currently supported for NA, but the option must be globalized.

3 Requirements Issues

3.1 Resolution of Architecture

If the standard must support multiple architectures, then a number of items must be made optional.  For example, in an architecture where a PSAP or dispatch center do not have direct trunks to the wireless networik which can be used to identify the originating network, then the call setup message must include a network address of some network element, so that the location service client will know where to send a location request.  This element is also required if location of roamers is to be supported.  Further, both the ISUP call setup and the location message pushed to the GMLC should contain the same correlation information.  The correlation information is needed if support of SIMless UEs are required.  The property of the correlation number is that it must be assignable by the originating node (usually the MSC or SGSN), and used both by the PSAP client and the GMLC.  Also in the case of SIMless phones, there needs to be agreement on the form of the identification to be used as the calling party.

3.2 Best Effort

The following text is taken from the EMTEL report:

The “Commission Recommendation on the processing of caller location information in electronic communication networks for the purpose of location-enhanced emergency call services” requires that the originating network should generate the following emergency call-related information and transmit this information together with the single European emergency call number ‘112' and other national emergency numbers, all free of charge and without having to use any means of payment.

Recommendations 4 and 9, are quoted below:

4. For every emergency call made to the European emergency call number 112, public telephone network operators should, initiated by the network, forward (push) to public safety answering points the best information available as to the location of the caller, to the extent technically feasible. For the intermediate period up to the conclusion of the review as referred to in point 13 below, it is acceptable that operators make available location information on request only (pull).

While some have interpreted this to mean that Cell ID location is all that is required, a stricter interpretation would be that the best technology must be employed.  In other words, if enchanced Cell ID is used for commercial purposes, it must also be used for emergency location.  Of more interest, however, is if A-GPS or E-OTD are available in the handset.  The implication is that for networks supporting advanced methods, the UE capability must be checked before initiating the NI emergency location request.

3.3 Duration of location availability

The final issue to be resolved is the responsibility of the wireless network in retaining the location after the emergency call has ended.  There are arguments to be made on both sides of the issue.  Normal privacy procedures would dictate that the location not be made available at the wireless network after the call has ended.  Use of a correlation number (correlating the call to the location request) supports that concept.  There may be cases (abduction/kidnapping for example) that the call has ended, and the emergency center needs to obtain updated location (e.g. tracking application).  Thus a mechanism needs to be in place to insure this capability, while at the same time protecting the target from a malicious client masquerading as an PSAP and obtaining target location under false pretenses.

4 Requested Action

These issues need to be discussed with TISPAN to reach agreement on the requirements for the emergency client interface.  Once this agreement is reached, work on 23.271 may proceed.  It is therefore proposed that the above text be captured in an LS to TISPAN to begin the discussion.  The next TISPAN meeting is the first week in December.

