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Introduction

IMS messaging is part of the IMS phase 2 WID for release 6. One of the IMS messaging types is Session based Messaging. It is intended that Session based Messaging will leverage the work done in the IETF SIMPLE WG specifically that described in draft-ietf-simple-message-sessions-02. This assumption has already been agreed in CN1.  The SIMPLE work on message sessions leverages the SIP Invite method to establish a session for exchange of messages using a new protocol Message Session Relay Protocol (MSRP). The basic mechanism is that the initiator of the Message Session sends a SIP Invite to the user that he wishes to establish a Message Session with. This Invite contains SDP with Media type, attributes and IP address and port numbers defined for MSRP (see example in table 1).
Table 1: Typical example MSRP SDP in INVITE
v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 my.unique.session.URL
t=0 0

m=message 9999 msrp/tcp message/cpim text/plain text/html

a=direction:both 15
a=session: msrp://[5555::aaa:bbb:ccc:ddd]:3402/s111271

MSRP requires TCP (or another reliable transport protocol) to transfer messages. The normal protocol sequence is that when the destination terminal receives the SIP INVITE containing MSRP SDP it attempts to establish a TCP connection to the Initiator. Once the TCP connection is established, the destination terminal sends a MSRP VISIT primitive that establishes an association of the connection to the session with the originating (source) terminal. Once the VISIT primitive is successfully acknowledged a SIP 200 OK is returned and the Message Session is established. The parties may then exchange messages using the MSRP SEND primitive.
3GPP Problem 

The far end needs to be able to establish a TCP connection with the initiator. However if a Signalling PDP context is used it may have packet filters that restrict IP flows to certain IP addresses (P-CSCF, DNS server, DHCP server etc). This prevents the TCP connection setup requests from reaching the UE.  Even if packet filters are not enabled on the Signalling PDP context a bearer PDP context needs to be established for the MSRP session which presumably needs to be authorised using an authorisation token so that service based charging can be used. A means to generate and deliver the authorisation token to the GGSN and UE is needed. It also may cause some terminal software complexity if a TCP connection setup request is transported on a Signalling PDP context that needs to establish a connection using a bearer PDP context. Since only the application is aware of what type of context should be used for this connection. Currently in the 3GPP specifications there is no standardised means available within IMS and the PS domain for the network to initiate the creation of the bearer PDP Context to the UE that is required to deliver the TCP connection setup request to the UE and establish the connection for MSRP message exchange. 

Because of these underlying architectural issues CN1 agreed in Bangkok a scenario for Message Session using Preconditions similar to the telephony flows in release 5 (see Figure 1). In our view this is simply an extremely expensive band-aid for the underlying architectural problems that requires 17 SIP messages to be transmitted over the radio interfaces for a mobile to mobile session as opposed to only 7 SIP messages in the IETF envisioned solution. Requiring 10 additional SIP messages (nearly a 250% increase!) over the optimal solution without preconditions (shown in Figure 2) is in our view unacceptable for Messaging Sessions particularly if the application is text based like chat. If the Message Session is a multi user conference then the additional SIP message overhead increases by a factor of N.
The average text message session exchange will likely be only a few hundred bytes to a couple of kilo bytes of data with some being less than a hundred bytes compared with 1 KB+/second for telephony. Preconditions certainly has a role in carrier class telephony but its use for messaging sessions is simply too expensive in terms of SIP signalling overhead to be utilised for anything other than the most bandwidth intensive messaging applications (video and audio messaging sessions etc). SIP Preconditions was developed to solve the basic problem with SIP telephony so that when the phone rings the bearer is in place so that when the called party answers they don’t say “hello” with no bearer in place for the caller to respond. This situation does not arise with Messaging since messaging is not a real time service and it is conveyed over a reliable transport. The need for conversation QoS and resource reservation does not apply for message exchanges over a reliable transport.
Examination of the CN1 agreed flow in Figure 1 illustrates the issue. The first exchange of application data ultimately takes place using the SEND primitive in step 59!!!!!!!!!!!!!!!!!!!!!

In the without preconditions flow in Figure 2 the first exchange of application date takes place in step 32 – almost half the number of steps of the first flow and only 40% of the number of the SIP messages over the radio interface of the first flow!

Discussions with colleagues who participate in 3GPP2 confirms that 3GPP2 do not have similar architectural limitations in terms of one way setup of IP flows since 3GPP2 utilise mobile IP and Network Initiated Data Sessions. 3GPP2 has taken the decision that it’s SIP based Messaging solution will be that defined by OMA. It is to be hoped that the OMA SIP Messaging solution and 3GPP IMS Messaging solutions will be very similar and interoperable. It can be expected that 3GPP2 operators participating in OMA are likely to be very reluctant to agree a Session Based Messaging solution that requires the very expensive use of preconditions to solve a 3GPP underlying IP architecture problem that does not exist in 3GPP2 networks. Likewise IMS Messaging and OMA Messaging solutions should be able to interoperate with IETF based clients in the internet or in corporate networks. If it is required to use preconditions for Message Sessions then this will likely result in 3GPP Message Sessions being unable to interoperate directly with 3GPP2/OMA Message Sessions or with fixed IETF Message Session Clients (e.g Microsoft Messenger).
Given these issues we believe that an architecture that requires establishment of Message Sessions to use preconditions will not be a practical solution for operators to deploy in their networks. It will simply be too expensive, too limited in its application and with the inability to interoperate with other important users in other networks and supply a poor customer experience.
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Figure 1. Message Sessions using Preconditions
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Figure 2. Message Sessions without Preconditions

Potential solutions other than the mandated use of Preconditions:

1. Use a Relay.
The current version of IETF Message Sessions draft considers the possible use of a Relay in some architectures. In this case the terminal would first establish a MSRP session with a Relay using the MSRP BIND primitive and then send in the SDP in the SIP INVITE the IP address and port number supplied by the relay in the Ack to the BIND so that the far end may VISIT the relay to establish an MSRP session. However after IETF #58 held a week ago it was decided to remove relays from the next version of the Message Sessions draft because of a number of significant issues with relays which are not easy to resolve. Another IETF draft applying to Message Sessions with relays will be progressed separately and according to the author’s estimate this would not be ready for IESG approval before the 3Q 2004 at the earliest and that this even may be optimistic.
In our case with IMS the use of relays requires the mobile to first establish a bearer PDP context to the relay and send a BIND request and receive the Ack for the BIND before attempting to establish the session. As well as being two additional MSRP messages sent over the radio at each end this requires the establishment of a bearer PDP context even if the far endpoint is unavailable or does not accept the session. There is also the need for the mobile terminal to discover the address of the relay and how this is done would have to be studied. Also authorisation of the bearer PDP context would be an issue otherwise there would be charging implications. In addition the location of the relay may be problematic. If the Relay is located in the Home network then all MSRP messaging traffic has to go via the home network even when the GGSN is in the visited network, increasing the messaging load on the network. If the Relay may be located in the visited network then the task of relay discovery becomes a harder problem. SIMPLE has determined Relay discovery to be out of scope so it would be a 3GPP problem to solve. IETF considers “the use of such relays has a significant impact on the scalability of MSRP. Each relay will require two TCP connections for each session in use, as well as memory for local session state storage. Most general purpose platforms on which one might implement MSRP relays will have relatively low limits on the number of simultaneous TCP connections they can handle. Therefore relays SHOULD NOT be used indiscriminately. In the absence of strong reasons to use relays, MSRP endpoints SHOULD be configured to set up point-to-point sessions.” [Draft-ietf-simple-message-sessions-02]. It is this issue and the proposed solution of multiplexing of TCP connections between Relays along with the problem of dropped connection recovery with Relays that have postponed this work.
Our view is that the use of a Relay should not be mandated in the IMS architecture as this is an additional functional element in the architecture adding additional cost and complexity and reducing the scalability and increasing the complexity. The mandating of relays may significantly delay release 6. The use of a Relay should only be an option if the operator absolutely requires it for other purposes. 
2. Request the far endpoint to host the session:

The IETF Message Sessions draft considers that there may be some endpoints such as those behind firewalls that cannot host the session because their network will not allow an external TCP connection to be established. In this case the sender of the Invite can indicate in the SDP that it is unable to host the session to the far end and then if a 200 OK is received from the far end indicating that the far end is able and willing to host the session then the initiator may establish the TCP connection and send the VISIT primitive to the far end.  

Using this mechanism might form the basis of one possible solution however it is not recommended by IETF because when two endpoints that cannot host a session attempt to establish a messaging session the establishment will fail. Since many corporate users will likely be behind firewalls that do not allow their endpoints to host sessions this will likely cause significant interoperability problems for a significant part of the messaging market. In addition this has the mobile terminal advertising the “brokenness” of the underlying 3GPP IP network to everyone! 
3. Use Network Requested PDP Context Activation (NRPCA):

In 3GPP release 6 a lot of work has already been done on Network Requested PDP Context Activation (NRPCA) primarily as part of the work on Push. This work can be leveraged to fix the underlying problem impacting IMS session based messaging. The basis of the proposal is that the GGSN would be informed by the P-CSCF via the PDF to expect an incoming IP message destined for the IP address and port number contained in the SDP of the Invite. An Authorisation token would also be generated. The GGSN when it received such an incoming IP message would be able to use the Network Requested PDP Context Activation procedures and Request PDP Context Activation Request primitive defined as part of the work on NRPCA to trigger the UE to establish a bearer PDP context to the source IP address of the incoming IP datagram.
Our view is that option 3 is the only true fix for the underlying problem. The other solutions are simply band aids for the problem. Option 3 also reuses much work that has already been done in 3GPP.

IMS Session Based Messaging Network Requested PDP Context Activation Procedure
Figure 3 shows how NRPCA may be utilised with IMS session based messaging.
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Figure 3. NRPCA for IMS message sessions
The sequence of events is explained for each step shown in the above diagram.
1. The P-CSCF receives a SIP INVITE without Require: preconditions, from a UE containing MSRP SDP which contains the IP address and port number that the UE is offering to host the MSRP session on. The SDP will also contain a timeout value for the time that the UE will keep this port open to accept a MSRP session. The P-CSCF determines from this that the UE is attempting to set up and host a MSRP session.
2. The P-CSCF interacts with the PDF to authorise the bearer for the MSRP session. The important parameters are the MSRP IP address and port number of the initiating UE and the requested timeout value. 
3. The PDF authorises the session generating an Authorisation token for the GGSN. The authorisation token is delivered to the GGSN along with the IP address and port number offered for the MSRP session and the timeout value in the SDP (3a). This information also forms part of the packet classifier for the PDP context. This requires some additional procedures in TS 23.207. The PDF also delivers the Authorisation token to the P-CSCF (3b) in case the far endpoint decides to host the MSRP session. If the far endpoint decides to host the MRSP session then the Authorisation token would be inserted in the SIP 200 OK from the far endpoint so that the initiating UE can include it when it establishes the bearer PDP context to send a VISIT. In this scenario the far end accepts the offer of the initiator to host the MSRP session and so attempts to establish a TCP connection to the initiator. The GGSN stores this information including the packet classifiers for the period of the timeout value and looks for incoming IP datagrams that have destination IP address and port number that correspond to those received from the PDF.
4. An IP datagram for TCP connection establishment from the far endpoint arrives at the GGSN within the timeout period. Since the destination IP address and port number match that received from the PDF the GGSN initiates the Network Requested PDP Context Activation procedure and adds the Source address information to the packet classifiers for the PDP context. 
5. The GGSN sends a PDU Notification Request to the same SGSN as that used for the Signalling PDP context. The PDP Notification Request contains the fields; IMSI, Tunnel Endpoint Identifier Control Plane, End User Address, APN, GGSN Address for Control Plane, and Authorisation Token. The necessary values are retrieved from those for the corresponding Signalling PDP context and the source and destination IP address in the IP datagram. An extension to TS 29.060 may be required to allow the PDP Notification Request to deliver the Authorisation Token. The GGSN may optionally (based on implementation) store the IP datagram for transmission once the PDP context is established.
6. The GGSN receives a successful PDU Notification Response from the SGSN.

7. The SGSN sends Request PDP Context Activation (TI, PDP Type, PDP Address, APN, Authorisation Token) to UE requesting the establishment of a secondary PDP context.

8. The UE sends Activate PDP Context Request to the SGSN with the IP address, APN and authorisation token obtained from the Request PDP Context Activation as per normal IMS bearer secondary PDP context activation.

9. The SGSN sends the selected GGSN a Create PDP Context Request.

10. The GGSN responds with a Create PDP Context Response and installs the Packet Classifiers for this PDP context (10a). The GGSN sends the GCID to the PDF (10b).

11. The PDF passes the GCID to the P-CSCF for charging purposes.

12. After successful PDP Context creation the SGSN sends Activate PDP Context Accept to the UE.

13. If the GGSN stored the IP datagram after Step 5 above then the GGSN transmits the IP datagram to the UE using the established PDP context (13b). If the GGSN did not store the IP datagram then when the TCP timer expires on the far endpoint the IP datagram will be retransmitted (13a) and then forwarded by the GGSN to the UE (13b).
Normal TCP connection establishment and MSRP Session establishment can now take place successfully.
In the end of session (BYE) and unsuccessful cases (4xx, 5xx, 6xx response) the P-CSCF/PDF will initiate the revoke authorisation procedures to the GGSN to ensure deactivation of the PDP context.
Proposal
1. That SA2 agree that to be practical IMS session based Messaging needs an efficient signaling scheme that is compatible with that of IETF Message Session clients and does not require the use of preconditions.

2. That SA2 investigate the use of Network Requested PDP Context Activation for IMS session based messaging establishment along the lines of the proposal above and that this be communicated to those working on NRPCA for Push.
3. That SA2 send a liaison to CN1 informing them that SA2 is looking into architectural enhancements for NRPCA for IMS session based messaging for release 6 and requesting CN1 to investigate the SIP protocol needs for IMS session based messaging without the need for preconditions.
If agreed then RIM intend to bring detailed proposed enhancements based on this solution to be included in TR 23.976, TS 23.060, TS 23.207 and also to other affected specifications.
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