3GPP TSG-SA2#36
Tdoc S2-034193
New York, USA, 24-28 November, 2003 
Agenda Item: 
IMS Phase 2 and IP-flow-based Bearer Charging

Source: 
Nortel Networks

Title: 
IP Flow Charging impacts on other mechanisms
1. Background

Document S2-033649 discussed how a network with IP Flow charging capabilities would mean that the UE did not have to provide an IM CN Subsystem signalling flag to the network.

Support was received to study this work, so it is proposed to document this study in TR 23.825 since this fits well with the existing annex “Overall Architecture Aspects of IP Flow Based Bearer Level Charging".
The CRs are provided to the IMS Phase 2 work item as discussed at the last SA2.

2. Proposal

The changes to 23.825 are shown below.

5.2.1

Service Data Flow Based Charging Rules Function

This entity provides service data flow level charging rules. This same functionality is required for both offline and online charging. The charging rules function accesses information stored in the service data flow based charging rules data repository. An external interface to the charging rules data repository may be used for management of the charging rules within the data repository. Specification of interfaces to the data repository is out of scope of this TR. 

The service data flow based charging rules function supports both static and dynamic charging rules. 

The service data flow based charging rules function determines what charging rules including precedence to apply for a user.

The service data flow based charging rules function will receive information from the application function that allows the service data flow to be identified, and this information may be used within the charging rule (i.e. protocol, ip addresses and port numbers). Other information that is received by the service data flow based charging rules function (i.e. application identifier, type of stream) may be used in order to select the charging rule to be applied. 

In the case of an IMS application, the Service Data Flow Charging Rules Function shall be able to provide service data flow level charging rules for IM CN subsystem signalling traffic in order for the operator to decide on what particular rating to apply to the IM CN subsystem signalling traffic. This includes the ability to apply a special rating to at least SIP, DHCP, DNS and HTTP traffic.
A.4
Redundancy of other mechanisms due to introduction of IP Flow based charging

During release 5 standardization of IMS, some Rel5 mechanisms were introduced due to the lack of flow-based bearer charging capabilities. These are:

1. IM CN subsystem signaling indication,
2. Relation of IMS media components and PDP contexts carrying IMS media:
a. P-CSCF indication to the UE that a separate PDP Context is required for each IMS media component
b. Assumption that media components from different IMS sessions are not carried within the same PDP context
The introduction of IP flow based charging leads to the question of whether those are still required in an environment where IP Flow based charging is available.
A.4.1
IM CN Subsystem signalling flag
The reason for introducing this dedicated PDP context in release 5 was that there was no other mechanism available to charge different traffic inside a PDP context, and thereby no way for the network to apply reduced charging (or no charge) to signalling used for establishing communications such as SIP, DHCP and DNS. Therefore the IM CN Subsystem flag was introduced on which this special rating can be applied, however to prevent fraud, any traffic sent over this PDP context was only allowed to reach the applicable IMS network elements (P-CSCF, DHCP server, DNS server).

In release 6, the charging issue can be resolved by the Traffic Plane Function which filters the packets e.g. on the basis of their destination, in order to apply the appropriate charging. This Traffic Plane Function could filter the packets which are going to the P-CSCF, to the DHCP and DNS servers, and to the Application Servers, and apply the relevant charging rule to them (e.g. zero rate all of this traffic, or something more granular). This solution needs to work whether the Traffic Plane Function (GGSN for GPRS) is in the home or in the visited network. In the case where the GGSN, P-CSCF, DHCP server, and DNS server are all in a visited network, flow charging/restriction would need to be handled by appropriate rules. A CRF in the visited network can give the rules about the signalling to the TPF in the visited network (allowed destinations). This can complement rules from the CRF in the home network.
A rel6 UE should still send the flag for the case of interworking with a Release 5 network, or in case the release 6 network does not provide IP Flow charging capabilities.
A Release 6 network may simply ignore the IM CN Subsystem Signalling flag, when the necessary charging policy is applied by means of the IP Flow Charging functionality. In this case the IM CN Subsystem Signalling flag is not returned to the UE and so the UE is aware that the PDP Context can also be used for other purposes than signalling.
