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********************** First Change******************************

3.2
Symbols

For the purposes of the present document the following symbols apply:

Cx
Reference Point between a CSCF and an HSS.

Dx
Reference Point between an I-CSCF and an SLF.

Gi
Reference point between GPRS and an external packet data network 
Gm
Reference Point between a UE and a P-CSCF.

ISC
Reference Point between a CSCF and an Application Server.
Iu
Interface between the RNS and the core network. It is also considered as a reference point.
Ix
Reference Point between IMS ALG and NA(P)T-PT
Le
Reference Point between an AS and a GMLC

Mb
Reference Point to IPv6 network services.

Mg
Reference Point between an MGCF and a CSCF.

Mi
Reference Point between a CSCF and a BGCF.

Mj
Reference Point beetween a BGCF and an MGCF.

Mk
Reference Point betweeen a BGCF and another BGCF.

Mm
Reference Point between a CSCF and an IP multimedia network.

Mr
Reference Point between a CSCF and an MRFC.
Msr
Reference point between a CSCF and a SMF.
Mw
Reference Point between a CSCF and another CSCF.
Mx
Reference Point between a CSCF and IMS ALG
Sh
Reference Point between an AS (SIP-AS or OSA-CSCF) and an HSS.

Si
Reference Point between an IM-SSF and an HSS.

Ut
Reference Point between UE and an Application Server.

3.3
Abbreviations

For the purposes of the present document the following abbreviations apply. Additional applicable abbreviations can be found in GSM 01.04 [1].

AMR
Adaptive Multi-rate

API
Application Program Interface

AS
Application Server

BCSM
Basic Call State Model

BG
Border Gateway

BGCF
Breakout Gateway Control Function

BS
Bearer Service

CAMEL
Customised Application Mobile Enhanced Logic

CAP
Camel Application Part

CDR
Charging DataRecord

CN
Core Network

CS
Circuit Switched

CSCF
Call Session Control Function 

CSE
CAMEL Service Environment

DHCP
Dynamic Host Configuration Protocol

DNS
Domain Name System

ENUM
E.164 Number

GGSN
Gateway GPRS Support Node

GMLC
Gateway Mobile Location Centre

GUP
Generic User Profile

HSS
Home Subscriber Server

I-CSCF
Interrogating-CSCF

IETF
Internet Engineering Task Force

IM
IP Multimedia

IM CN SS
IP Multimedia Core Network Subsystem
IMS
IP Multimedia Core Network Subsystem

IMS ALG
IMS Application Level Gateway

IMSI
International Mobile Subscriber Identifier

IP
Internet Protocol

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

IP-CAN
IP-Connectivity Access Network

ISDN
Integrated Services Digital Network

ISIM
IMS SIM

ISP
Internet Service Provider

ISUP
ISDN User Part

MAP
Mobile Application Part

MGCF
Media Gateway Control Function

MGF
Media Gateway Function

NAI
Network Access Identifier

NA(P)T-PT
Network Address (Port-Multiplexing) Translation-Protocol Translation

OSA
Open Services Architecture

P-CSCF
Proxy-CSCF

PDF
Policy Decision Function

PDN
Packet Data Network

PDP
Packet Data Protocol e.g., IP

PEF
Policy Enforcement Function

PLMN
Public Land Mobile Network

PSI
Public Service Identity

PSTN
Public Switched Telephone Network

QoS
Quality of Service

RAB
Radio Access Bearer

RFC
Request for Comments

SCS
Service Capability Server

S-CSCF
Serving-CSCF

SGSN
Serving GPRS Support Node

SLF
Subscription Locator Function

SSF
Service Switching Function

SS7
Signalling System 7

SIM
Subscriber Identity Module

SIP
Session Initiation Protocol

SGW
Signalling Gateway 
SMF 
Session Message Function
THIG
Topology Hiding Inter-network Gateway

TrGW
Translation Gateway

UE
User Equipment

UMTS
Universal Mobile Telecommunications System

URL
Universal Resource Locator

USIM
UMTS SIM

********************** Second Change******************************

4.4
Signalling concepts

A Single session control between the UE and CSCF. For Multi-Media type services delivered via the PS Domain within this architecture, a single session control protocol shall be used between the user equipment UE and the CSCF (over the Gm reference point). 

Protocols over the Gm reference point. The single protocol applied between the UE and CSCF (over the Gm reference point) within this architecture will be based on SIP (as defined by RFC 3261 [12], other relevant RFC’s, and additional enhancements required to support 3GPP’s needs).

A Single session control on the Mw, Mm, Mg, Mi, Mj, Mk, Msr. A single session control protocol shall be used on the session control interfaces between: 

· MGCF and CSCF (Mg), 

· between CSCFs (Mw), and

· between a CSCF and external IP networks (Mm).

· Between CSCF and BGCF (Mi)

· Between BGCF and MGCF (Mj)

· Between BGCF and BGCF (Mk)

· Between SMF and CSCF (Msr)
Protocols for the Mw, Mm, Mg, Mi, Mj, Mk. The single session control protocol applied to these interfaces will be based on SIP (as defined by RFC 3261 [12], other relevant RFC’s, and additional enhancements required to support 3GPP´s needs).
Control Protocol for Msr will be based on SIP as defned by RFC 3261 [12] and other relevant extension RFC’s.
UNI vs. NNI session control. The SIP based signalling interactions between CN elements may be different then SIP based signalling between the UE and the CSCF.

Based on operator preference, network configuration hiding may be applied. If network configuration hiding is applied, then the I-CSCF(THIG) shall be used in order to fulfil the requirements as identified in TS 22.228 [8]. It is used to restrict the following information from being passed outside of an operator’s network: exact number of S-CSCFs, capabilities of S-CSCFs, or capacity of the network. A more detailed motivation for such functionality is given in Annex C. 

Restrict access from external networks. The signalling solution shall allow the operator to restrict access from external networks (application level).

Access to HSS. A network operator can control access to the HSS.

********************** Third Change******************************
4.x
Session Message Function (SMF)

The SMF is a network element in the IMS responsible for providing session based instant messages functionality.
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Figure 4.x: Architecture of SMF
Tasks of the SMF are following:
-
Acts as a SIP endpoint for the purpose of establishing a session of instant messages 

-
Acts as instant message end point for the purpose of receiving and sending session based instant messages on the media plane on the Usr reference point.-
Media content analysis. 

-
Distribution of session based messages to several conference participantes (e.g, chat room)

-
Accounting of usage on a per Instant Message sent.

-
Accounting of usage on a per payload type and size.

-
Generation of charging data.

The protocol between the SMF and the UE shall be based on IETF protocols for session based instant messaging.

********************** Fourth Change******************************

5.16
IMS messaging concepts and procedures 

This clause describes architectural concepts and procedures for providing Messaging in the IM CN Subsystem. The service enablers for Messaging and possible reuse of IMS service enablers within this context as well security and charging expectations, addressing, privacy, content handling and limitations, filtering, media types and message lengths, etc. are to be further studied.

Any ISIM related architectural requirements would be studied as part of overall IMS Messaging.

5.16.1
Immediate Messaging

This sub-clause describes architectural concepts and procedures for fulfiling the requirements for Immediate Messaging described in TS 22.340 [29a].

5.16.1.1
Procedures to enable Immediate Messaging

IMS users shall be able to exchange immediate messages with each other by using the procedure described in this sub-clause. This procedure shall allow the exchange of any type of multimedia content (subject to possible restrictions based on operator policy and user preferences/intent), for example but not limited to:
-
Pictures, video clips, sound clips with a format defined by 3GPP TS 26.xxx [37]

The sender UE can include an indication in the message regarding the length of time the message will be considered valid.
5.16.1.1.1
Immediate messaging procedure to registered public user identity
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Figure 5.47: Immediate Messaging procedure to registered public user identity

1. UE#1 generates the multimedia content intended to be sent to UE#2. 

2. UE#1 sends the MESSAGE request to P-CSCF#1 that includes the multimedia content in the message body.

3. P-CSCF#1 forwards the MESSAGE request to S-CSCF#1 along the path determined upon UE#1's most recent registration procedure.

4. Based on operator policy S-CSCF#1 may reject the MESSAGE request with an appropriate response, e.g. if content length or content type of the MESSAGE are not acceptable. S-CSCF#1 invokes whatever service control logic is appropriate for this MESSAGE request. This may include routing the MESSAGE request to an application server, which processes the request further on.

5. S-CSC#1 forwards the MESSAGE request to I-CSCF#2.

6. I-CSCF#2 performs Location Query procedure with the HSS to acquire the S-CSCF address of the destination user (S-CSCF#2).

7. I-CSCF#2 forwards the MESSAGE request to S-CSCF#2.

8. Based on operator policy S-CSCF#2 may reject the MESSAGE request with an appropriate response, e.g. if content length or content type of the MESSAGE are not acceptable. S-CSCF#2 invokes whatever service control logic is appropriate for this MESSAGE request. This may include routing the MESSAGE request to an application server, which processes the request further on.
For example, the UE#2 may have a service activated that blocks the delivery of incoming messages that fullfill criterias set by the user. The AS may then respond to the MESSAGE request with an appropriate error response.

9. S-CSCF#2 forwards the MESSAGE request to P-CSCF#2 along the path determined upon UE#2's most recent registration procedure. 

10. P-CSCF#2 forwards the MESSAGE request to UE#2. After receiving the MESSAGE UE#2 renders the multimedia content to the user.

11. – 16. UE#2 acknowledges the MESSAGE request with a response that indicates that the destination entity has received the MESSAGE request. The response traverses the transaction path back to UE#1.

5.16.1.1.2
Immediate messaging procedure to unregistered public user identity
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Figure 5.48: Immediate messaging to unregistered public user identity, service control invoked
1-5.
The same actions apply as for when the Public user identity is registered, see step 1-5 in clause 5.16.1.1.1.

6.
I-CSCF#2 interacts with the HSS as per the terminating procedures defined for unregistered public user identities in clause 5.12.1. If the public user identity has no services related to unregistered state activated the interaction with HSS would be as per the procedure defined in clause 5.12.2.

7.
I-CSCF#2 forwards the MESSAGE request to S-CSCF#2.

8.
Based on operator policy S-CSCF#2 may reject the MESSAGE request with an appropriate response, e.g. if content length or content type of the MESSAGE are not acceptable or the UE#2 does not have a service activated that temporarily hold the MESSAGE request in the network. 

S-CSCF#2 invokes whatever service control logic appropriate for this MESSAGE request. This may include routing the MESSAGE request to an application server, which processes the request further on.

For example, the UE#2 may have a service activated that allows delivery of any pending MESSAGE request. The AS may then hold the MESSAGE request and deliver the MESSAGE request when the UE#2 becomes reachable. In this case, depending on user settings UE#2 controls the delivery of the pending MESSAGEs.

9-12.
The MESSAGE request is acknowledged with an appropriate acknowledgement response. The acknowledgement response traverses the transaction path back to UE#1.
5.16.1.2
Immediate messages with multiple recipients

IMS users shall be able to send a single immediate message to multiple recipients, as specified in 3GPP TS 22.340 [29a]. The following means are supported to achieve this:

-
A PSI identifying a new group is created in the appropriate Application Server, and members are added to this group (e.g. by the user via the Ut interface or by the operator via O&M mechanisms). Immediate messages addressed to this PSI will be routed to the AS hosting the PSI, and this AS shall create and send immediate messages addressed to a group member of the group identified by the PSI.
-
The user can send an immediate message by indicating the individual addresses (Public User Identities for IMS recipients) of the intended recipients as part of the immediate message. The AS of the user shall then create and send immediate messages addressed to each one of the intended recipients.
5.16.2
Session-based Messaging

This subclause describes architectural concepts and procedures for fulfiling the requirements for Session-based Messaging described in TS 22.340 [29a].

Session-based IMS messaging communications shall as much as possible use the same basic IMS session delivery mechanisms (e.g. routing, security, service control) as defined in clause 4 and 5 of this document.  For session based messaging the session shall include a messaging media component, other media components may also be included. Once the session containing a messaging media component is established, messages in the session are transported between the session participants as per the parameters defined in the messaging media component part of the session description (SDP). 
The session based messaging shall provide the following functionality:
-Operators should be able to charge per message basis as well as content and size basis when using session based messaging 
-Architecture shall allow for operator-controlled policy to be set on the size and content of the messages. 
-Users must be able to advertise/discover session based messaging support and Session Messaging server presence in the network 
-SMF shall be addressable as a globally unique PSI.
-Session based messaging must be supported during ongoing other IMS sessions as well as independent session of its own.
Some aspects that need further architecture clarifications and are FFS:

-What kind of architecture support, if any that need to be provided to allow privacy of certain or whole session based messaging?

-The assumption is that for session based messaging, an additional PDP context (when a Signalling PDP context is active) will be used for the user plane traffic. Should Session based messaging be able to use Signalling PDP context for user plane as well? 
-Is there a need to correlate the signalling to set up a Session based message with the actual message transfer? 
-Where should the session based messaging be filtered as required in TS 22.340? 
-IMS entities must be able to enable/disable Session based messaging services as per TS 22.340; architecture must determine how/where this shall be done.
-Implications of architectural requirements for session based messaging between two end points is FFS.
-There are extensive charging requirements for Session based messaging, shall they all need to be applied or should identify specific charging cases that can be applied to session based messaging?
-UE requirements regarding session based messaging need further analysis.
5.16.2.1
Procedures to enable Session based Messaging

IMS users shall be able to exchange session-based messages with each other by using the procedure described in this sub-clause. Session based messaging is applicable for IMS registered users only. This procedure shall allow the exchange of any type of multimedia content (subject to possible restrictions based on operator policy and user preferences/intent), for example but not limited to:

-
Pictures, video clips, sound clips with a format defined by 3GPP TS 26.xxx [37]
Advertisement/discovery of SMF by the UE is FFS.
5.16.2.1.1
Session based messaging procedure to registered public user identity
Editor’s note: This sub-clause will describe session based messaging between two UEs with and without SMF.
5.16.2.1.2
Session based messaging procedure using a Chat session

Editor’s note: This sub-clause will describe session based messaging between multiple UEs using SMF, for example to show a Chat session.
********************** End of Change******************************
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