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Discussion

The current description of UE impacts in the context of IMS emergency sessions in chapter 5.1 of TR 23.867 v0.4.0 is not inline with the overall requirement in chapter 4.1.1 “A CS capable UE shall use the CS domain for emergency services”. This contribution modifies therefore the existing bullet point 2 in 5.1 to clarify that the UE has to attempt the emergency call in the CS domain, if it is capable to do that and not explicitly guided by the network to use the PS domain. This “guidance” can be achieved by sending an appropriate indication to the UE during the GPRS attach procedure, which is introduced by S2-033608.

Proposal

************************************** Proposed change 1 ********************************************

4.1.1. Requirements for IMS Emergency Sessions

A CS capable UE shall use the CS domain for emergency services, if it is not explicitly guided by the network operator to use the PS domain. In addition, the solution for emergency sessions in the IMS shall fulfil the following capability requirements:

1. It should be independent from the used underlying IP connectivity network with respect to the detection and routing of emergency sessions.

2. Any kind of emergency numbers, all kinds of emergency SIP URIs and special indications for emergency sessions within the SIP signalling must be supported (especially IETF proposals on addressing should be taken into consideration). 

3. Emergency sessions should be prioritized over “ordinary” sessions by the system.

4. Setup of IMS emergency sessions shall be possible for users with a barred public user identity.

************************************** Proposed change 2 ********************************************

5.1 UE 

Editor's note: This clause is planned to contain the required changes for UE functionality.

1.
The UE should detect an emergency service request and indicate it to the network.

2.
If the UE is CS capable and not attached to the PS domain, the UE shall attempt an emergency call in the CS domain. If the UE is PS attached, it shall attempt the emergency call as directed by the network operator. No explicit direction means that the CS domain is the preferred domain for emergency calls. For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.

3.
If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain should be attempted if the UE is capable. 

If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE should make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice). 

4.
If #3 is not successful, or is not appropriate (e.g., visited PS domain does not support required PS emergency service), the session may be attempted in the Home IM CN Subsystem of the PS domain.

5. If a UE attempts to initiate a session and receives a 380 (Alternative Service) response with the type set to “emergency”, the UE should then re-attempt the session as indicated in steps 2, 3, and 4, with first attempt being towards the CS domain (if the UE is capable and if for an appropriate service e.g., voice), and with an indication that emergency service is requested.

6. Other general requirements of UE refer to the general requirements of emergency calls in 3GPP TS 22.101.






