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1. Introduction

In the TS 23.234v2.0.0, the section 5.6 has defined some service authorization principles for scenario 3, but the subsequent subsections haven’t clarified some parts in details.

In subsection 5.6.1, there is lack of accurate functional description on service types to be accessed for scenario 3 in the existing sentence, which may cause some misunderstanding or insufficient definitions. It’s necessary to state here the “PS-based services” with the examples for better clarification for scenario 3, which allows the operator to extend 3GPP system PS-based services to WLAN.

In subsection 5.6.2, it has been defined that the 3GPP VPLMN will select the V-PDG, but it seems that there missed one condition. Since user subscription information is useful, helpful and fundamental to some extent for the 3GPP VPLMN to select the V-PDD, while the service related information is optional in this case, it’s better to clarify this point in the sentence.

In subsection 5.6.3, it hasn’t been defined whether the request W-APN is sent to WAG or PDG. Since there is a reference point Wu located between the WLAN UE and the PDG, which represents the WLAN UE-initiated tunnel between the WLAN UE and the PDG, and the defined functionality of the Wu reference point also include the WLAN UE-initiated tunnel establishment, it’s better for the WLAN UE to simply include the request of W-APN in the tunnel establishment procedure between the WLAN UE and an initial PDG, in which case the request of W-APN is sent to the initial PDG.

Also in subsection 5.6.3, it hasn’t been defined whether the request of W-APN is routed via the 3GPP AAA Proxy. Actually the request can be forwarded from the initial PDG to the 3GPP AAA Server with the help of reference point Wm in non-roaming case, and when the initial PDG is deployed in the 3GPP home network in roaming case. The request should be routed from the initial PDG to the 3GPP AAA Server via the 3GPP AAA Proxy with the help of reference point Ws when the initial PDG is deployed in the 3GPP visited network in roaming case. 

As discussed above, the proposed clarifications are along the lines below.
2. Proposal

***************** First amended section **************

5.6 Service Authorization Principles for scenario 3

The home network decides whether visited service is allowed or not based on e.g. W-APN, the user subscription information, visited network capabilities and roaming agreement. 

5.6.1 Accessing Home Network provided services

· It shall be possible to support multiple service authorizations after a successful WLAN authentication/authorisation (i.e. EAP success).
· The Service authorisation procedure should, as far as possible, be independent from WLAN Access authentication and authorisation.
· The routing policy applied at WLAN Access Authentication and Authorisation may include policy determining whether the user has IP connectivity the WAGs or PDGs used for Access to External IP networks.
· It shall be possible to permit simultaneously access to different PS-based services (e.g. MMS, IMS, MBMS, Presence, etc).
· It shall also be possible to permit simultaneously access to different PS-supported services (e.g. SMS, LCS, MexE, CAMEL, etc) which can also be supported by CS domain.
· Service authorization information shall be protected 

· The Access Point Name (APN) concept defined in 3GPP TS 23.003 shall be used for WLAN interworking authorization (namely W-APN). In a service authorization procedure: 

· W-APN selection and authorization is an end-to-end procedure between the WLAN UE and the HPLMN (the service authorization decision is made by the 3GPP AAA Server).

Editor’s note: the use of subscription information is FFS.

· The WLAN UE shall use W-APN to indicate to the network the service or set of services it wants to access.

· The PDG selection is under control of the 3GPP Home Network. The selection is based on the requested W-APN and user subscription information. The mechanism to select the PDG by the home network is for further study. 

· The PDG needs to know the authorized W-APN to select the external network, i.e. Wi interface.

[Editor’s note: The definition of W-APN is for further study]
5.6.2 Accessing Visited Network provided services

When accessing visited network provided services, additional principles below apply:

· In order for the UE to be able to use W-APNs in the VPLMN, the 3GPP AAA Server needs to pass to the 3GPP AAA Proxy the authorized W-APN and service related information which is required by the Visited Network to perform the service. 

· The W-APN needs to be understood by both the Home and the Visited Networks. 

· The V-PDG selection is under control of the 3GPP Visited Network. The selection is based on the authorized W-APN, user subscirption information orservice related information. The mechanism to select the V-PDG by the Visited Network is for further study. 

· The selected PDG in the Visited Network needs to know the authorized W-APN to select the external network, i.e. Wi interface.

5.6.3 External IP Network selection

The WLAN UE can connect to different IP networks, including the Internet, an operator’s IP network or an external IP network such as a corporate IP network. The user may indicate a preferred IP network with a requested WLAN Access Point Name (W-APN). The Requested W-APN may also indicate a point of interconnection to the external IP network (i.e. PDG).

A W-APN is indicated by the WLAN UE in the tunnel establishment procedure between the WLAN UE and a initial PDG. It is then forwarded to the 3GPP AAA server in non-roaming case and when the initial PDG is deployed in the 3GPP HPLMN in roaming case, and it is routed via the 3GPP AAA Proxy to the 3GPP AAA Server when the initial PDG is deployed in the 3GPP VPLMN in roaming case. 


