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	S2-033305
	GSMA BARG Doc 226/03
	Liaison statement to 3GPP SA2 on IMS signalling (response to S2-032741)


	To: 3GPP SA2 CC: 3GPP SA5 (SWG-B), 3GPP CN1, 3GPP CN4, GSMA TADIG

GSMA CPWP thanks 3GPP SA2 for the comprehensive assessment given in TDoc S2-032741.

We’d like to re-emphasise that our requirement related to charging in a roaming situation:

As we understand the IMS architecture defined in TS 23.228 et alt., a roaming scenario based upon Visited GGSN roaming is promoted. However, given the fact that most (if not all) implementations of GPRS roaming currently rely on Home GGSN roaming, we consider it as likely that most operators will also launch IMS roaming based on the existing PS roaming infrastructure. A switch to Visited GGSN roaming is unlikely from our perspective, because many home operators have implemented custom service control and charging mechanism which take advantage of the fact that the GGSN is under control of the home operator.

For Home GGSN roaming in turn, the visited operator must charge the underlying PS bearer usage based upon S-CDRs. This raises the issue how PS bearer usage related to IMS signalling will be charged in a roaming situation.

By default this will be charged by the standard inter operator tariff for PS bearer usage.

Dependant on the tariffing scheme applied by the visited operator significant costs may be levied on the home network for roaming IMS subscribers, even if from a user perspective no service invocation has taken place. For some tariffing schemes (e.g. duration based) these “basic IMS mobility costs” may cause severe commercial problems for the home network and discourage them to deploy IMS roaming.

Therefore we still think that a signalling indicator on the S-CDR is needed in order as it may enable the Visited network to set separate charges for IMS signalling and pure application traffic.
	Open

	S2-033306
	GP-032214
	LS on Approval of Generic UMTS QoS model
	To: SA WG2 

TSG GERAN WG2 thanks TSG SA WG2 for the reply to the LS on Generic UMTS QoS model (GP-031260).

TSG GERAN WG2 has further discussed the comments of TSG SA WG2.

Specifically, TSG GERAN WG2 has considered how to modify the Radio Access Bearer Service Attributes in table 5 of TS 23.107 (section 6.5.2) in order to reflect GERAN characteristics appropriately. 

TSG GERAN WG2 is aware that TSG SA2 has already approved GERAN related changes to section 6.5.2 in S2-032690. Further to this, TSG GERAN WG2 proposes to add GERAN relevant notes to the Radio Access Bearer Service Attributes Allocation/Retention Priority and SDU Format Information.

Please note that the note related to Allocation/Retention Priority is only valid until release 5.

With these changes in addition to the changes proposed in S2-032690, TSG GERAN WG2 believes that GERAN is correctly reflected in the QoS architecture described in TS 23.107. Draft CRs to TS 23.107 for release 5 and 6 are attached.

SA2 Actions: TSG GERAN WG2 kindly asks TSG SA WG2 to review and approve the proposed changes to table 5 in section 6.5.2 of TS 23.107.
	Open

	S2-033307
	GP-032259
	Reply LS on Network Sharing in GERAN
	To: SA2 Cc: RAN2, CN1, SA1

GERAN thanks SA2 for their LS statements on Network Sharing, titled “LS on Further guidance for Network sharing in R6”, (GP-032111/S2-033239) and “Reply LS on Broadcast and PLMN selection for shared RAN”, TDOC GP-032110/S2-033238 

GERAN would like to inform SA2 of potential issues for which GERAN will need solutions in order to support Network Sharing,. GERAN is currently considering establishing a work item in order to support Network sharing in order to address these issue further. 

1. Number of Shared Networks to support
SA2 has stated 

“SA2’s answer: SA1 estimated that the number of sharing partners the system can support should be in the order of 10 (5-15), which reflects the currently known market situation, plus some additional room for future market needs. Thus, SA2’s guidance to stage 3 work is as follows: if a solution that is extendible in the future can be found, the number of PLMNs supported in Rel-6 should be at least five; If the solution is not extendible, the number of PLMNs supported should be ten.”

In GERAN the BCCH is used to broadcast System Information (SI) messages, and a new SI message(s)may be required for GERAN to support multiple networks. It is considered by GERAN that the BCCH is capacity limited. Thus, any solution to broadcasting more than one PLMN ID for shared networks via an additional SI message(s) may impose additional scheduling constraints and thus restrictions on the practical number of shared networks supported on GERAN.  

2. Applicability of the new PLMN Ids to cell and PLMN selection

The PLMN ID is broadcast repetitively over the BCCH, and is needed for cell selection, and cell reselection procedures. At first GERAN may consider placing the shared Networks PLMN Ids on a new SI broadcast message. This would imply that those PLMNs Ids added to the new SI broadcast message would have a lower repetition rate. If the new additional PLMN Ids should be considered by a new MS for the purpose of cell and PLMN selection, the low repetition period of this information may delay the overall times for cell and PLMN selection.

3. Legacy MS and NMO in GERAN

SA2 has stated 

“Network sharing partners should be able to broadcast different NMOs in the system information of the shared network since this allows the sharing partners to decide upon internal core network architecture individually.

Legacy mobiles must be supported.”

GERAN has identified two potential limitations to multiple NMO support that require more study within GERAN. The first limitation is that of a capacity on the BCCH when requiring a new SI message indicating the NMO. The second potential limitation is related to Legacy MS using NMO: 

If the network which is visible to the legacy MS uses NMO1, it is currently not possible to re-direct the MS to a CN which does not support NMO1(Gs interface not available), as the MS will not perform the required CS domain specific MM procedures. This implies, that either NMO2 is indicated towards legacy MS or all CNs support NMO1.

In a configuration where the PBCCH is used causes additional constrains, as it will result in NMO3 if no Gs is supported in one (of the?) CN. And in NMO3 MS will not be able to receive all paging requests.. This implies, that if PBCCH is used in GERAN, NMO1 needs to besupported in all CNs sharing the GERAN.

GERAN will further analyse potential solutions, such as restricting the Shared Networks from using different NMO. 

4. Use of Timer 3212

SA2 has stated 

All cells within one LA should broadcast the same network-sharing specific system information.

Attach/Detach indication and T3212 in the system broadcast information are common to all operators.
It was commented within GERAN that some Network Operators may need to consider O&M scenarios where timers need to be changed. Further, Operators in the shared RAN may need to consider their different paging needs as well. 

5. Legacy MS and PLMN Id broadcast

SA2 has stated 

“Legacy mobiles must be supported.”

It needs to be noted that the legacy MS only see the one (legacy) PLMN Id in the system information message., In order to provide same service coverage as with the shared RAN concept, roaming agreements and PLMN Id broadcast ordering (as only the legacy PLMN Id is visible to the legacy MS) needs to be agreed between the sharing participants. Even in this case, the MS will search HPLMN, as specified by the relevant standards. 

It is noted that the equivalent PLMN provision may be considered to alleviate the problem for certain population of legacy mobiles.

TSG GERAN will study further implications of network sharing in GERAN. 

SA2 Actions: TSG GERAN would like to get guidance on the following issues:

Is it acceptable to extend the overall time for the Cell/PLMN selection? 

Please note that this would imply a degradation of the GPRS service, as extending the cell-reselection time will cause longer gaps in the user data transmission. 

Is the proposed limitation that all CNs sharing one GERAN are using the same NMO acceptable for SA2?


	Open

See also S2-033323 and S2-033329

	S2-033308
	GP-032262
	LS on BSS Paging Co-ordination
	To: SA WG2

GERAN WG2 has been made aware that description of the feature BSS Paging Co-ordination is missing in TS 23.060. This feature has existed in TS 44.018 and TS 44.060 since R99, but has never been introduced in TS 23.060.

BSS Paging Co-ordination can be divided into two sub-features, CS Paging Co-ordination and PS Paging Co-ordination: 

- CS Paging Co-ordination on BSS level means that the BSC, when receiving a CS paging request from the MSC, checks if the MS already has on ongoing PS connection. If so, the paging will be done via the packet data channel for the MS in question. It is thus not necessary for the MS to check the CCCH paging channel for CS paging requests while connected to the PS domain.

If CS Paging Co-ordination on BSS level is active or not in the BSC, is indicated to the MS via system information.

- PS Paging Co-ordination on BSS level is done in the BSC if DTM is active. This means that if the MS is in state Dedicated and a PS paging request is received from the SGSN, the MS will be paged (packet notification) on the CS dedicated channel for the MS in question.

Actions for SA2: GERAN WG2 would like to ask SA WG2 to introduce in TS 23.060, a description of the BSS Paging Co-ordination feature as proposed in the enclosed draft CR. The draft CR is written towards Rel-6, but GERAN WG2 leaves it up to SA WG2 to introduce it in an earlier release if so decided.

	Open

	S2-033309
	N1-031199
	Liason statement on Profiling of RFC3325 for IMS
	To: SA3 Cc: SA1, SA2

CN1 thanks SA3 for the liaison statement regarding the Profiling of RFC3325 for IMS requirements for Rel-6.

CN1 has briefly discussed the LS and other related CN1 CRs relating to IMS openness and the trust domain concept, and the following conclusions were made:

Currently there are no requirements in 3GPP that the home IMS network must have the knowledge whether the destination network is IMS network (and therefore trusted) or not. 

CN1 has procedures to determine whether the next hop SIP Proxy is part of the same domain or another domain. The discussion about the removal of the P-Asserted-Identity header (if privacy id was requested by the user) was postponed until 3GPP can reach a conclusion on the requirements relating to the knowledge of the trustworthiness of the destination network. If a solution is developed for this information to be available in the home network, the P-Asserted-Identity header field will not need to be removed by the home network, rather by the destination network (if privacy id was requested). If a solution is not found to the problem above, the P-Asserted-Identity header will need to be removed in the home network.

CN1 can confirm that from RFC3325 only the privacy none and privacy id options were included into Rel5, the other privacy options were left for Rel6 because they require additional procedures for the CSCFs. CN1 believes that from security architecture point of view there is no difference between the handling of the different user privacy options, they all require some information removal from SIP headers.

CN1 has agreed to a CR listing procedures for the I-CSCF regarding SIP messages received from non-trusted domains. The procedures require the I-CSCF to know whether the message has been received from a trusted domain or not. This probably narrows down the possibilities listed in bullet 4 of Spec(T), but CN1 has no strong preference on which solution to be adopted. It should be mentioned that for Rel6 IMS, CN1 does not plan to have different CSCFs for access to/from Internet and/or other non-trusted domains.

CN1 does not understand the problem statement in bullet 5 and 8 of Spec(T). CN1 has already got procedures for handling id privacy in IMS. 

At the edge of IMS the P-CSCF inserts a P-Asserted-Identity header into the requests/responses, and that identity will be trusted by all entities within the trust domain, including applications servers hosting different services like Presence, Conferencing, etc.

CN1 has always assumed that Rel-5 IMS network is a closed network, i.e. messages will not be sent outside IMS and will not be received from outside IMS. Therefore, Rel-5 24.229 does not have any procedures describing what actions the CSCFs shall perform when such scenarios are faced. Such procedures are planned to be defined for the Rel-6 version of 24.229.

CN1 would like to draw the attention of SA3 that anonymity is only a subset of privacy, referring in most cases to media anonymity i.e hiding the IP address of the party which requested it. In order to provide this, a middlebox (anonymiser) is required in the architecture. Such middlebox currently does not exist in the architecture; therefore IP address hiding is currently not supported. S3-030377 uses the terms ‘anonymity’ and ‘privacy’ interchangeably, which may lead to confusions.

No action to SA2


	Noted

	S2-033310
	N1-031220
	LS on ‘updated WID for emergency call enhancements for IP & PS based calls’
	To: SA1, SA2, T3

CN1 thanks T3 for the reply on ISIM for emergency calls, but has some further questions regarding aspects on the topic where SA1 and SA2 opinions are needed. The LS from T3 to CN1 (N1-030963) is attached for SA1s and SA2s convenience. 

CN1 welcomes T3s reply and offers the following questions and comments:

1. CN1 sees emergency calls as one service, thus find it appropriate to have the possibility to use the EFECC both for emergency calls over CS and PS dependant on which type of access that is selected and not which number that is dialled.

2. IETF may define emergency SIP-URIs, it is not clear whether this will be one or more, or if they will be network or operator specific.
Due to this, in addition to the EFECC, CN1 can see a justification to create an additional file on the ISIM describing emergency SIP-URIs, and that standardised SIP-URIs would be beneficial. However, this is up to SA1 and T3 to decide. CN1 would also remind that in UICC-less cases or lack of storage of emergency SIP-URIs in the ISIM, emergency SIP-URIs may also need to be stored in the ME.

3. 24.008 offers a possibility to download emergency numbers from the MSC and the SGSN. Is it intended that download of emergency SIP-URIs also shall be possible?

As CN1 does not find itself in the position of deciding on this, it seeks guidance from stage 1 and stage 2. 

CN1 monitors the ongoing work on emergency calls and will take the proper actions for stage 3 as soon as stage 2 is completed.

Actions to SA1, and SA2: CN1 would like to ask SA1 and SA2 to study the issues raised above and inform CN1 about the outcome of the discussion for each of the numbered items.


	Open

	S2-033311
	N1-031286
	Reply LS on IMS Session Hold and Resume stage 2 and 3 descriptions
	To: CN3 Cc: SA2

CN1 thanks CN3 for the liaison, and offers guidance in how to interpret SIP and SDP for HOLD and RESUME.

In SIP, putting a media stream on hold is indicated in an SDP offer rather than a SIP message itself. SDP offers can be carried in any appropriate SIP message, including INVITE, UPDATE, 1xx and 2xx responses. 

For the SDP attributes; RFC 3264 indicates clearly in section 8.4 that putting media streams on hold is indicated by setting the media stream to sendonly  (providing that the stream was previously set to sendrecv). If the media was previously set to recvonly mode, then it is set on hold by setting it to inactive mode. Note also that the port in the m-line should not be set to zero in order to prevent the PDP contexts for media from being deactivated.  

To express HOLD and RESUME in interworking between IMS and CS networks, UPDATE is an appropriate message, but re-INVITE is also a valid option.

No SA2 Actions


	Noted

	S2-033312
	N1-031287
	Reply LS on alignment of maximum bit rate for HSDPA in UMTS system
	To: RAN3, SA2, CN4

CN1 thanks RAN3 and SA2 for the LSs received regarding the alignment of the maximum bit rate for HSDPA in the UMTS system. CN1 would like to inform RAN3, SA2 and CN4 that CN1 has agreed the attached CRs to TS 24.008 which update the maximum bit rate for downlink and guaranteed bit rate for downlink to 16000 kbit/s in order to support HSDPA. The CRs will be submitted for approval to TSG-CN #21 in September 2003. 

During the discussion, CN1 recognised that the change of coding of the QoS IE in TS 24.008 affects also TS 29.002 and TS 29.060. 
No Action for SA2


	Noted

	S2-033313
	N1-031334
	LS on P-TMSI signature validation in R99
	To: SA2 Cc: CN4

CN1 thanks SA2 for their LS and help in solving the P-TMSI validation question in R99.

SA2 asked two questions from CN1 and we are able to agree the following answers:

Question 1:

Does this requirement in in TS 24.008 section 4.7.1.3 apply to both UE and Network:

Upon successful completion of the subsequent attach or routing area update procedure, the used P-TMSI signature shall be deleted. Upon completion of the detach procedure, the used P-TMSI signature shall be deleted.
CN1 confirms that this requirement applies to both UE and network.

Question 2:

Does the SGSN have to delete the P-TMSI signature after completion of the detach procedure only when the UE included it in the detach request or unconditionally.

CN1 confirms that P-TMSI signature shall be deleted by the SGSN upon detach only if it is included in the detach request by the UE.

No SA2 Action


	Noted

See also S2-033319

	S2-033314
	N3-030659
	Interworking of PSTN-initiated hold and resume supplementary service at the MGCF and IM-MGW
	To: SA2

In TS 23.228, a callflow for a mobile-initiated Hold and Resume of a Mobile-PSTN Session is provided, but no callflow for a mobile-terminated Hold and Resume of a Mobile-PSTN Session.

In CN3, there were different interpretations of the significance of the lack of this stage 2 callflow. Due to these different interpretations, CN3 could not agree if a PSTN-initiated Hold and Resume shall be interworked at the MGCF and IM-MGW.

For the case the service shall be interworked, CN3 would also like to seek guidance as to which interworking procedures are required at the MGCF and possibly at the IM-MGW.

Action to SA2: CN3 kindly asks SA2 to decide if a PSTN-initiated Hold and Resume shall be interworked at the MGCF/IM-MGW and inform CN3 about their decision. Furthermore, CN3 seeks guidance as to which interworking procedures are possibly required.
	Open

	S2-033315
	N4-031013
	LS on sending the SGSNs MNC and MCC to the GGSN and service node
	To: SA5, SA2 Cc: SA1, CN3, T2, GSMA BARG CPWP
CN4 thanks SA5 for their LS (S5-034449) detailing the requirements for the inclusion of the RAI (to carry MNC and MCC of the SGSN) in GTP.  As noted in this LS and the previous LS sent by CN4 to SA5 on this subject, it is not possible to make the RAI a mandatory parameter within GTP because of the problems that this would cause with backwards compatibility.  

The request from SA5 in S5-034449 to CN4 was to;


‘…to define the addition of this information in the relevant GTP and RADIUS messages so that while the information parameters are not mandatory in the protocol message descriptions, the accompanying behaviour description for the parameter makes it clear under what conditions they shall be included’.

The understanding of CN4 is that the requirement from SA5 is to make it clear that, whilst the protocol definition describes the parameter as optional (for compatibility reasons), there should be text included somewhere within specifications that states that really this parameter should always be included.  To that end, CN4 has two distinct proposals:

1. CN4 could change the description of the inclusion of RAI in 29.060 from text that reads ‘The SGSN may include the Routeing Area Identity (RAI) of the SGSN where the MS is registered’ to ‘The SGSN should include the Routeing Area Identity (RAI) of the SGSN where the MS is registered’.

2. SA2 change the text within the stage 2 document (23.060) to describe the conditions under which the RAI is included in Create PDP Context Request and Update PDP Context Request.  

When considering these two options, CN4 noted that it would be difficult to approve the changes described in option 1 for any release earlier that Release 6 since this would not imply a functional correction and so, whilst strengthening the requirement, it would probably be viewed as an editorial change.  Option 2 however would be something closer to a correction since there is no mention of the conditions on the inclusion of RAI in 23.060 with relation to Create or Update PDP Context Request and so this could be viewed as essential clarification to help implementers understand the true requirements for inclusion.  It was also noted in CN4 that the conditions for inclusion or not of parameters under certain conditions is really a service related consideration and so the stage 2 document would be a better place for such a recommendation.

Actions to SA5 and SA2: CN4 asks SA2 and SA5 group to consider the two solutions that CN4 has proposed and decide which would be preferred.  If SA2 and SA5 agree with CN4 that the second option is the most appropriate way of addressing SA5’s requirement, SA2 are further asked to draft and approve the appropriate CR’s to 23.060.

	Open

See also S2-033399

	S2-033316
	N4-031020
	LS to SA1 on GUP work in CN4
	To: SA1 Cc: SA2

CN4 would like to inform SA1 about the progress of our GUP stage3 work. Rappourteur for the CN4 GUP work is Seppo Kauntola (LS contact person), and our current plan is to present TS 29.240 for information in CN plenary number 22 in December 03 and for approval in CN plenary number 23 in March 04. 

No action to SA2
	Noted

	S2-033317
	N4-031039
	Reply to LS on Emergency Services Routing Based on Interim Position
	To: SA2, T1P1 Cc: SA1

CN4 thanks SA1 and SA2 for their Liaison Statements on the introduction of Emergency Services call routing based on Interim Position. 

In the LS from SA2 the following question was asked;-
‘Study whether the rel6 mechanism can be provided in pre-rel6 networks or whether there is a reason why the specification change would also be needed in earlier releases.’

CN4 sees no reason to implement the changes required (and reflected in attached document N4-031038) for any release prior to Release 6.

Further, for T1P1’s information, CN4 believe that the attached document completes the standardisation work required on this subject in 3GPP.

Actions: None


	Noted

	S2-033318
	N4-031062
	LS on Clarification on Presence Service Matters
	To: SA1, SA2 Cc: CN2
In the CN2/CN4 joint meeting in Sophia Antipolis 27th Aug 2003, the following issues were raised in the discussion of Presence service: 

· Relationship between the CAMEL feature and the non-IMS Presence Service

CN4 would like to inform SA1 and SA2 that certain mechanisms defined for CAMEL could be reused for the non-IMS Presence service. For example, AnyTimeInterrogation mechanism is available for the fetching procedure in the Presence service. 

If CAMEL features are definitely needed for PLMN operators to realise the Presence service in Release 6, CAMEL phase 4 becomes a mandatory feature for operators wishing to provide the service.  CN4 asks SA1 and SA2 whether the non-IMS Presence service should be independent of CAMEL or is it acceptable that certain mechanisms defined for CAMEL shall be used to realise the Presence service?

· Presence Network Agent (PNA)

CN4 asks SA2 for guidance on how the signalling messages are routed in the PLMN for the Presence service.  More specifically, CN4 asks SA2 whether the Presence Network Agent is defined as a totally separate logical entity in its own physical node, or it is defined as a logical entity which can be collocated with another logical entity in the same physical node and share the same MAP interface. CN4 asks this question as CN4 is currently debating whether or not a new Sub-System Number (SSN) should be allocated to the PNA or whether it can share the same SSN as the gsmSCF.

· Reference point HSS/HLR – Presence Network Agent (Ph)

The reference point between HSS/HLR and Presence Network Agent (Ph) is defined as follows in 3GPP TS23.141 : “This reference point uses capabilities defined for the Sh reference point as defined in 3GPP TS 23.002 [14] as well as the MAP interface.”   CN4 asks SA2 if the understanding that the Ph interface is defined for both MAP and the Sh reference point is correct and clarify the stage 2 in this respect?
Action to SA2: CN4 kindly asks SA2 to clarify the relationship between CAMEL and the Presence service as described in the first bullet, for guidance on the matter raised in the second bullet regarding logical/physical entities, and for guidance on the definition of Ph interface as described in the third bullet.


	Open

	S2-033319
	N4-031063
	Reply LS on P-TMSI signature validation functionality in R99
	To: SA2 Cc: CN1

CN4 would like to thank SA2 for the liaison statement (S2-033237) on “P-TMSI signature validation functionality in R99”. CN4 would like to confirm SA2’s understanding that TS 29.060 sub clause 7.7.1 lists all “P-TMSI signature mismatch” cases. 

The P-TMSI signature is used by the SGSN to verify that the MS (which has identified itself by use of a P-TMSI) obtained that P-TMSI through legitimate means. If the SGSN has no P-TMSI signature, it has no means to validate the P-TMSI, regardless of whether the MS provides a P-TMSI signature or not. Therefore the SGSN can only process the request from the MS as if the P-TMSI cannot be trusted and needs to (re-)authenticate the MS to make sure it is the one it claims to be.

Hence, it is not a mismatch if the MS provides the P-TMSI signature to the new SGSN while the old SGSN has not stored the P-TMSI Signature for that MS.

Actions: None

	Noted

See also S2-033313

	S2-033320
	R2-031955
	LS on CN-AN de-synchronisation after Iu release
	To:
SA2, RAN WG3

RAN2 would like to thank SA2 from the LS (S2-032742) on CN-AN de-synchronisation after Iu release. 

RAN2 discussed the out of service problem already in RAN WG2 #36 when the scenario of UE being still in RRC connected (MM connected) and UTRAN and CN being in idle state (MM idle), was also discussed.

Based on this discussion and discussion in RAN WG2 #37, RAN2 would like to inform SA2 that even though the UE has not received the RRC Connection Release message due to out of coverage, the RNC has the capability, after the UE comes back into service, to command the UE to release the RRC connection even though the Iu has been released due to Iu Release Command.

It should be noted that TS25.331 includes also a possibility to send RRC Connection Release message in such a way that the UE shall not send any reply message back to RNC. Thus there is always a case that RNC cannot guarantee that the UE has not missed this message, but RNC may transmit several RRC Connection Release messages to increase the probability of proper reception of the message by the UE, which is also mentioned in the specification.

RAN2 also informs SA2 that T316 defines the time that the UE in CELL_PCH or URA_PCH state can remain out of service without informing the network of it. After the timer expiration UE shall move to CELL_FACH state, where the UE performs the cell update when coming back to into service. Thus the value of T316 defines the trade off between required connected mode paging repetition and the probability of receiving a cell update when the UE suffers short periods of out of coverage. It is common RAN2 understanding that reasonable values of T316 are short (e.g. 30 sec or less) and T316 should not be set to infinity.     

 Actions: None

	Noted

	S2-033321
	R2-031956
	Reply on RAN3 LS regarding “discard timer”
	To: RAN3 Cc: SA2, SA4

RAN2 would like to thank RAN3 for their LS on the “Discard timer”, and would like to respond on the question directed to RAN2 regarding the range and granularity for the Discard timer.

Both RLC AM and RLC UM can be used over HS-DSCH. 

For RLC AM, the discard timer has a relation to the RLC retransmission time: when the SRNC decides to submit a retransmission of a previously submitted RLC AM PDU and the previous RLC AM PDU is not transmitted yet by the Node-B, the discard timer should preferably delete the first RLC AM PDU, just leaving the second transmission to take place on the radio interface. RAN2 expects that the RLC AM retransmission time will typically be quite small, but retransmissions may take place as long as the RLC SDU discard timer.

For RLC UM, the discard timer has a relation to the transfer delay configured for the RAB. SA4 has clarified in S4-030549 (“Response to LS R3-030914 on “Discard Timer”) clarified that the transfer delay should not be considered a maximum transfer delay, and that network discarding inside the de-jitter interval is not helpful. Note that 24.008 allows a transfer delay (end-to-end) of up to 4 seconds.

In general RAN2 would consider the setting of the discard timer an RRM decision: the signalling should not limit the possible setting the RRM in SRNC might want to use. Therefore RAN2 would propose to keep the maximum value equal to the 7500ms maximum of the RLC SDU discard timer. 

RAN2 assumes that some of the lower values can be removed due to implementation considerations. 

Actions: None
	Noted

	S2-033322
	R2-032032
	Usage of RTCP & SDP in MBMS
	To: SA4 Cc: SA2, RAN3

RAN2 would like to thank SA4 for their reply LS on the RTCP signalling related to MBMS. RAN2 realises it has probably not formulated its concerns regarding RTCP feedback sufficient clear in the previous liaison, and would like to bring up the issue again.  

It is the understanding of RAN2 that MBMS, in both broadcast and multicast mode, uses a uni-directional radio bearer. This means that no UL channel will normally exist for users receiving an MBMS transmission. RAN2 would like to ask SA4 to confirm the understanding of RAN2 that: 
· MBMS shall never use RTCP feedback information from the user.

Although probably less impacting the RAN2 work, RAN2 would also appreciate to receive some clarifications on the usage of SDP. From the SA4 liaison, RAN2 understands that the SDP information will not be provided to the UE in the multicast stream. This raised three questions in RAN2:

1. How will the SDP information be provided to the UE ? 

2. Is the transfer information of the SDP information transparent to RAN in both the multicast mode and the broadcast mode ? 

3. Since there might be users starting to receive a session somewhere during the session, does this mean that the SDP information is repeated with a sufficiently low period so that users starting to receive the MBMS session “somewhere in the middle”, are still quickly able to obtain the SDP information ?

No actions for SA2.


	Forward to MBMS

	S2-033323
	R2-032046
	Reply LS on further guidance for Network Sharing in Rel-6
	To: SA2, SA1 Cc: GERAN, CN1

1. Introduction:

RAN2 would like to thank SA2 for their liaison statements on Network Sharing in Rel-6 in TDocs S2-031590 and S2-033239. RAN2 discussed during RAN2#37 the implications and feasibility of a modified system information broadcast to support Shared RANs, considering all the assumptions indicated in the LS S2-033239.

RAN2 would like to provide SA2 with the following feedback and clarification in the sections below on the network selection issue for Network sharing in Rel-6 from RAN2 perspective.

2. Broadcast of multiple PLMN-IDs

The UTRAN system information broadcast has been made in a flexible and extendable way. New information, e.g. list of PLMN ID:s, can be added in a backward compatible way, so that it will be ignored by terminals of earlier releases. It is therefore clearly technically feasible to add broadcast of multiple PLMN-IDs.

It is RAN2 understanding that for operators not implementing Rel-6 network sharing, no multiple PLMN-IDs will be broadcasted. For instance one single bit could be used to indicate whether multiple PLMN’s are available or not (from Rel. 6 onwards), and the system impact would then be negligible.


As kindly indicated in the SA2 LS S2-033239, the number of PLMNs supported in Rel-6 should be at least five, if an extendible solution can be found, and if no extendible solution is feasible, the number of PLMNs supported should be ten. 5 PLMN-IDs (MCC+MNC) is clearly feasible. Even though RAN2 has some questions to SA1 and SA2: see section 5. The feasibility to allow for a larger number of network sharing partners will need a more detailed study by RAN2.

When the country code (MCC) is the same for all or several of the PLMN-IDs being broadcasted a simple coding scheme could reduce the amount of data to broadcast considerably e.g. make the presence of the country code part of a PLMN-ID optional, and mandate the UE to use the country code from the previous PLMN-ID when the country code part of a PLMN-ID is not present. RAN2 will be studying this proposal. RAN2 also understood that according to SA1 requirement, network sharing over country borders should be supported when needed, so that the MCC cannot be omitted completely. 

3. Indication to RAN of selected PLMN

Introducing an optional PLMN-ID IE in for instance the RRC:INITIAL DIRECT TRANSFER message can provide RAN with the indication of the selected PLMN-ID. The IE shall be included when the first attach (IMSI attach or GPRS attach) is made to the network. In subsequent INITIAL DIRECT TRANSFER messages, it is not needed since the routing (and PLMN) may be deduced from the Intra Domain NAS Node Selector IE.

4. Working assumptions 

RAN2 reviewed the working assumptions made by CN1 and SA2. RAN2 agrees with the working assumptions listed by SA2 in LS S2-033239. However, the mean to allow different NMOs for network sharing partners in the system information of the shared network will need a more detailed study by RAN2. Moreover, more broadcasting of multiple PLMNs will have impact on cell selection and cell reselection.

5. Questions

RAN2 would like also to ask  the following questions related to network sharing in Rel-6:

To SA1:

· What is the relationship between the R99 equivalent PLMN feature and the Rel-6 network sharing. Are they exclusive, complementary or can they both be independently deployed?

· Additional PLMN-IDs sent on the broadcast channel would potentially have impacts on the PLMN selection and the cell selection/reselection performance compared to the R´99 solution. SA1 should take this into account and inform RAN2 what kind of performance degradation might be acceptable.

To SA2:

· Is the TMSI space shared amongst the CNs of the network sharing operators? If not, RAN2 would need to investigate potential impacts on the paging as well.

SA2 Action: RAN2 kindly asks SA2 to consider RAN2 conclusions above that the extension of the UTRAN system information broadcast for at least 5 PLMN-Ids is feasible. Furthermore RAN2 asks SA2 to consider and answer the different questions above raised in RAN2.

	Open 

See also S2-033307 and S2-033329

	S2-033324
	R2-032264
	LS on Reporting of attempted UE positioning methods over Iu
	To: TSG RAN3 Cc: TSG SA2, TSG GERAN, TSG RAN, TSG CN4

RAN2 thank RAN3 for their liaison on the topic of reporting UE positioning methods over the Iu interface. In this liaison, RAN3 asked RAN2 the following:

RAN3 kindly ask RAN2 to comment also, if they desire, on this potential benefit of indicating these unsuccessfully attempted methods in addition to the one used successfully to obtain the location estimate.

In response, RAN WG2 would like to inform RAN3 that they see no RAN-level requirement for indicating the unsuccessfully attempted methods to the CN in the Location Report message. Additionally RAN2 have not been informed of any Service-level requirement for indicating such information.


	Forward to LCS



	S2-033325
	R2-032282
	Handling of MBMS UEs in RRC-connected, PMM-IDLE state
	To:
CN1, SA2, RAN3
1. Introduction

During RAN2#38, RAN2 discussed the execution of the MBMS Session Start procedure and MBMS UE Linking procedure over Iu, and their impact on the Uu.

2. RAN2 Assumptions

RAN2 has the following assumptions regarding which RNCs the PS CN will inform about a 

session start and UE linking for MBMS Service-X:

1. The PS CN shall initialise an MBMS Session Start procedure for MBMS Service-X to all RNCs which handle cells which are part of an RA in which a UE which has joined MBMS Service-X and which is currently in PMM-IDLE state, has performed its latest RAU.

2. The PS CN shall initialise an MBMS Session Start procedure for MBMS Service-X to any RNC that indicates its interest in MBMS Service-X by means of an MBMS REGISTRATION REQUEST message.

3. The PS CN shall initialise an MBMS Session Start procedure for MBMS Service-X to any RNC that is acting as an SRNC for a UE which has joined MBMS Service-X and which is in PMM-CONNECTED state.
4. The PS CN shall initialise an MBMS UE Linking procedure for MBMS Service-X to any RNC that is acting as an SRNC for a UE which has joined MBMS Service-X and which is in PMM-CONNECTED state.
Furthermore, RAN2 assumes that if the UTRAN wants to count the number of users that are interested in a specific MBMS service present in a cell, it will request (a part of) the concerning UEs to transit to PMM-CONNECTED state. 

3. New MBMS procedures over Uu

Based on the assumptions indicated in section 2, RAN2 has still identified a situation in which a UE would not be informed about a session start for a service it has joined. 

This situation might occur when the UE is in RRC-Connected, PMM-IDLE state and moves to another RA and RNC. When now an MBMS session is started, the DRNC might not be informed about the Session Start because it is not an RNC identified by any of the listed assumptions in section 2 of this liaison. In addition, the SRNC will not receive an MBMS UE LINKING REQUEST message since the UE is not in PMM-CONNECTED state. As a result, the concerning UE will not be informed about the session start.

To overcome this problem, RAN2 has defined two new procedures over the Uu interface:

1) MBMS Joined Services Indication (UE -> SRNC: DCCH):
With this procedure, the UE can inform the SRNC about the MBMS services it has joined. The UE shall initiate this procedure whenever it enters RRC-Connected PMM-IDLE state, and has joined one or more MBMS services.

2) MBMS PMM-CONNECTED State Required Indication (SRNC -> UE: DCCH)
With this procedure, the SRNC can inform the UE that a session for one of the services that the UE has joined is about to start, and that the UE shall transit to PMM-CONNECTED state. 

A more detailed description of the procedures is attached to this liaison.

SA2 action: RAN2 would kindly like to ask RAN3/SA2 if they see any problems related to the information contained in this liaison. 

	Forward to MBMS

	S2-033326
	R3-031236
	Response on “Work following the joint SA2/RAN2/CN1 meeting on paging”
	To: TSG SA2 Cc: TSG RAN2, TSG CN1

At RAN3#37, RAN3 has received the final solution about the issue of the CS domain paging while the UE is Iu-PS connected and would like to inform and draw the attention of SA2 on the following points:

· (1) RAN3 has identified impacts on their specification. According to the text in TS23060, after the RNC has performed  the normal  PCH paging, it  should check  all further incoming Common-id  received from the CS domain in order to match  the included IMSI to an existing IMSI of  RRC connected UE. This is new in RANAP because currently RANAP only performs this for incoming paging but not for Common-id. This is also more processing for the RNC.

· (2) In the scenario where an LA spans over more than one RNC (RNC1 and RNC2) and there is still an   IuPS connection with RNC1, the mobile may have moved to RNC2 so that after the CS paging it becomes Iu-CS connected in RNC2 where the IMSI is unknown. UE will continue to have an Iu-ps connection towards the old RNC1.  However, RAN3 understanding is that this will eventually be released after expiration of RRC periodic update timers and no additional functionality is required.  

· (3) Similarly, if the paging coordination is done in the SGSN by Gs interface, the CS originating  paging  will come only to RNC1 via the SGSN  and  will miss the RNC2 where the UE may have moved in idle mode.  Currently no procedure exists for paging using CN ids over Iur.  However, it is RAN3’s understanding that there is no requirement to add this functionality.

RAN3 would like to inform SA2 on these points and ask guidance on whether they should really proceed with the impacts they have identified  on  their specifications.

SA2 Actions: RAN3 kindly asks TSG SA2 guidance for the points listed.
	Open

	S2-033327
	R3-031240
	LS Response on a new question about RAN assumption
	To: SA2 Cc: RAN2, CN1

1. Overall Description:

RAN3 would like to thank SA2 for their LS on RAN Assumptions on MBMS in S2-033218. RAN3 would like to provide additional information on the progress of the work in RAN3 as well as feedback on this LS:

UE Link:

RAN3 would like to inform SA2 that the UE Link has to be provided to the UTRAN in another case: when the UE moves to PMM-Connected for the purpose of MBMS when an MBMS Session is active.

Registration procedure:

RAN3 would like to inform SA2 that it has made the working assumption that there will not be another mechanism than the Session Start (resp. Stop) to establish (resp. Release) the Iu bearer plane. So, the Iu bearer plane is only established via the Session Start.

Session Attributes via the Iu interface:

Regarding the SGSN simplification SA2 indicated in the LS (SGSN sending the Session Start to all its RNCs), RAN3 would like to express the following concerns:

· This will generate useless Paging/notifications in all the cells of RNCs that would not receive the Session Start without this simplification. The impact on the Radio Resource usage is significant.

· Furthermore, in most cases, the reception of the Session Start will result for those RNCs in the setting up of unneeded Iu bearer planes (since only the Session Start can be used to this effect).

· The additional amount of signalling is quite significant in case of Iu flex.

As a result of the discussions, the general feeling in RAN3 is that what might appear as a simplification from a CN perspective, puts quite a burden on the RAN and also potentially on the SGSN (with the setup of useless Iu bearer planes).

It is believed by RAN3 that the simplification sought at CN level is not important enough to justify the increase of load induced on the Uu interface and network interfaces, as it goes against the primary objectives of MBMS to optimise the usage of radio resources and of network resources.

Multicast Area:

RAN3 would like to get additional clarification on the working assumption made by SA2. According to the answer provided in the LS, the Multicast Area is a set of MBMS Service Areas. Is the intention

1. to reuse existing SAIs provisioned in R99 to Rel-5 networks or

2. to reuse a similar mechanism as the one defined in R99 for SAIs, but for an MBMS SAI, which would mean extra provisioning for each cell for the purpose of MBMS?

Duration of MBMS Session:

RAN3 agrees that it would be difficult to determine the average duration of all the MBMS Sessions. However, RAN3 thinks this would be a useful information for the RNC for Radio Resource Management purpose. Thus, RAN3 would like to know whether it is possible to include this parameter in the Session Attributes when available (i.e. as an optional Information Element, which is included only when the information is known). If that is deemed feasible by SA2, could SA2 then include Session Duration as an optional Session Attribute?

Furthermore, RAN3 would like to thank SA2 for their LS on a new question on RAN Assumptions on MBMS in S2-033168. RAN3 wouId like to indicate to SA2 that discussion is still ongoing on that topic and that it will keep SA2 informed as soon as a decision is made.

2. Actions to SA2:

1. RAN3 kindly asks SA2 to take into account the additional information provided in this LS.

2. Furthermore, RAN3 would like SA2 to answer the questions on Multicast Area and Duration of an MBMS Session.

3. Finally RAN3 kindly asks SA2 to take into account the concerns expressed by RAN3 on the "SGSN simplification" issue.

	Forward to MBMS

	S2-033328
	R3-031245
	Nature of SIP Signalling
	To: SA2, CN1 Cc: RAN2
RAN3 have been discussing the requirements for SIP signalling RAB for Rel6. During the course of the discussion, it was brought out by some companies that the varying nature of the contents within SIP signalling RAB means; it may require varying treatment within the UTRAN.

In view of the above, RAN3 kindly asks SA2/CN1 to provide their view on the nature of the contents expected to be carried over SIP signalling RAB.

If the content carried within SIP signalling RAB is of varying nature, then RAN3 would also like to know whether there is any information available in the CN that could be given to UTRAN when setting up the appropriate RAB for SIP signalling. 

Actions to SA2/CN1: 

1. Kindly provide your view on the nature of the contents expected to be carried over SIP signalling RAB.

2. If the content carried within SIP signalling RAB is of varying nature, kindly provide RAN3 with the details of the information, if any, that could be given to the UTRAN during SIP signalling RAB set up.


	Open

	S2-033329
	R3-031252
	LS on identified NAS/AS issue for Shared networks in connected mode
	To: SA2, CN1

The support of Shared networks in connected mode was added in RAN3 specifications in Rel-5.
RAN3 detected one issue related to NAS/AS interaction in case of Shared networks in connected mode and would like to inform SA2 and CN1 about it:

Let's consider the practical case of different Rel-5 UMTS networks using the Shared Network in connected mode function and the following situation:

- A given UE is in CELL-PCH with Iu connection.

- The UE is at the border of LA1 and LA2 and the UE does not have any right to access LA2.

- The forbidden LA list in the UE is not up to date; the UE doesn’t know it doesn’t have any right to access LA2.

- LA1 and LA2 are controlled by the same RNC.

Here is then explained RAN3 understanding of the expected behaviour from the UE and the network:

a) As the forbidden LA list in the UE is not up to date, the UE still makes a RRC:CELL UPDATE in a cell belonging to LA2.

b) The RNC based on its Shared Network Access (SNA) Control function rejects the access and sends both RRC:RELEASE to UE and RANAP:IU RELEASE REQUEST with the cause value “Access Restricted Due to Shared Networks” to CN. The RNC, that handles both LA1 and LA2, already got the SNA info when it receives the RANAP COMMON ID message over the existing Iu connection. After RANAP:IU RELEASE COMMAND and IU RELEASE COMPLETE, the UE goes to Idle mode, it does not have any RRC/Iu connection any longer i.e. the RAN does not know the UE anymore (i.e. IMSI).

c) As expected the UE will then send a LA update in the LA2 to the RNC. This will be carried in a RANAP:INITIAL UE MESSAGE. RANAP specifications say that as soon as IMSI is known, RANAP:COMMON ID can be sent.

d) Upon receiving COMMON ID message (including SNA Information), an RNC implementation could decide based on its Shared Network Access Control function to reject again the access to that UE and sends both RRC RELEASE to UE and RANAP:IU RELEASE REQUEST to CN. Note that nothing prevents the RNC in this particular case to autonomously release the RRC connection instead of waiting for the CN initiated RANAP:IU RELEASE COMMAND message.

The core of the problem is that this new full release could be done even before the UE receives the LAU reject from CN (via DIRECT TRANSFER message). Therefore the UE will not understand that the release is due to a forbidden LA (it would have understood by receiving a LAU reject with adequate cause value). The UE may make several attempts and finally go to idle mode without getting service from another operator.

RAN3 discussed two possible solutions for this issue:

· The first proposal is to specify in the description of Shared Network Access Control function (TS 25.401) that if access is not allowed, the UTRAN shall request the CN to release existing resources either by requesting a relocation or Iu release and release resources only when requested by the CN. The RNC will send the RANAP:IU RELEASE REQUEST message to CN with the cause value “Access Restricted Due to Shared Networks” and wait for the RANAP:IU RELEASE COMMAND message before releasing the RRC connection, so that the cause value will indicate the CN to take proper action ....
RAN3 recognized that this proposal will require a special handling in CN of the NAS/AS interaction between the RANAP:IU RELEASE COMMAND message and the NAS LA reject indication included in the RANAP:DIRECT TRANSFER message.


· With the second proposal, the RNC is not precluded to release the RRC connection before releasing the Iu connection in case of shared network in connected mode. Based on the assumption that LA rights in shared networks are the same in both idle and connected mode, the CN should be able to send the NAS LA update reject via RANAP:DIRECT TRANSFER message before sending the COMMON ID message, for UEs that do not have any right to access a given LA. This should ensure that RNC does not release anything before the UE receives the LA update reject.
This second proposal will not require any change in RAN3 specifications but rather some clarification or hint in stage 2 about the correct interaction of RANAP Common Id procedure and NAS LAU in case of Rel-5 shared network in connected mode.

Actions to SA2 and CN1 groups: RAN3 kindly asks SA2 and CN1 groups to consider this issue and provide RAN3 with answer about the best proposal from their perspective and especially the feasibility of change in stage 2 for the second proposal.


	Open

See also S2-033307 and S2-033323

	S2-033330
	R3-031254
	Liaison on “Introduction of Positioning Methods over Iu”
	To: TSG GERAN, TSG RAN, TSG CN4, TSG RAN2 Cc: TSG SA2

RAN3 would like to inform TSG-GERAN, RAN2, CN4 and RAN that it has introduced in the location report function of the Iu interface the positioning methods used to obtain the location estimate as requested during RAN#20.

RANAP has been enhanced by the release 5 CR586 and this enhancement has been done in line with CR089 on TS25.305 and CR154 on TS23.271.

The methods have been introduced in RANAP in two separate information elements (IE), one dedicated to UTRAN, one dedicated to GERAN-Iu, in order to meet ARIB concern of independent GERAN and UTRAN software.

However, even if transported over Iu in two separate IE, it has been felt as an optimisation to allow the possibility of coordination of the code points allocated by the two groups. Thus, for the UTRAN specific IE, RAN3 has allocated code points for the methods common with GERAN which are the ones already defined in TS49.031. Thus, for the methods applicable to UTRAN only, RAN3 has allocated code points currently unused by GERAN in TS49.031.

RAN3 would like to continue this cooperation for the code points allocation with GERAN in the future i.e. whenever new methods are introduced in one or the other group. The benefit foreseen through this coordination  is twofolds:

· Reuse the existing container in MAP TS29.002  to carry  indifferently  the value of  the Positioning  Data GERAN A/Gb  IE, of the  Position Data UTRAN IE or of the Position Data Specific to GERAN Iu IE in a backwards compatible manner and  with  no need to introduce a new container.     

· allow a generic software in the  GMLC to handle the received container regardless of the originating RAT.  

RAN3 would like to ask GERAN:

· if  they agree to  continue with this coordination of code  points allocation which needs  to be done in the two directions,

· if they  could explain the rationale and benefit foreseen behind the ‘usage of methods’ encoding which permits to indicate the methods  unsuccessfully attempted in addition to the successful one(s). CR586 has actually been based only the latter ones in line with the stage 2.

· RAN3 could not understand the rationale and history behind the positioning data discriminator IE. RAN3 would like to know why it has currently only one value and what is the future use expected from this IE. 

RAN3 would like to ask RAN2 to comment also, if they desire, on this potential benefit of indicating these  unsuccessfully attempted  methods in addition  to the one used successfully to obtain the location estimate.

RAN3  would like to inform CN4 of CR586 as well so that they  can evaluate if this RANAP CR impacts  their specification or not,  in particular whether a  new container  over  MAP is necessary or  not due to the principle followed in RANAP  CR586. 

RAN3 would finally like to report to TSG RAN that by approving the CR586 on RANAP, RAN3 considers  as fulfilled the action requested by RAN at RAN#20.

No Actions to SA2

	Forward to LCS

	S2-033331
	R3-031469
	LS on Local Multicast area concept for MBMS
	To: SA2 Cc: SA1
RAN3 in their RAN3#38 meeting has discussed a functionality specified the stage 1 requirement in 22.146 concerning  a MBMS service with contents depending on the Local Multicast Area , which is described in section 5.2.1 and figure 4 of 22.146.

RAN3 anticipates that there may be significant additional impact and increased complexity on some scenarios from RAN point of view. Among the issues identified during RAN3#38:

· multiple MBMS Iu bearers might be needed for the same service in order to provide different service content data,

· UE in Soft Handover with several legs while each in different local multicast areas and Iur mobility needs to be considerd
Other impact that have not been seen currently may appear during the further development of the specification.

Before RAN3 continues with a detailed study of functionalities in RAN in order to satisfy this Local Multicast Area requirement, RAN3 would like to ask SA2 of their view and the status of SA2 specification with respect to the Local Multicast Area requirement. 

Action to SA2: RAN3 would like to ask SA2 of their view and the status of SA2 specification with respect to the Local Multicast Area requirement.

	Forward to MBMS

	S2-033332
	S3-030475
	Reply to LS on the recommendation from IREG of non publicly routable IP addresses for the GPRS nodes
	To: SA2 CC: IREG, IREG Packet Group, GSMA WLAN Task Force, GSMA Security Group
SA3 thanks SA2 for their LS on the recommendation from IREG of non publicly routable IP addresses for the GPRS nodes.

SA3 believes that hiding the IP address of the PDG on GRX using NAT or other techniques would not be useful from a security point of view. There are potential threats on the PDG, and those should be addressed so that the PDG is secured against attacks. No issues were raised in SA3 with the suggestion in SA2's liaison that a PDG address on GRX could be made visible and accessible to specific authorised UEs.

However, SA3 does not envision that NAT is a useful mechanism to meet these threats. Furthermore, NAT would add additional complexity to the system and is known to introduce incompatibilities with common tunnelling protocols like IPSec. Therefore SA3 does not recommend the use of NAT on the IP address of the PDG.
Action to SA2: SA2 is kindly asked to take above conclusion into their architectural discussions.

	Forward to WLAN

	S2-033333
	S3-030476
	Reply to LS S2-03279 (=S3-030427) Address discovery using public DNS for WLAN interworking
	To: SA2

SA3 thanks SA2 for their LS on Address discovery using public DNS for WLAN interworking. SA2 had asked SA3 to answer the following questions 

· Is allowing IP address of the WAG to be discovered by UE using public DNS satisfactory according to 3GPP security requirements applicable to 3GPP WLAN interworking?

· Is allowing IP address of the PDG to be discovered by UE using public DNS satisfactory according to 3GPP security requirements applicable to 3GPP WLAN interworking?

SA3 would like to respond as follows: 

It was not clear to SA3 about what is meant by "public DNS" and in fact the following elements need to be considered separately:

1. DNS Client: The UE DNS Client’s resolver will use a recursive name server for its queries. The Client can get the IP address for the recursive name server via static configuration or DHCP. The DHCP occurs after authentication to the WLAN and could be configured to provide the recursive name servers to use for WLAN/3G interworking. This would require the WLAN operator to configure the DHCP to support this.

2. Recursive Name Servers:  The Recursive Name Server answers recursive queries from the UE’s on the WLAN.  It performs the necessary non-recursive queries to other name servers to get the correct Resource Records.  The WLAN operator or 3G operator could operate the Recursive Name Servers. These DNS servers could probably be configured to answer queries for host names on the Internet and for host names on the PLMN. These DNS servers would have to be secured of course. SA3 have assumed that a "public" Recursive Name Server might be considered one that can resolve names on the Internet (i.e., uses Internet DNS for resolving names) and allows all authenticated WLAN clients to use it. The Recursive Name Server should be configured so that only users on the WLAN can query it (not accessible from the Internet) and should be controlled by the operators according to the roaming agreement.

3. Delegated Name Servers: These DNS servers hold the Resource Records (e.g., A records) for the WAG and/or PDG. SA3 have assumed that these will be managed and controlled by the operators of the WAG or PDG. SA3 weren’t sure whether "public" DNS referred to name servers that are accessible to queries from the Internet or perhaps sit on the Internet DNS tree? However, it is not clear to SA3 what DNS tree will the WAG & PDG names be placed in, Internet or an alternate. For example, would it use an ICANN-assigned TLD or a special TLD (e.g.,. gprs).

On the specific question asked by SA2 on “Is allowing IP address of the PDG/WAG to be discovered by UE using public DNS satisfactory according to 3GPP security requirements applicable to 3GPP WLAN interworking” SA3 would like to make the following comments:

1. If the Internet DNS is to be used, then the Recursive Name Servers have to have access to the Internet in order to query the root servers and TLD servers.  It is not necessary that the Recursive Name Servers be reachable from the Internet other than to receive replies to its queries (e.g., it should not answer queries from the Internet).  The Delegated Name Servers need to be reachable from the Recursive Name Servers, but it is not then necessary that they are reachable from the Internet 

2. Addresses used in the GRX should not be re-used on the Internet.  However, this possibility should be considered.  The Delegated Name Servers should be sure to resolve to the correct PDG addresses. 

3. If DNS servers are used for determining IP addresses of WAG or PDG for tunnel establishment purposes, SA3 does not see any issues in satisfying the 3GPP security requirements, as the security threats against the DNS servers can be mitigated using existing mechanisms, as is already is the case with many current DNS server deployments.  It is also recognized that more can be done to secure the DNS, such as deployment of TSIG and/or relevant aspects of DNSSEC

4. As well as protecting the DNS servers themselves, the communication between the UE and the DNS server has to be secure from modification by an attacker e.g. through the use of 802.11 security on the air interface and network security between the AP and the DNS server.   

Finally, it should be noted that as an alternative it might be possible to deliver the IP address of the PDG or WAG to the UE using EAP-AKA authentication instead of using DNS. However, it is recognised that it is far from trivial to pass additional information in EAP and at the moment, SA3 see no way to provide such information in EAP-SIM or EAP-AKA. If EAP-SIM/AKA were extended to carry the Home PDG address, then this would work in any environment in which EAP-SIM or EAP-AKA would work. It should be noted that this will not hide the IP address of the tunnel endpoint, it will only make its discovery inconvenient.

Conclusion 

Based on the assumptions and mechanisms described above, SA3 believes the DNS could be used for discovery of either WAG or PDG addresses by the UE.
Action on SA2: To comment on the assumptions highlighted in bold above 


	Forward to WLAN

	S2-033334
	S3-030477
	Reply to LS on DoS attacks against the 3GPP WLAN Interworking system
	To:

SA2
SA3 thanks SA2 for their LS on Denial of Service attacks against the 3GPP WLAN Interworking system. SA3 reviewed the conclusions reached in the attached paper titled “Security analysis for tunnel establishment” (S2-032483) and concluded the following:

SA3 agrees with the conclusion reached in the document except that, in case there is no WAG in the VPLMN or traffic routed through it, PDGW will be the one being affected by the Denial of Service attack.

Two ways of facing the attack have been identified by SA3. Both have similar results, although different architectural implications SA2 can take into consideration:

· Firewall policies in the WAG will protect the attack in the boundaries of the GRX. In this case, suitable WAGs are needed, which are able to absorb the attack. This option has the advantage of stopping the attack in the boundaries of the backbone network, but it requires support in the VPLMN (the WAG). This option applies equally to the tunnel-switching and end-to-end tunneling approaches – in either case measures at the WAG are needed in order to block the DoS attack at the boundary of the GRX network.

· If the HPLMN does not want to rely on the fact that traffic from the WLAN AN to the PDGW is always routed through a WAG, or that the WAG performs some of the needed firewall functionality, then the PDGW may need firewall functionality (either in the same node or outside) to enforce the policies. In the same way, PDGWs which are able to absorb the attack will be required. This option has the advantage of not requiring any support in the VPLMN (for roaming cases). However, the attack has to be detected and absorbed in the PDGW of the HPLMN of the user.

SA3 also would like to point out that IP address spoofing is also possible with both end-to-end tunneling and switched tunneling approaches. In order to mitigate the DoS attacks due to address spoofing, once the attack is identified, cooperation in tracking down and terminating the attacks is needed from the operators involved (e.g., HPLMN, VPLMN,  WLAN etc.). SA3 further notes that, once the DoS attack is identified, it may be easier to track down the attacker(s) at the WAG than at the PDGW. However, it is not necessarily any easier to identify such attacks on WAG as opposed to the attacks on the PDGW.

Action to SA2: SA2 is kindly asked to take above conclusions from SA3 in their architectural discussions.
	Forward to WLAN

	S2-033335
	S4-030670
	LS on “Update of WID on MBMS"
	To: SA1 Cc: SA2, SA3, SA5, RAN2, RAN3, GERAN1, GERAN2, CN1.
SA4 would like to thank SA1 for the LSs regarding the progress of MBMS user services in TS 22.246. SA4 would like to communicate to all the involved WGs that the WID on MBMS has been updated (see document attached), and that the TS 22.246 will be taken into consideration for the definition of the MBMS protocols and codecs.

Actions: None.

	Forward to MBMS

	S2-033336
	S4-030679
	Reply to “Usage of Speech Enabled Services in CS Domain”
	To: SA2

3GPP SA4 thanks 3GPP SA2 for the liaison on “Usage of Speech Enabled services in CS Domain” with two attachments. SA4 realized its responsibility on the area of speech recognition.

SA4 have recognized that SA2 agreed to send the draft WID in S2-032719 to TSG SA for approval. This WID covers the “Architectural Impacts of Speech Enabled Services on the CS, PS and IMS domains”.

SA4 have also recognized that the document S2-033087 contains some ideas on (a) how speech recognition performance might be improved and (b) indicates some network signalling schemes that might be used to facilitate these improvements. The techniques considered by SA2 target the improvement of speech recognition performance by (a) indicating codec type and/or (b) setting the mobile in a special speech recognition mode.

SA4 have no data available currently to quantify the potential improvement by the proposed methods in CS domain. This would require further investigation, which is not currently on-going in SA4. SA4 kindly asks SA2 to come back to SA4 in case SA2 needs further assistance from SA4.

Note that SA4 is currently working on SES for PS domain, which is expected to provide some generic indications of the factors that determine speech recognition performance. SA4 will keep SA2 informed on the results of this work if relevant for the speech recognition performance in CS domain. 

Actions:  none
	Noted

	S2-033337
	S4-030686
	Reply to LS on “Usage of RTCP & SDP in MBMS"
	To: TSG RAN2 Cc: TSG SA2, TSG RAN3, TSG GERAN1, TSG GERAN2
SA4 would like to thank RAN2 for their liaison statements on usage of RTCP and SDP in MBMS.

SA4 would like to confirm the RAN2 understanding that RTCP in uplink is not used over an MBMS bearer, as there is no uplink channel in such bearer. RTCP maybe used in the downlink direction. SA4 understands that particular MBMS applications (or services) might make use of an additional point-to-point bi-directional PDP context where RTCP could turn to be useful. However, this additional PDP context is not a default configuration (and the use of it depends on the application)

Regarding the RAN2 questions about SDP, specific answers to RAN2 questions follow:

How will the SDP information be provided to the UE ? 

SDP includes information about the session (media and payload types, bandwidth, etc.). It should be clarified that the SDP information for a multicast session is not delivered to the UE in that session (i.e., within the same multicast stream as the MBMS service content itself), but by some means outside the scope of that session. The SDP information can be delivered in a number of ways, including:

a. Embedding it in the device prior to it being distributed (fixed channels);

b. Downloading from a server using a point-to-point connection (e.g., via HTTP);

c. Embedding it in an MMS;

d. Presenting it in an MBMS service announcement (using a separate MBMS broadcast or multicast session);

e. Other means.

Is the transfer information of the SDP information transparent to RAN in both the multicast mode and the broadcast mode? 

It is transparent to the session being described, and uses the resources of the delivery mechanism it uses. Therefore it is transparent to the RAN.

Since there might be users starting to receive a session somewhere during the session, does this mean that the SDP information is repeated with a sufficiently low period so that users starting to receive the MBMS session “somewhere in the middle”, are still quickly able to obtain the SDP information?

All users receive the SDP information prior to joining in to an MBMS session. The SDP is the information that the terminal needs in order to join in. If SDP is delivered in an MBMS service announcement (option "d" above) then it may be desirable to repeat the announcement. However, details of this option (including  frequency and number of repetitions) are dependent on the service announcement protocol used (not currently specified), and these details should be operator configurable. (The IETF ‘SAP’ protocol is an example multicast announcement protocol carrying SDP information).  For the other delivery mechanisms (a, b, c above) the SDP delivery is reliable and complete, and thus repetition is not needed.

Actions: None.
	Forward to MBMS

	S2-033338
	S4-030687
	LS on scalable codecs for MBMS
	To: RAN2 Cc: RAN3, SA2
SA4 would like to thank RAN2 and RAN3 for the LS on scalable codecs for MBMS. SA4 is currently focusing on studying codecs and protocols for the basic MBMS service. These need to be settled before any more advanced feature is considered. SA4 would like then to state that scalable codecs issues are not within the scope of Rel. 6 MBMS. SA4 will eventually consider them in future MBMS releases.

Action: None.
	Forward to MBMS

	S2-033339
	S5-034557
	LS reply on sending the SGSN’s MNC and MCC to the GGSN
	To: SA2, CN4 Cc: SA1, CN3, T2, GSMA BARG CPWP
SA5 thank CN4 for their liaison reply regarding the inclusion of the SGSN MCC/MNC in the GTP protocol definition so that it can be included in the CDRs generated by the GGSN and Service nodes.

SA5’s initial assumption was that changes to both the stage 2 (TS 03.60/23.060) and stage 3 (TS 09.60/29.060) descriptions of GPRS would be needed in order to accommodate the above functionality. However, SA5 will be happy to accept option 2 as proposed in CN4’s LS N4-031013:

1. SA2 change the text within the stage 2 document (23.060) to describe the conditions under which the RAI is included in Create PDP Context Request and Update PDP Context Request.

if SA2 and CN4 feel that the implementation of such change in TS 03.60/23.060 will be sufficient. The conditions that should then be described in TS 03.60/23.060 are that, at a minimum, an SGSN that is capable of sending the (optional) RAI parameter shall do so

- in every “Create PDP Context Request” and

- in the “Update PDP Context Request” when the new SGSN is in another network than the old SGSN.
Actions to SA2: SA5 kindly requests that the appropriate changes be made to Rel-97 and later versions of TS 03.60 and Rel-99 and later versions of TS 23.060.

	Open

See also S2-033315

	S2-033340
	GSMA SerG Doc 199_03 Rev 2
	Liaison Statement to OMA on A-GPS over IP

	GSMA SerG are aware that there are several proprietary implementations of Assisted GPS over IP (Also referred to as A-GPS over USER plane) emerging in markets across the world. 
Whereas there are clear markets drivers for this, GSMA SerG believes that it is not in the best interests of the industry as a whole that many proprietary and different implementations of such an interface are deployed. Rather, it would be beneficial to have one single standard for Assisted GPS over IP. 
It would be highly desirable that, if such an interface were developed, it should 
· address privacy and security concerns from the beginning 
· make the best use of existing protocols in this area (e.g. RRLP in GSM, RRC in UMTS)
· be architected in such a way that it be independent of radio bearer (e.g. could work equally well over GSM or UMTS)
· focus on Assisted GPS, but be expandable to future MS-based and MS-assisted location technologies, such as technologies based on Galileo system. Parameters in API for location requesting and receiving have to stay constant and be expandable for future needs mentioned above.
OMA is kindly requested to give consideration to such an interface and recommend to GSMA SerG what the best course of action should be.
	Forward to LCS

	S2-033341
	SP-030530
	LS on principles for overlapping issues with OMA regarding PoC
	To: OMA REQ WG, OMA POC WG Cc: SA1, SA2, CN1, CN3, CN4

3GPP thanks OMA for the LS on upcoming work on PoC and looks forward to working with OMA on the development of this functionality.  Given the criticality of this work for the industry, 3GPP believes that it is desirable to take concrete steps to ensure a successful collaboration between OMA and 3GPP on PoC. 

3GPP asks OMA to consider the following points:

1. 3GPP understands that OMA will develop an application enabler for PoC.  3GPP assumes that this application enabler will be based upon IMS and services such as presence and conferencing that are derived from IMS.

2. OMA is requested to present its requirements and architectural assumptions in terms of functionality required from a cellular or IP multimedia network.  3GPP will analyze which requirements are currently supportable within our release 6 plans and what work must be done to remedy any deficiencies.  

3. 3GPP can most efficiently address the OMA requirements through the normal 3GPP workflow.  This means that PoC requirements should be introduced through SA1 which will perform the appropriate requirements analysis.  SA2 will perform the analysis and any changes required with respect to IMS architecture. The CN1, CN3, and CN4 working groups will perform the necessary protocol analysis and development when appropriate.  Other 3GPP groups may also be involved.

4. Work within 3GPP to address any enhancements required for PoC is expected to be driven by 3GPP member companies (many of which are also members of OMA).  This work is subject to the standard 3GPP work item definition and approval process.  3GPP intends to address this topic expeditiously and a work item already exists within 3GPP to address architectural impacts due to PoC.

5. 3GPP TSG-CN should be the single point of contact with IETF in addressing PoC extensions to IETF protocols.

6. OMA is requested to give a presentation of preliminary PoC requirements, architecture, and timelines during the meetings of SA1, SA2, and the CN WGs to be held from 27 to 31 October in Bangkok, Thailand.  This collocated meeting of 3GPP working groups provides an excellent opportunity to acquaint the 3GPP experts with the OMA PoC plans.
Actions to OMA: 3GPP requests that OMA consider the above points as a basis for further collaboration on PoC.

	Noted

	S2-033342
	T2-030472
	LS on addition of MMS support by the USIM Application Toolkit
	To: TSG-T, SA1, SA2, T3

T2 has been asked to comment on the feasibility of utilising MMS as a mechanism to transfer data to and from the USAT.  In doing so, T2 has noted the following statements expressed by SA1 and SA2:

 “SA1 agreed that the principle requirement is to provide a higher bandwidth channel to USAT, than that currently provided by SMS.” (S1-030922)
“SA 2 understand that many Over The Air SIM updates use multiple (eg >20) SMSes and SA 2 note that the SMS architecture is not well optimised for this. Hence, MMS appears to be a suitable ‘bearer’ to use as a natural evolution of multiple concatenated SMSes” (S2-033242)

T2 confirms that it is in principle technically feasible for MMS to be used as a transport mechanism for the transfer of data (e.g. any application data) to and from a terminal.  Utilising MMS for this purpose will overcome the complexities and additional overheads of using SMS for large data downloads. However, at this point in time, T2 has not yet studied the detailed implications which are due to the particular case when USAT uses MMS as a transport mechanism for USAT data.

To facilitate this new capability, new features would be needed in order to allow multimedia messages to be addressed to applications in the UE other than the MMS user agent.  Such a proposal has already made from the Java Community JSR 205 expert group as part of the J2ME Wireless Messaging API (WMA) development (see LS in T2-030389).

Please note that T2 can only comment on the MMS transfer of data between the terminal and the network and cannot make a judgement on the feasibility of transferring this data between the terminal and the UICC.

Action to SA1, SA2, TSG T:  Please advise T2 on how to proceed on this new feature in time for consideration at our next meeting

	Open

See also S2-033347

	S2-033343
	T2-030516
	LS response to SA2 on UE Tunnelling
	To: SA2 Cc: CN1,SA3

T2 SWG 2 would like to thank SA2 for their LS on UE tunnelling for use in WLAN. T2 SWG2 group has reviewed the impact of Tunnelling on the UE and has currently identified no impact.

T2 SWG2 also believes, that it would be desirable to keep the end-to-end tunneling mechanism as close to current VPN solutions as possible. This would allow re-using of already existing tunneling client implementations.
Actions to SA2 :
None.

	Forward to WLAN

	S2-033344
	T2-030518
	LS response on usage of GUP reference points
	To: SA1, SA2 Cc: SA3, SA5, CN4
T2 SWG 2 would like to thank SA2 for their LS response on usage of GUP reference points. T2 SWG2 group has reviewed the answers and sees one possible conflict between one of the answers and requirements from TS22.240 V6.0.0:

The statement from SA2 in the above mentioned LS response concerning question D is quoted below:

“Changing the role of a non-master component to a master role is not possible, since after the change an Application would turn into a GUP Data Repository, and that is not allowed by the Rg and Rp reference points.”
TS22.240 V6.0.0 says in section 4.4:

“During the lifetime of a component, the role of master instance may be played by different component instances (e.g. in the case of failure).”

Actions to SA1 and SA2 groups: T2 asks SA1 and SA2 groups to kindly consider whether this is a possible conflict, and to clarify the situation.


	Open

	S2-033345
	T2-030527
	LS on Hierarchical Structure in GUP Specs
	To:  SA2

1. Overall Description:

This LS is for Action by SA2.

This LS is on the subject of adding a hierarchical procedure-callable structure to 23.241, with associated changes to 23.240 section 5, etc..
2. Adding Hierarchical structure in GUP Specs:

T2 has understood that SA2 has recently considered adding a hierarchical structure to GUP REL 6 Specifications, and that text has recently been added in Section 5 of 23.240 describing such a structure and the construct of Data Element Group (DEG).
T2 is in full support of adding a hierarchical structure to GUP Specifications for REL 6, and in fact has long felt (e.g. since August 2002) that such a hierarchical structure is very desirable and indeed necessary. T2 would like to thank SA2 for taking the steps in adding such a structure in 23.240.

3. Proposed construct for adding the hierarchical structure:

T2 has spent considerable effort in studying the DEG construct in 23.240, and the implications of inclusion of a DEG in 23.241 in a timely, realistic fashion for REL 6 with the resources available.

T2 has come to the decision that a somewhat different construct, the Profile Component Group (PCG) is a better construct for adding a hierarchical structure to 23.241. The reasons can be summarised as follows -

1. The PCG implements a hierarchical structure at a higher level than a Profile Component and its internal structure, while the DEG implements a hierarchical structure at a lower level than a Profile Component. The PCG thus makes a hierarchical structure visible and available to various applications and service capabilities using GUP while retaining the Profile Component and its internal structure as a basic unit of re-use as a Common Object. The DEG, by being at a lower level than the current Profile Component, would require major disruption to the internal structure and definitions of the Profile Component and corresponding major changes to all Specifications, including the Information Model. Identification of a stable (frozen?) re-use object which would not be subject to alteration upon every re-use is also problematic, considering a nested hierarchical structure below the Profile Component.

2. It is considered by T2 extremely difficult and not feasible to add a hierarchical structure to 23.241 based on the DEG in a timely, realistic fashion for REL 6 with the resources available, due to the extensive re-definition, top-level design, re-work and major changes required, especially considering the limited resources and time currently available. It would cause a major disruption to the work schedule.

In fact, T2 is of the opinion that inclusion of the DEG structure into 23.241 will make it not feasible to complete 23.241 in the REL 6 timeframe. On the other hand a hierarchical structure based on PCG, while still a fairly large change to 23.241, is more manageable for REL 6. In fact, the addition of the PCG hierarchical structure to substantial parts of 23.241 has already been accomplished at the T2 August meeting, and is attached to this LS for information and SA2 analysis and further work. In fact, Section 5 of 23.241 could be considered as having succeeded in reaching a certain level of stability.

Thus, T2 is of the opinion that the only realistic alternative to a PCG hierarchical structure, is to remove the currently-included PCG construct in 23.241, and thus be left with no hierarchical structure for REL 6. However, to remove this PCG hierarchical structure within 23.241 would now consume some significant T2-SWG2 time.

T2 is cognisant of the fact that the PCG requires SA2 to make changes to 23.240. While T2 is not the expert on 23.240, T2 hopes that perhaps changes to include the PCG in 23.240 (Section 5 and Definitions, etc.) may not be so burdensome. T2 hopes the attached document and diagrams therein will be of considerable assistance to SA2 in this effort. Alternatively, SA2 may choose to describe a hierarchical structure at a higher level in 23.240 section 5 than it does currently, and refer out to 23.241 for the specifics of the actual construct.

4. Proposed steps to implement the hierarchical structure in GUP Specs:

T2 hereby proposes the PCG as the appropriate construct for a hierarchical structure, and requests SA2 to kindly endorse this decision.

T2 proposes that SA2 kindly make changes to 23.240 section 5 to specify the PCG construct, or alternatively refer only to a hierarchical structure at a higher level and refer out to 23.241 for the design details of the PCG-based hierarchical structure.

Actions to SA2 group: T2 invites the SA2 group to kindly consider the above recommendations and respond to T2 on the following – 

1. That SA2 endorses the T2 decision.

2. That SA2 plans to make the above-recommended changes to TS23.240.

	Open

	S2-033346
	T2-030535
	LS on identifying MMS Enabled devices and MMS Capabilities of those devices.
	To: SA2, CN4 Cc: SA1
To improve the overall functionality of MMS two problems exist that are concerns of TSG T2. One (MMS Enabled) is for an operator to have knowledge of which terminals in their network are enabled for MMS. The second (MMS Capabilities) is for an MMS Relay/Server to have knowledge of a MMS enabled terminal’s capabilities prior to sending it an MM notification. 

Regarding the MMS Enabled problem it was one proposal in T2 that a solution using IMEI is possible. The annex in the attached CR T2-030461 describes one possible solution. 

Regarding the MMS Capabilities problem, it has been discussed that solutions may exist in OMA. Particularly in specification OMA-UAProf-V2_0-20030520-C section 6.3 entitled ‘Push Environment’. This section discusses caching of a terminal’s capabilities, which could be specific to MMS, and seems to be an appropriate solution for MMS. Also, specification WAP-235-PushOTA-20010425-a describes three different push environments. It’s the understanding of T2 that a solution to the MMS Capabilities problem could be resolved with a combination of the correct Push environment accompanied with UAProf. 

Actions to SA2: SA2 is kindly asked to comment on the attached proposed CR and to identify mechanisms, other than the one described in the attached T2 CR - Annex XX, to solve the MMS Enable problem. 

SA2 is also asked to comment on whether solutions using UAProf (OMA-UAProf-V2_0-20030520-C) and Push (WAP-235-PushOTA-20010425-a) are viable for the MMS Capabilities problem. Also, to identify any other solution to this problem. 

	Open

	S2-033347
	TP-030228
	LS on the use of MMS as a bearer for USAT
	To: SA2, SA1 Cc: T2, T3, OMA-BAC, OMA-MWG, OMA-REQ, OMA-ARCH, ETSI SCP

TSG-T has discussed again the matter of providing an enhanced capability for data download to the USIM application toolkit (USAT) and upload from USAT.  At the moment, the generally accepted method for doing download to the UICC is to use SMS as a bearer.  Now SA1 has decided, based on operator input, that a new mechanism is required for providing a higher bandwidth capability for USAT.  SA2 has sent a liaison statement saying that MMS is an appropriate method for providing higher bandwidth capability for USAT.

TSG-T has reviewed the LS from SA2, and notes that the analysis undertaken in SA2 appears to be quite basic.  In TSG-T it was agreed that a more detailed analysis is required to establish exactly what is required in the 3GPP system to support the new requirement. MMS has not been defined as a traditional telecom bearer, however this does not preclude MMS or enhanced MMS to be used as a transport mechanism. The consequence of MMS not being defined as bearer, but rather as an application is that the MMS client might not be under control of either the mobile manufacturer or the operator as the user might download any MMS client compatible with the OS of mobile or run the MMS client on a TE connected to the mobile equipment by a multitude of interfaces each with their set of security aspects. This problem could of course be overcome by creation of a trusted environment, e.g., with a separate client for the USAT, but this would require that MMS would be enhanced such that the sending entity can specifically address a given client. 

For your information TSG T would like to recall that the basic functioning of MMS is that first an SMS is sent to a UE in a 3GPP network, then the UE utilises the information to retrieve the MMS message from the network by using WAP protocol over a data connection (PS or CS).

TSG T understands that what are required to enhance USAT is a higher bandwidth and a push capability, but it is not clear to TSG T, if other requirements influence the choice of solution and would like to be informed about any such requirements, e.g., reuse of existing infrastructure for MMS.

TSG T would like to highlight that 3GPP has already defined a  transport mechanism in the “Bearer Independent Protocol”(BIP) which allows USAT to set up a data connection.  This has already been implemented by some handsets and UICCs. However, as it is now, BIP works only in a “pull” mode. Of course like for other limitation in 3GPP a push mechanism might be added through additions to the standard.

TSG-T has also heard that the Java Community JSR-205 Expert Group is interested in transferring Java Games over MMS and believes that the same issues apply to this, i.e. the simplistic assumption is that the MMS client in the UE can look at the different types of incoming MMS and decide where to send the data (to keep it in the MMS client, to send it to a Games engine, or to transfer it to USAT).  The potential issues associated with this seem very similar to those of USAT. 

Additionally, TSG-T would like to inform that also other new requirements for handling of MMS in relation to UICC are under discussion, e.g., MMS storage at the UICC and proactive capabilities in the UICC to support MMS management. 

This problem space is spread across the 3GPP and OMA communities and therefore this Liaison Statement is also sent to some OMA groups.

TSG-T would be happy to act as a co-ordination point for all input relating to this from different groups, with the intention to propose a way forward based on all input received prior to our next meeting as shown below.

Actions to SA1, SA2, OMA-BAC, OMA-MWG, OMA-REQ, OMA-ARCH: TSG-T invites the above groups to look into the matter as described above and provide proposals to TSG-T by the next TSG-T meeting.

	Open

See also S2-033342

	S2-033348
	
	Chairman of IEEE 802.11 Wireless LAN Next Generation (WNG) Standing Committee
	We thank you for the liaison from 3GPP SA2 (3GPP document number S2-032727 with attachments S2-031745 and S3-030265) on RADIUS-Diameter co-existence. IEEE 802.11 WLAN Next Generation (WNG) Standing Committee wants to thank SA2 for providing this analysis and status update and we appreciate the recommendation to be able to interwork with existing implementations supporting RADIUS.

The LS from 3GPP SA2 addresses co-existence and transition issues with RADIUS and Diameter. The IEEE 802.11 Task Group i (TGi) is working on an Enhanced Security amendment (IEEE 802.11i). The IEEE 802.11i draft specifies the usage of EAP as authentication protocol but does not specify any particular AAA protocol. It is out of TGi’s scope to select any particular AAA protocol and the IEEE 802.11i amendment is agnostic to the usage of RADIUS and Diameter.

For your information, within the IEEE 802.11 WNG, there are future plans to address general interworking issues on the WLAN side of interworking architectures, e.g. AAA protocol issues. 

We hope this clarifies the status in IEEE 802.11 and we look forward to further interactions and cooperation between IEEE 802.11 WNG and 3GPP on the topic of 3GPP-WLAN Interworking. We look forward to a close cooperative relationship with 3GPP SA2 and seek an active participation of your delegates in our efforts. 
Date of next IEEE 802.11 meetings:

IEEE Plenary Meeting: Nov 9 –14, 2003, Albuquerque, New Mexico, USA

IEEE Interim Meeting: Jan 11-16, 2004, Vancouver, BC, Canada

	Forward to WLAN

	S2-033349
	G2-030566
	Reply to LS on Service Id needs in the Access
	To: SA2 Cc: RAN2, CN1
GERAN WG2 thanks SA WG2 for their liaison statement on the MBMS service ID requirements and would like to respond to SA2’s request to provide information about the desired characteristics of the MBMS service ID to be used in the RAN.

Regarding the size of the TMGI:

GERAN WG2 agrees with SA WG2’s working assumption that the MBMS CN service identifier consisting of APN + IP multicast address is not suitable for GERAN procedures (e.g. MBMS notification of session start) as it will indeed be considerably larger than any mobile identity currently used in GERAN over the radio interface.  

Note: 
The “Mobile Identity” IE (defined in TS 24.008) is between 3 and 11 octets long.  For paging, the TMSI and P-TMSI are commonly used, which are both 4 octets in length.  This contrasts with an APN of up to 63 octets (even without the optional Operator identifier) and IP address of 4 or 16 octets.

The mechanism used to deliver the “MBMS notification of session start” message is not yet decided in GERAN. It is however essential for the notification to be delivered in a robust manner to the mobile stations. Therefore, it is GERAN WG2’s assumption that the notification will be sent using a layer 2 control message. Such a message has a restricted payload size in order to accommodate a strong channel coding.

Hence it is proposed that the TMGI be defined as no more than 4 octets long.  It is actually regarded as an advantage if the TMGI could be defined as less than 4 octets long, as this would maximise the capacity of the system for delivering MBMS notifications and minimise the impact of the introduction of MBMS on existing common control procedures.

Regarding the “uniqueness” of the TMGI:

If the TMGI is defined as unique within the TMSI/P-TMSI space, then it is by definition distinguishable from other paging identifiers and could for instance be used in existing paging/broadcast messages. If the TMGI is not unique within the TMSI/P-TMSI space, then it could only be used in modified (or MBMS-specific) messages.  GERAN WG2 can accommodate both alternatives but the procedure definitions will depend on the decision taken by SA WG2.

It is GERAN WG2’s understanding that the TMGI code space should be common to both GERAN and UTRAN in order for an MBMS service identified by a given TMGI in GERAN (resp. UTRAN) to be identified by the same TMGI in UTRAN (resp. GERAN). This avoids introducing specific TMGI handling mechanisms, for example in the case of cell reselection between 2G and 3G systems.

Note: If the TMGI is chosen to be part of the TMSI codespace, it is clear that the “service identifier” part of the TMGI will be less than 32 bits as the two MSBs of “11” are required to indicate P-TMSI, and then additional bits are needed to indicate TMGI space.  If fewer than 232 MBMS “service identifiers” are anticipated as required by operators and a shorter “service identifier” part of the TMGI is agreed, GERAN2 would propose that a fixed length (e.g. 2 octets) be chosen, (e.g. leaving 2 octets to indicate “TMGI” distinguishing this identity from TMSIs and P-TMSIs).  This would allow GERAN radio procedures to send just the service identifier part, rather than the whole TMGI.

It is understood by GERAN WG2 that if the BM-SC generates the TMGI, the TMGI would be valid across one PLMN area (or possibly several PLMNs if the BM-SC was shared between PLMNs).  It is assumed that a solution for informing the MS of a different TMGI value when entering the visitor PLMN would be found in relevant SA groups.  This also applies to the case where the TMGI has a smaller scope (e.g. routing area, like P-TMSI), however it would seem desirable for the TMGI to be valid across the MBMS service area to avoid unnecessary signalling from the CN (( MS.

GERAN WG2’s understanding of the service ID principles is as follows:

· The BM-SC shall generate the TMGI.

· The BM-SC shall provide the TMGI and the CN service ID to all nodes where the “MBMS bearer/service context” is stored, i.e. in BM-SC, GGSN, SGSN and MS.

· The BM-SC shall provide the TMGI and the CN service ID to the RAN in the session start message.

· The GERAN shall include the TMGI in the GERAN-specific notification message (notifying all users of session start) over the radio interface.

GERAN WG2 would therefore like to make the following recommendations:

· The TMGI should be no more than 4 octets in length, shorter if possible

· The size and the format of the TMGI should be common for UTRAN and GERAN

· The TMGI may be defined within the (P-)TMSI codespace  (but this is not required from GERAN2’s point of view)

· The scope of the TMGI should be the MBMS service area (minimum)

Actions to SA2 group: GERAN WG2 kindly asks SA WG2 to consider the viewpoint of GERAN WG2 given above when defining the service ID to be used in the RAN and to inform TSG RAN/GERAN WGs of the decisions taken when appropriate.
	Forward to MBMS

	S2-033350
	R1-031138

	LS on Layer1 Performance for MBMS
	To: SA1, SA2, SA4, RAN2 Cc: RAN3, RAN4
RAN1 would like to inform SA1, SA2, SA4, and RAN2 that RAN1 evaluated the performance of S-CCPCH for MBMS.  The results of the evaluation captured in TR25.803 can be summarized as follows:

For MBMS applications where 1% BLER* is required, the simulation results indicate that 64kbit/sec data rate is achievable with Node B power allocation as shown in the following table.
Required Node B Transmission Power [% Node B Power]

for cell coverage area ( 80-90% (Geometry factor of –3dB)

Outdoor1 Propagation Environment
Indoor2 Propagation Environment
No STTD

With STTD

No STTD

With STTD

15-20%

~13%

40-50%

20-30%

· In these simulations, Release 99 functionality and similar UE capabilities as the 384 kb/s class UE were assumed.  Furthermore geometry factor of –3dB is used, which approximately equals 80-90% cell coverage for macro cell.

· In the above table STTD indicates open loop transmit diversity mechanism.  The simulation results indicate that by utilising STTD, Node B output power requirements can be reduced.
· Higher data rates would require higher percentage of Node B transmit power or reduced cell coverage.  Similarly, lower BLER would require higher percentage of Node B transmit power or reduced cell coverage.  Cell coverage can be increased by applying higher percentage of Node B transmit power.  It is understood that the configuration of MBMS will depend on the specific network dimensioning by the operator.
· RAN1 notes that the results above do not account for implementation margins.
· RAN1 notes that further work would be needed to provide more accurate figures, especially regarding indoor environments since work was focused mainly on outdoor environments.  The Geometry distribution for indoor have not been studied, but we think that it will be higher than the outdoor scenario resulting in better coverage.  RAN1 can provide more accurate figures after further investigation.
* BLER is transport block error.  The relation between Transport block and higher layer PDU is shown in the figure below that is extracted from TS 25.301. BLER simulated for the radio channel does not necessarily  represent higher layers packet loss.

1-Outdoor propagation results were produced with ITU Vehicular A and Pedestrian B Channel Models with 3km/hr. Lower speeds would typically worsen the situation.

2-Indoor propagation results were produced with Case 1 of TS 25.104 and ITU Pedestrian A Channel Models.
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Figure 9: Data flow for non-transparent RLC and MAC
Actions: RAN1 kindly asks SA1, SA2, SA4 & RAN2 to consider the results of this evaluation for the development of specification for MBMS.

	Forward to MBMS

	S2-033351
	S3-030634
	Reply LS on “Security issues regarding multiple PDP contexts in GPRS
	To: SA2, CN4

SA3 has been considering the security implications of SA2’s LS in S2-033240 and have been discussing potential mechanisms to resolve the security issue as requested in the LS. These mechanisms have included terminal-only based mechanisms and network-only based mechanisms. The conclusion is that network-based security mechanisms and terminal-based security mechanisms are complementary. They both contribute to achieving a sufficient level of security to handle a spectrum of different security scenarios. Network-based security mechanisms protect when the end-user has the wrong terminal type, has failed to set-up, has misconfigured or doesn’t want to use appropriate terminal-based security mechanisms. Terminal-based security mechanisms protect from threats, which network-based mechanisms cannot possibly detect.

From a mobile operator point of view, network-based security solutions have the advantage that they are easier to bundle into operator service offerings, potentially as extensions to existing service offerings. Agreements to enforce certain network-based security mechanisms are made between the operator and enterprises. These are then enforced on the end-users of the enterprise. Terminal based security solutions are generally the responsibility of the enterprise and the end-user.
Actions to SA2 group: SA3 kindly asks SA2 to take notice of the SA3 conclusion.

	Open

	S2-033352
	S3-030635
	LS Response on “new interface names”
	To:
SA2, CN1, CN4 Cc: SA5
SA3 thanks SA2 for their liaison, where the interface names were commented for support for subscriber certificate work item.  SA3 agreed to adopt the “Z series” for the C and D interfaces, as Zh and Zn (see below), and continue to use Ub and Ua for UE related interfaces.
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Note: The logic behind the naming is addressed as:

Ub
Bootstrapping air interface (from UE to BSF)

Ua
Application air interface (from UE to NAF)

Zh
HSS interface from BSF 

Zn
NAF interface from BSF

Actions:   None.


	Noted

	S2-033353
	S3-030649
	Introducing the Privacy Mechanism in Stage 2
	To: SA2 CC: CN1

SA3 has considered the security issues related to the SIP Privacy extension mechanism and the 3GPP profiling of the RFC3325. It should be noted that these extensions are only useful inside a domain with agreed policies for handling the privacy information. Hence the mechanism is not useful between trust domains that do not’ apply a homogenous policy e.g. the Internet. However the IMS Network can, as SA3 understands it be viewed as a closed network by implementing the SEG for IMS as specified in TS 33.210 facilitating the implementation of RFC3325. SA3 has in compliance with this conditionally approved the attached CR S3-030648 since it was also discussed whether TS 23.228 could be the correct place for these requirements.

Action: SA3 kindly asks SA2 to review S3-030648 and comment on the implementation of these requirements in TS 33.203.

	Open

	S2-033354
	S3-030654
	The requirement and feasibility of IMS watcher authentication
	To: SA1, SA2, CN1

SA3 #29 plenary has investigated under the work item Presence, the authentication of IMS-capable watcher by the presence server to request password from watcher, where password is issued by presentity to watcher. The security concern of the function is analysed in the attached Tdoc (S3-030400), which shows feasibility flaws in below:

· Password delivery is an open issue

· Password storage in watcher equipment may be problematic

· Password is weaker than IMS network security. In other words, if IMS authentication is broken, password request does not guarantee further secure

Moreover, it is questioned whether the requirement is needed at all to IMS watcher to be authenticated by password issued by presentity. SA3 bears the up-to-date understanding that IMS-capable watcher should be authenticated by security provided by IMS network, therefore the function mentioned above seems to be a new requirement.  

To SA1, SA2 and CN1: SA3 kindly ask comments from groups in question, whether password is a feasible requirement and solution for non-IMS watcher authentication

	Open

	S2-033355
	S5-032645
	LS Reply on GUP
	To: SA2, CN4

SA5 thank SA2 for the response regarding the GUP architecture in 23.240. As a result, SA5 completed and subsequently SA#21 approved the attached Rel-6 TS 32.141 Subscription Management (SuM) architecture. 

Regarding GUP you are invited to note the following:

a) SA5 is developing SM interface specifications according to the Integration Reference Point (IRP) methodology, a 3-stage methodology used for telecom management (see 32.141 clause 4.3).

b) In 32.141 clause 4.2.2 SA5 notes that it will consider the re-use of GUP stage 3 for the generation of IRP solutions sets (stage 3). 

c) A possible interpretation of the relationship of the SA5 Interface-N for SuM to the GUP reference architecture in 23.240 can be found in Annex A of 32.141.

Actions to SA2: Please keep SA5 informed about any further progress in GUP architecture.
	Open

	S2-033356
	S5-034642
	LS Reply on charging aspects of Priority Service (draft TR 22.952)
	To: SA1 Cc: SA2, CN, RAN, T, GERAN, GSMA BARG/TADIG
SA5 thank SA1 for their liaison regarding the charging aspects of the priority service described in TR 22.952.

SA5 SWGB (Charging Management) have analysed the charging impacts of this service and are making the following assumptions regarding the charging functionality required for the priority service. These are:

· Existing Charging Data Record (CDR) types will be enhanced to include the priority service indication. No new CDR types will be specified;

· The Rel-6 CDRs shall indicate the HLR subscription to the priority service for the subscriber;

· The Rel-6 CDRs shall indicate if the priority service was invoked for a call; 

· The Rel-6 CDRs shall indicate if the priority service functionality was successfully activated, i.e. affecting other users;

· The remaining per call parameters are already available in the existing CDR types;

· The priority service is only applicable for circuit switched calls in Rel-6;

· The priority service shall be available to both post- and pre-paid subscribers.

The format of any summary account reports are outside the scope of the 32-series charging TSs. A number of the fields are available from the CDRs (as described above), while the remainder need to be made available by the operators post processing systems.

Actions: 
None. This liaison reply is for information only.
	Noted

	S2-033357
	S5-038681


	LS Reply on RAN Work Item "Control of Remote Electrical Tilting Antenna" and possible impact on SA5
	To: RAN3 Cc: RAN, SA, SA2

SA5 would like to thank RAN3 for the LS on ‘RAN Work Item "Control of Remote Electrical Tilting Antenna" and possible impact on SA5 (LS R3-031247).  This LS in reply is for ACTION.

At a joint meeting between SA5 SWG-A and SWG-D the LS and its attachments were reviewed.

SA5 is studying the subject to be able to answer RAN3, but needs some further information from RAN3 in order to complete the study:
1) Under what situations are RET adjustments necessary ?

2) What needs to be measured and transferred over Itf-N in order to determine whether RET adjustments are needed ?

3) It is SA5’s understanding that the Remote Electrical Tilting Control is an integrated subsystem in the Node B. That would mean that there are no architectural impacts in SA5. Please confirm this assumption.

4) In order to estimate the complexity of the work to be done, SA5 would like to know the order of magnitude of the number of control parameters and signalling commands that would be required for management of RET over Itf-N. For example can these be seen as a cell parameter(s) just like the frequencies, scrambling codes etc.?

5) Which aspects are most crucial for RAN3 and what are the priorities concerning the management of RET over Itf-N: 

· Configuration Management (e.g. setting of RET parameters, remote commands, number of RET antennas on a Node B);

· Fault Management (e.g. RET alarm handling);

· Performance Management (which measurements are required to ascertain the effectiveness of RET).

SA5 can’t reply on behalf of SA whether an SA work item is needed. SA5 could create a new SA5 work item if as the result of study it is found to be a significant amount of work. If the work for SA5 is to add a small number of parameters and notifications to the Itf-N interface then no new SA5 work item would be needed.

Note that SA5 SWGA, SWGC and SWGD are not currently planning to do any further work on the Itf-R and Itf-B interfaces. (For more information on the Itf-R and Itf-B interfaces see SA5's TS 32.101 and TS 32.102.)

More inputs are expected from RAN3, for example a more complete version of the draft TR 25.802.
No actions

	Noted

	S2-033358
	
	
	
	


1. Opening of the meeting  
-- 9:00am on Monday
2. Approval of the agenda

2.1. IPR call reminder 

Reminder to Individuals Members and the persons making the technical proposals about their obligations under their respective Organizational Partners IPR Policy.


3. Allocation of documents to agenda items

4. Meeting reports

5. Incoming Liaison Statements
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7. Release 4

8. Release 5
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8.2. Early UE
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9.11. LCS

9.12. BARS

9.13. SES
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10. Drafting groups during the week
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10.2. WLAN (IP connectivity + contributions from 9.16 that are not handled in plenary)
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