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Introduction

TR 23.825 currently describes the ways to identify packet flows in a rather vague manner. This is due to the likely scenario that new application protocols are rapidly being added. Hence, it is beneficial to partly leave the bearer charging awareness of application level protocols as vendor/operator-specific. 

At the same time, it is beneficial to standardize basic means for packet flow identification for interoperability reasons. 

This contribution recommends that at least the following packet flow identification means should be possible: 

· IP address+port, 

· transport protocol,

· application protocol or

· any combination of these

To identify a packet flow of a specific application protocol, the port number in the IP 5 tuple could be used in cases where the application uses the well-known portnumber allocated for that specific application protocol (e.g. HTTP traffic usually uses its well-know port 80). But with some services deeper packet lookup might be needed e.g. with MMS. 

As a conclusion we propose that theapplication protocols and services to be recognized in the TPF should be partly operator/vendor-specific, but at least WAP, HTTP and MMS recognition should be required. 

Proposal

It is proposed to change TR 23.825 on “Overall architecture aspects of IP-flow-based bearer charging” in the following way:

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TS 21.905 [2] and the following apply:

Editor’s note: terms shown in <angle brackets> are provisional.

Service data flow: aggregate set of packet flows. 
In the case of GPRS, it shall be possible that a service data flow is more granular than a PDP context.

Service Data Flow Filter: a set of filter parameters used to identify one or more of the packet flows constituting a service data flow. 
Packet flow: a specific user data flow carried through the Traffic Plane Function. At least the following means for the packet flow identification shall be supported: source and destination IP address+port, transport protocol and application protocol or any combination of these.
Charging rule: data that identifies the service data flow filters, charging key, and the associated charging actions, for a single service data flow.
Charging key: information used by the online and offline charging system for rating purposes. The charging key is an identifier associated with the charging rule that is unique within the charging rules for that users IP address/prefix.

Dynamic charging rules: Charging rules where some of the data within the charging rule (e.g. service data flow filter information) is assigned via real-time analysis which may use dynamic application derived criteria. 
Static charging rules: Charging rules where all of the data within the charging rule describing the service data flow is permanently configured throughout the duration of a user’s data session. Static charging rules may be activated dynamically.

There may be interactions between charging rules, whether static or dynamic.

4.2
Traffic Plane Function

This refers to the filtering that identifies the service data flows that need to be charged at different rates. Basic example: look for packets to and from service A.

· Filtering with respect to service data flow based on the transport and application protocols used above IP is to be supported for MMS, HTTP, WAP.This includes ability to differentiate between TCP, Wireless-TCP according to WAP 2.0, WDP, etc, in addition to differentiation at the application level. Filtering for further application protocols and services may also be supported, but are not within the scope of this document.
· Different filtering and counting shall be supported for downlink and uplink.

· Different granularity for service data flow filters identifying the service data flow shall be possible e.g.

· Filters based on the IP 5 tuple (source IP address, destination IP address, source port number, destination port number, protocol ID of the protocol above IP). Some of the filter parameters may be wildcarded. 
· In the case of GPRS, the traffic plane function shall provide the ability to support simultaneous independent filtering on service data flows associated with all, and each individual active PDP contexts; that is, primary and secondary PDP contexts, of one APN.
In case of no applicable filters for a service data flow, an operator configurable default charging should be applied.
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Figure 4.2 – Relationship of service data flow, packet flow and service data flow filter
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