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CN4 would like to thank SA2 for the liaison statement (S2-033237) on “P-TMSI signature validation functionality in R99”. CN4 would like to confirm SA2’s understanding that TS 29.060 sub clause 7.7.1 lists all “P-TMSI signature mismatch” cases. 

The P-TMSI signature is used by the SGSN to verify that the MS (which has identified itself by use of a P-TMSI) obtained that P-TMSI through legitimate means. If the SGSN has no P-TMSI signature, it has no means to validate the P-TMSI, regardless of whether the MS provides a P-TMSI signature or not. Therefore the SGSN can only process the request from the MS as if the P-TMSI cannot be trusted and needs to (re-)authenticate the MS to make sure it is the one it claims to be.

Hence, it is not a mismatch if the MS provides the P-TMSI signature to the new SGSN while the old SGSN has not stored the P-TMSI Signature for that MS.
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