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1 Introduction

Vodafone’s previous contribution (S2-032498) provided some options for the support of Location Services within IMS. The aim of this contribution is to provide further details about two of the options detailed in S2-032498. These 2 options were highlighted as a preference by Vodafone. Other companies showed some signs of support for one option (an IMS based Lr interface) in particular. It is important to note at this stage that the other options have, as yet, not been ruled out. Also the options were produced to demonstrate the start to finish of a location request in the worst case scenario where the requested/requesting service does not lie within the home network.

2 Home Network Discovery

In the situation where the service being triggered does not reside in the home network, there is an issue with resolving which network is the home network serving a particular public user identity. For SIP signalling, the CSCFs may use DNS to resolve the IP address for the gateway (possibly the I-CSCF) to the home network. As the Lr Interface will not use CSCFs to perform the routeing of messages based on the target mobile’s Public User Identity, it is necessary to identify a mechanism to determine the destination (AS/GMLC) and allow the routeing of location requests back to the home network. The successful operation of either option is likely to depend on the configuration of DNS servers.


[image: image1.wmf]I-CSCF

S-CSCF

AS/GMLC

AS

GMLC

HSS

Home Network

Service/Terminating Network

DNS

3) Location

Request

1) DNS Query

(sip

:joe.bloggs@vodafone.com)

Serving Nodes

(MSC/SGSN/SMLC)

S-CSCF

UE

Public User Identity =

joe.bloggs@vodafone 

com

2) DNS Response

(10.10.10.10)

IP Address

(10.10.10.10)

3) 

Lr Location Request

(GMLC Associated with

10.10.10.10)

or


Figure 1. Example Flow where DNS is Configured to Return I-CSCF Address
In Figure 1, we have an example of where the DNS used to resolve public user identities point towards the I-CSCF of the home network. If the Lr option is used, the GMLC may be able to detect that the IP address returned from DNS is not a valid address for any of its known Lr interfaces (given that Lr interfaces need to be pre-negotiated between operators. Therefore, it may be necessary for the requesting GMLC to store a mapping table of I-CSCF address’ to either HSS address or GMLC address depending on the architectural option chosen.

Other Work-arounds are:

· DNS Response dependent on service – The DNS server returns a result that is dependent on the service being used (i.e. port number used or otherwise). The possibility of DNS working in such a manner is still to be determined. 

· “Load balancing” may be able to provide capability for distinguishing services and forwarding messages to the appropriate server (in this case either CSCF or GMLC). However, this does require the Lr and Mw interfaces to pass through a common “load balancer”.

· DNS Failover – if I-CSCF rejects an incoming message, the server, originating the request, may request another IP address. The response to the second DNS query may be configured for the H-GMLC address or HSS address, but this will slow down the whole location procedure. Also this is not what the design was originally intended for.

· Sending of 2 SIP URIs by UE – The UE sends the normal public user identity and also an identity solely of the use of location services in all outgoing SIP messaging. This allows services requiring location information to use this new identity to resolve the H-GMLC and therefore simplifying the routeing of location requests.

· Introduce support for forwarding of Lr protocol messages to associated GMLC at the I-CSCF of the home network.

3 Other/Additional Handling

Additional handling is necessary at the home network to determine the access method to IMS services (e.g. GPRS or WLAN). In the case of WLAN access, it is currently not possible to locate a user possibly except based on coverage maps of WLAN AN’s hotspots. If an access method is used where it is not possible to perform a location request, the home network shall detect this and the location request should be rejected. This detection may use the P-Access-Network-Info that is included in most messages originated from a UE (but removed by the S-CSCF before forwarding to endpoint). However, how this is used requires further study.

4 Conclusion

There is an issue regarding home network discovery where either messaging between requesting and home networks do not use the target UE’s public user identity or routeing does not go via the CSCFs. This issue needs to be addressed first before a decision on which option from S2-032498 is most appropriate can be made.
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