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1. Introduction

In an IWLAN supporting scenario 3, there are three types of UEs that may be used concurrently:

1) Normal WLAN UEs (not interworking with 3G networks);

2) Scenario 2 IWLAN UEs (not accessing 3G PS services);

3) Scenario 3 IWLAN UEs (can accessing 3G PS services)

Among these UEs, the type 1) and 2) should have the traffic going directly to the Internet. For type 3) UE, it could work either at the scenario 2 mode or at pure scenario 3 mode, or both. It would be absurd for a user to buy a scenario 3 UE not able to access Internet directly.

Therefore, in the IWLAN, it should be able to allow the traffic from type 1), 2) UE and certain mode of type 3) UE to go directly to the Internet while forcing the traffic of type 3) UE to go to VPLMN if it is access 3G PS services. 

In the interworking, it is highly possible that all these UEs present at the same WLAN, and work at the same time (accessing the same WLAN AP). If the routing enforcement for the scenario 3 user cannot differentiate the other type of traffic, and force all of them going to the VPLMN, there would be service interruptions for those users. Therefore, it is important to request the routing enforcemnt be transparent to UEs accessing Internet directly.  Changes to the routing enforcement principles are proposed as following. 

2. Discussion

 5.10.1 Routing Enforcement in the WLAN AN

When operating in scenario 3, the WLAN AN needs to ensure that all packets sent to/from a WLAN UE operating at scenario 3 mode are routed to the interworking VPLMN (roaming case) or HPLMN (no roaming case). At the same time, this routing enforcement shall not prevent the WLAN AN from supporting scenario 2 and non-interworking WLAN UEs.  In addition, it shall be possible for the 3GPP network to provide the WLAN with routing enforcement information to restrict the destinations the UE’s packets can be sent to. When the WLAN receives packets sent from an UE against the routing policy defined by 3GPP network, it could be possible for the WLAN to discard those packets before they are routed into 3GPP network. 
3. Proposal

To apply the proposed changes to the 3GPP TS 23.234
