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Discussion

The developing and seemingly agreed procedures for MBMS assign some additional functionality to the BM-SC. Further, work already done is SA3 has already established that ciphering key distribution and generation is a function of the BM-SC (reference: S3-030358). The present contribution amends the list of functions associated with the BM-SC to include these functions.

Proposal

The following additions are proposed for section 5.1

5 Functional Entities To Support MBMS

To provide MBMS services existing network components, GGSN, SGSN, RNC/BSC, perform several MBMS related functions and procedures, some of which are specific to MBMS. An MBMS specific network entity – Broadcast Multicast Service Centre (BM-SC) is used for service provisioning and delivery.

5.1 Broadcast-Multicast Service Centre (BM-SC)

The BM-SC is responsible for service provisioning and delivery. It may serve as an entry point for content provider MBMS transmissions, used to initiate MBMS transport bearers within the PLMN and can be used to schedule and deliver MBMS transmissions.

5.1.1 Content Provider Authentication, Authorization and Charging

The BM-SC shall be able to authenticate 3rd party content providers, providing content for MBMS transmissions. 

3rd party content providers may wish to initiate an MBMS transmission . In such cases, the BM-SC shall be able to authorize content providers to transmit data over MBMS depending on operator policy. 

The BM-SC shall be able to verify the integrity of data received from content providers.

The BM-SC shall be able to generate charging records for content provider transmitted data.

5.1.2 MBMS Transport 

The BM-SC shall be able to provide the GGSN with transport associated parameters such as quality-of-service and multicast/broadcast area.
The BM-SC shall be able to initiate and terminate MBMS transport resources prior to and following transmission of MBMS data. Transport associated parameters such as quality-of-service and multicast/broadcast area shall be provided with the initiation of an MBMS session.
5.1.3 MBMS Transmissions

The BM-SC should be able to accept content from external sources and transmit it using error resilient schemes (e.g. specialized MBMS codecs).

Further, the BM-SC might be used to schedule MBMS transmissions, retrieve content from external sources and provide this content using MBMS transport resources.

5.1.4 MBMS Service Authorization
The BM-SC shall be able to authorize subscribers to activate multicast services and receive service-associated data.

The BM-SC shall be able to terminate the usage of a multicast service within the PLMN and for all service subscribers.
5.1.5 MBMS Security
The BM-SC shall be able to generate and distribute ciphering keys for the purpose of limiting access to MBMS data to authorized service subscribers, only.
5.1.6 Service Advertisement and Description

The BM-SC shall be able to provide service announcements for multicast and broadcast services. 

The BM-SC shall be able to provide the UE with media descriptions specifying the media to be delivered as part of an MBMS (e.g. type of video and audio encodings). 

The BM-SC shall be able to provide the UE with session descriptions specifying the sessions to be delivered as part of an MBMS (e.g. multicast service identification, addressing, time of transmission, etc.)

The BM-SC shall be able to deliver media and session descriptions by means of service announcements using IETF specified protocols over MBMS multicast and broadcast bearers
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