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Introduction

In SA2 #29, tdoc 030206 reintroduced the concepts behind enabling emergency calls in the PS domain/IMS subsystem without a UICC. The concept was found “generally agreeable”; however, CRs introduced for this concept were to be redirected towards the appropriate specifications, i.e. TS 23.060. During TSG SA WG2 meeting #30 it was agreed to start a TR to capture the various agreements to enable emergency calls in the PS domain/IMS subsystem. This document proposes text for TR 23.867 to provide the mechanisms for enabling emergency calls in the PS domain without a UICC. 

Discussion

The Attach Request procedure requires the terminal to include either the P-TMSI or the IMSI. In the case a terminal does not have a UICC, it does not have an IMSI to send in the Attach Request and, due to the lack of UICC, is not allowed to access the system. 
In order to ensure that mobile and network functionality do not change too much from the normal case it would be useful for the mobile to be able to emulate the presence of a UICC by “generating” an identity in order to be able to proceed with an emergency call. In addition the mobile would need to signal to the network that the identity being sent is an emulated IMSI so that the network can communicate with a HLR-like entity in order to obtain the necessary information. For the ease of description and re-use of procedures, such as insertion of subscriber data in the VLR, this pseudo-HLR functionality is described as a HLR, though it can be included as part of any other network entity.

By emulating the presence of a UICC the network would be able to handle the mobile in a normal fashion i.e. the network entities would be able to handle the emergency call in an identical fashion as a normal call establishment.

The mechanism proposed here is that the mobile creates an identity containing a tag providing indication that it is attempting an emergency call and some random bits based on the IMEI. The tag provides indication to the network that the digits following are an emulated identity for the purpose of an emergency call. By receiving a ‘‘emulated’ IMSI, part of which will have a pre-defined MCC+MNC (emergency PLMN identity), the network does not have to change any of its basic procedures for call setup etc. and can continue to use all the existing functionality. Using the IMEI to generate the remaining part of the emulated identity helps ensure uniqueness.
Following successful attach the mobile continues with PDP context activation in the normal fashion. The ‘Emergency’ identity can also be used by the network to page the mobile to enable call-back.

Proposal

It is proposed to capture the following text in sub-clause 4.2.x of TR 23.867.

4.2
Architectural considerations

Editor's note: This clause is planned to cover the scenarios of: possible analysis of placement of S-CSCF where GGSN is, possible analysis of how to handle UICC-less access for the whole system, possible concept of Pseudo-HLR and how it fits into the total architecture, location and handling of MGCF/MGW, possible analysis of new nodes and responsibilities. The aim is to describe thinking behind the conclusion made in clause 5.

4.2.x
Emergency Calls in absence of UICC

When the UICC is not present or the UICC is not valid, the UE shall emulate a UICC with the following default capability: 

- 
be able to generate an Emergency identity containing two primary fields as follows and the capability to enable the authentication and security procedures:

-
one field, including a pre-defined tag (emergency PLMN identity (unique MCC + MNC);  editors note: MCC = 901, MNC = 008 have already been defined for use for emergency calls) to identify the identity as being an Emergency identity. 

-
a second field, that includes an identity generated from the IMEI (Editor’s note: for example, the least significant 9 digits of the IMEI excluding the spare digit).

On receiving an attach request with the emergency identity, based on the emergency PLMN id the network routes the necessary information to a pseudo-HLR entity. The pseudo-HLR functionality allows the other network elements to handle the UICC-less emergency call no different from the case of a normal call, e.g., the pseudo-HLR provides pre-defined authentication vectors for the emulated UICC, matching the functionality of the normal UICC-HLR pair and allows security procedures to be triggered for the call as in the normal call establishment case. The functionality of the pseudo-HLR entity may be incorporated into the normal HLR.

After successful attach, the mobile shall continue with emergency session establishment.

