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1. Discussion

1.1 General model of Gq/Go usage for QoS policy

QoS policy is important in the case of peer-to-peer applications, for example for a session between 2 IMS end-users. It is for this type of session that the Go interface has been introduced in release 5. In the case of client/server applications, the network can control directly the QoS to/from its own servers. 

For peer-to-peer sessions, QoS policy is defined by the Application Function interacting with the PDF via Gq. In the case of the GPRS network, the PDF then interacts to the GGSN via Go. Then we have defined that for IMS, any other network may use the Go to its equivalent packet gateway, in the IMS Commonality TR. We propose to say that this can be the case of any peer-to-peer application function.

This is shown below:
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Proposal 1: Gq/Go should be used for QoS policy for applications that support a peer-to-peer operation.

IMS is such a type of application, even if it supports other kinds of sessions too – but it is not recommended to have the same IMS application (or other peer-to-peer applications) work in two different ways for different types of services.

1.2 Go push for other IP connectivity networks than GPRS

The IMS harmonization and commonality work has already identified that if the access network is different from GPRS, it may provide different functionality than that provided for GPRS and used for Go policy. In particular, if the IP connectivity network does not provide explicit resource reservation signaling, then SBLP can not provide authorization from the IMS in response to resource reservation requests in the IP Connectivity Network (“reservation-based authorization” as described in 23.864 chapter 4.1.1).

This Go ‘push’ model was discussed previously in S2-032038 which discussed the need to identify which PEF to PDF needs to address. 

Possible ways to identify the correct PEF in a ‘push’ model are:

A) The PDF could know the IP address ranges served by different PEFs

B) The PDF could request the PEF identity for a given UE from the AAA infrastructure

C) The PEF could register with each PDF when a UE connects

D) The AAA infrastructure could register the UE with each PDF when it connects

For Mechanism B) it is not straightforward to determine which AAA server should be queried for a given UE.

Mechanisms C) and D) can be seen as dynamic ways to populate the lookup table in Method A). We propose to at least have mechanism A) and leave for further study whether further mechanisms are needed to dynamically populate the lookup table.
Further, for IMS or other peer-to-peer applications, this Go push requires a new model for the Gq interface. Because there is no resource reservation to link to the authorisation at the session level, there is no need for a token. When a session starts at the AF, the authorisation generated in conjunction with the PDF does not require a token, since the PDF will not be informed of the bearer reservation. This could actually be determined by the PDF, which based on the mappings between IP Address and PEF, can know whether the user is on a 'push' or 'pull' network, a ‘push’ network being one which does not require a token. Alternatively the PDF could always generate a token and allow the AF to send it to the UE if it has session signaling to do so, then the UE could use it for resource reservation or not depending on the network type. However this seems to be a waste of resources when the PDF could have already pre-determined that no token is needed in this case.

Either way, the scenario of no bearer reservation needs to be added to the 23.917 TR on Gq for rel6 policy control.

Proposal 2: In IMS commonality and harmonization TR, add IP address mechanism to determine PEF at the PDF when Go push is used

Proposal 3:  in Gq TR, add the case where no bearer reservation signaling is available in the IP connectivity network. The proposal is to have the PDF generate no token in this case. The AF can allow this case by requiring no token. The AF could also request a token but be informed that the PDF has generated none; this way the AF knows it can not be contacted at resource reservation. 

2. Summary

The following configurations need to be supported:
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3. Proposed changes

Changes to IMS Commonality TR (23.864)

4.5.4
Identification of Policy Enforcement Function

In GPRS, identification of the PEF (which is at the GGSN) is easily achieved because a ‘pull’ model is used for the provision of the policy – the correct PEF identifies itself to the PDF by means of the COPS-REQ message on the Go interface.

This message is triggered by explicit resource reservation signalling within the GPRS network (PDP Context Establishment) and correlated to a session by the Authorisation Token supplied by the UE.

In the absence of explicit resource reservation signalling, there is no obvious way to trigger such a message from the PEF to the PDF and so some other means must be found to identify the correct PEF to the PDF.

To identify the correct PEF in a ‘push’ model, the only information the PDF has is the IP address. The PDF needs to be configured with a table containing the mapping between the IP addresses and the associated PEF. A static configuration of such a table shall be supported at the PDF. The same mappings between IP Address and PEF will tell the PDF whether the user is on a 'push' or 'pull' network.
Usage of a dynamic table (updated when the user connects to an IP-CAN) is FFS.

Usage of a dynamic lookup request by the PDF is FFS.

Changes to Gq TR (23.917)

7.1 Introduction

There are three main elements to the rel6 policy control architecture:

· the GGSN (in the case of a GPRS IP Connectivity network. In other IP connectivity networks, this is the gateway acting as a PEF).
· the PDF

· the server in the operator’s or service provider domain (e.g. P-CSCF for the IM Subsystem), or “Application Function”.

These elements provide policy control for end-user to end-user flows. They are used for 
QoS for applications that support peer-to-peer operation. 
Next change

7.4.1 Authorise QoS resources

There may be links between the AF and PDF policies to authorise the use of QoS resources.

The AF provides the service determined decision information.

The PDF provides the final policy decision controlling the allocated QoS resources for the authorized media stream to the GGSN.
For some services, the authorisation decision may be time dependent (e.g. a different authorisation is applicable at a different time).
With GPRS, a bearer reservation is available in the IP connectivity network, via PDP context establishment. When a bearer reservation mechanism is available, the following applies:
When the AF requests the token from the PDF, it indicates whether or not the PDF should contact the AF at UE resource reservation.

The Authorise QoS resources function can be invoked between PDF and AF at session establishment and/or at bearer establishment.

The UE decides whether to aggregate or separate flows. The total QoS authorised may depend on which flows the UE decides to multiplex. Depending on the flows and the application, there may be some multiplexing gain (e.g. it may be that some flows never transmit at the same time).

As the AF can request to be contacted at UE resource reservation, it can interact with the PDF so that the PDF enforces downgraded bandwidth usage if the UE has asked for more bandwidth than the AF allows.

Further, the AF may provide information to the PDF in order for the PDF to authorise aggregate of flows.

In the case the AF does not request to be contacted at UE resource reservation, and that no additional information is available at the PDF, the PDF authorisation will be based on the addition of bandwidth of flows proposed by the UE.

Different services may make the authorisation decision for the flow at the AF at the time the flow is identified, and others may make this authorisation decision at the AF at the time the bearer is established. If a time dependent decision at the AF needs to be made at bearer establishment, the AF shall request the PDF to contact the AF at UE resource reservation. 

If the IP connectivity network does not provide a bearer reservation mechanism, then the authorisation can only occur at session establishment. In this case, when a session starts at the AF, the authorisation generated in conjunction with the PDF does not require a token, since the PDF will not be informed of the bearer reservation. The PDF can determine whether the user is on network with bearer reservation or not, depending on the PEF it addresses (eg. a WLAN Packet Data Gateway and not a GGSN).

Next change

8.3 Authorisation of session QoS resources

This is the initial interaction between PDF and AF.

If the AF requests the authorization token from the PDF, it indicates whether or not the PDF should contact the AF at UE resource reservation. The PDF generation of the authorization token is shown in the flow “Authorisation of service, session establishment”. In the case where the AF provides session QoS information, the PDF returns a success indication with an authorization token when the identified QoS is within operator policy. In the case where the AF does not provide session QoS information, the PDF may return an authorization token to be used in a subsequent authorisation procedure.

The AF provides information about whether or not the PDF should contact the AF when the QoS is modified by the UE, for example if there is a change in the allocation of flows to the authorized resources.

The PDF can only provide this modification information to the AF if it receives corresponding information from the Go interface.

In the case where the PDF determines that the IP connectivity network does not have explicit resource reservation signalling, the PDF does not generate a token and the service needs to be authorised with session establishment information only.
If the AF does not request an authorization token from the PDF, it does not require to be contacted at UE resource reservation. If the AF had requested a token and the PDF generates none, the PDF shall inform the AF of this result due to the IP connectivity network capabilities. 

8.3.1 Authorisation of QoS resources, session establishment

The following flow shows the authorisation of the QoS resources at session establishment. This step is necessary for the AF to request the generation of any authorization token by the PDF.

If this is requested by the AF and if the IP connectivity network provides resource reservation signalling, for a particular user and session, the PDF generates one authorization token which is valid for the related session and user. 
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Figure 3:  Authorize QoS resources, session establishment

1) A trigger is received at the AF, e.g. a session Control message containing media information is received by the Application Function.  

2) The Application Function sends a request for authorization (including any token request) and optionally session information to the PDF. Some services may require further interaction between the AF and the PDF to provide the full session information, e.g. for IMS session establishment (mobile terminated).

3) If the PDF received the session information, the PDF shall authorize the required QoS resources for the session and install the IP bearer level policy in its internal database based on information from the Application Function. If the session QoS information was not received in Step 2 above, the QoS authorisation is deferred. The PDF determines the address of the gateway in the IP connectivity network which acts as a PEF, and if this requires token generation or not.
4) The PDF reports successful or deferred QoS authorisation of the session, to the Application Function. The requested Authorisation Token shall be included in the case of GPRS.

5) Upon successful or deferred authorization of the session, session control messaging continues, with any supplied Authorisation Token being passed on the UE. 

It is also possible that the AF may initiate a request for multiple authorization tokens to use for future sessions, in which case the PDF can generate multiple authorization tokens. When the AF receives multiple authorization tokens from the PDF, it may allocate these to sessions without re-contacting the PDF.
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