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1. Introduction

In S2-032944, a UE’s transport IP address is clarified. There are two options for allocating this address; allocation by a WLAN and allocation by a PLMN. 

In this contribution, we suggest that the WLAN should allocate a UE’s transport address.
2. Comparison of two options
2.1 UE’s transport address assigned by a PLMN

There are the following shortcomings when a UE’s transport address is assigned by a PLMN. 

· The packet cannot be forwarded to the UE by normal IP routing. It requires a special site-to-site tunnel between a WLAN and a PLMN, as stated in Annex E. Thus the impact on a WLAN is high.
· When a WLAN has roaming agreements with more than one PLMNs, transport IP addresses of UEs may collide.
· It precludes a UE from acting in scenario 2 mode and scenario 3 mode at a time, i.e. scenario 2+3 access is prohibited. Actually, it rules out scenario 2 because all packets from/to a UE shall go/come through the site-to-site tunnel (like a black hall).

2.2 UE’s transport address assigned by a WLAN

When a UE uses a transport IP address assigned by WLAN, which, of course, belongs to the address space of the WLAN, there is no additional requirement on the WLAN. Also no address collision can be guaranteed.

If an operator wants to allow only scenario 3 access – although there are many merits for allowing scenario 2+3 access as stated in the next section -, it is still possible with WLAN assigned transport addresses simply by packet filtering. 
When scenario 2+3 access is allowed, routing enforcement is interpreted as the packets for 3G PS services should pass through VPLMN in the roaming case. In the tunnel switching approach, this can be done by normal IP routing. In the end-to-end tunnel approach, policy routing or a L3 tunnelling may be used to enforce routing of the packets from UE heading to the PDG. 
3. Reasoning of scenario 2+3 access

There are good reasons to scenario 2+3 access as follows.
First, as stated in TR 22.934 quoted below, the services of scenario 3 should include those of scenario 2.

(start of quotation)

5.1
Interworking scenarios

In this chapter six 3GPP - WLAN interworking scenarios are described. Each scenario realises an additional step in integrating WLAN in the 3GPP service offering and naturally includes the previous level of integration of the previous scenario.

(end of quotation)

Second, let us assume that an operator wants to all packets from/to a UE in an interworking WLAN to be routed to its own network (the PLMN core network). In other words, the operator only allows scenario 3 only access. Then he may face the following problems.
1. One of the main reasons to routing all packets to PLMN can be to create more revenue by volume-based charging. However, there is a good chance that WLAN ISPs offer the basic access to the Internet via WLAN in hot spots with flat rate pricing. And that is what is happening these days. It will be a competition hard to win.
2. An alternative is that the basic access to the Internet is charged by flat rate pricing, while 3G specific PS services – such as IMS etc. – are charged additionally by volume based pricing. This seems to be more reasonable. In this case, there is no need to make the packets for the basic internet access to the PLMN. It will just cause additional traffic inside the PLMN and may increase delays. So it is better to route such packets directly between the WLAN and the Internet.
3. Internet access via a WLAN AN can be classified into two. One is a direct access to the Internet mentioned above. It is a low cost and only support a best effort service. And this service cannot offer service continuity in scenario 4+. 
The other is Internet access as a 3G PS service. In this case, the packets are routed via a PLMN. This premium service (and may be charged by volume-base) has the following merits over the basic one. 

i. QoS guarantee. It is highly possible that the interworking WLAN and the PLMN are connected by one hop. And by using VPLMN, the user can enjoy QoS enabled GRX network instead of best effort Internet
ii. For the scenario 4+, vertical handover is only possible when a UE is connected to internet via PLMN. It can be expected that the PLMN may cover the hot spot area of the interworking WLAN (e.g. WLAN hot sports in Heathrow Airport which interwork with Bodafone.)
These two services can be selected by the user’s discretion.

4. Proposed changes of the TS

The following suggestion of amendment is made on the basis of the proposed text change in S2-032944.
******************* First amended section *******************
3.1
Definitions

W-APN:
WLAN Access Point Name – identifies an IP network and a point of interconnection to that network (Packet Data Gateway)

Requested W-APN: The W-APN requested by the user

Selected W-APN: The W-APN selected by the network as a result of the user request
Environment: The type of area to be covered by the WLAN network of a 3GPP - WLAN interworking; e.g. public, corporate and residential.
Home WLAN: The WLAN that is interworking with the HPLMN of the 3GPP - WLAN interworking user.

Interworking WLAN :  WLAN that interworks with a 3GPP system. 
Visited WLAN: An interworking WLAN that Interworks only with a visited PLMN. 

PS based services: Services that are usually provided by the 3GPP PS Core Network.

WLAN coverage: an area where wireless local area network access services are provided for interworking by an entity in accordance with WLAN standards.

WLAN roaming: The ability for a 3GPP - WLAN interworking user (subscriber) to function in a serving WLAN different from the home WLAN

3GPP - WLAN Interworking: Used generically to refer to interworking between the 3GPP system and the WLAN family of standards. Annex B includes examples of WLAN Radio Network Technologies.
UE’s transport IP address: An address that is necessary to deliver the packet to a UE in a WLAN AN. It identifies the UE in the WLAN. It can be assigned by a WLAN.
UE’s data IP address: An address used in the data packet encapsulated by the UE-initiated tunnel. It represents the identity of the UE in the network which the UE is accessing. This address can be assigned by a HPLMN or an external IP data network.
6.2.6 Packet Data Gateway

3GPP PS based services (Scenario 3) are accessed via a Packet Data Gateway. 3GPP PS based services may be accessed via a Packet Data Gateway in the user’s Home Network or a PDG in the selected VPLMN. The process of authorisation and service selection (e.g. W-APN selection) and subscription checking determines whether a service shall be provided by the home network (Figure 6.2.a) or by the visited network (Figure 6.2.b). The resolution of the IP address of the Packet Data Gateway providing access to the selected service will be performed in the PLMN functioning as the home network (in the VPLMN or HPLMN). Successful activation of a selected service results in 

· Determination of the Packet Data Gateway IP address used by the UE

· Allocation of a UE’s data IP address (the UE’s home address) to the UE by the HPLMN (if one is not already allocated)

· Registration of the UE’s transport IP address allocated by the WLAN with the Packet Data Gateway and binding of this address with the UE’s data IP address

The Packet Data Gateway:

· Contains routeing information for WLAN-3G connected users;

· Routes the packet data received from/sent to the PDN to/from the WLAN-3G connected user;

· Performs address translation and mapping;

· Performs de-capsulation and encapsulation;

· Allows allocation of the UE’s data IP address;
· Relays the UE’s data IP address allocated by an external IP network to the UE, when external PDN address allocation is used.
· Performs registration of the UE’s transport IP address allocated by the WLAN and binding of this address with the UE’s data IP address;

· Provides procedures for unbinding a UE’s transport IP address with the UE’s data IP address;

· Provides procedures for authentication and prevention of hijacking (i.e. ensuring the validity of the UE initiating any binding of the UE’s transport IP address with the UE’s data IP address, unbinding etc.)

· Generates charging information related to user data traffic for offline and online charging purposes.
