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1. Introduction

In the last SA2 meeting at the Sophia Antipolis, it was agreed that the WAG is a mandatory functional element for both of the roaming case and the non-roaming case in scenario 3. However, there was a debate about the role of the WAG in scenario 2. 

It is necessary to clarify the role of the WAG in scenario 2, because it has important technical and business implication. In this contribution, we insist that the reference to the WAG in scenario 2 should be removed.
2. Discussion

2.1 WAG in scenario 2

According to the requirements from SA2 (TR 22.934), scenario 2 is defined as provisioning of the 3G AAA functionalities when a UE accesses to a WLAN. 

(From section 5.1 TR 22.934)
Scenario 2 - 3GPP system based Access Control and Charging
This is the scenario where authentication, authorization and accounting are provided by the 3GPP system.

……..
No requirements are put upon the set of services to be offered in the WLAN part beyond those inherently offered by being addressable in an IP network.
And the UE, which is connected to WLAN in scenario 2, can access the Internet/Intranet through a direct link connecting WLAN with the Internet/Intranet. This is clearly shown in the figure 6.1 and the figure 6.2 of the current version of TS, as WAG and PDG is shadowed to refer to the scenario 3 functionality. 

However in section 6.2.5, the WAG is described as an optional one in scenario 2, having the following functionalities.
· Enables generation of aggregate charging for users accessing via the WLAN AN (scenario 2), e.g., to verify the charging records generated by the WLAN AN.

· Enables the (V)PLMN to implement portal functionality for users accessing via the WLAN AN, e.g., for scenario 2.

For the first functionality, it is required that all packets from/to the UE should pass through the WAG. However this can be criticized for the following reasons.
1. It is possible that a PLMN operator can have a business relationship/agreement with a WLAN ISP which mandates to route all packets from/to the UE to the PLMN. In this case, the path of the packets traverse becomes UE-WLAN-WAG-PDG-external PDN(Internet etc). This is scenario 3 not scenario 2.
2. Assume that the PLMN operator still insists that its scenario 2 should be implemented in such a way, because it wants to verify the charging records generated by the WLAN AN. However, there is a good chance that the basic access to the Internet via WLAN will be flat rate pricing. In such a case, there is no need to check the volume of packets. It will only add traffics to PLMN and delays to users. 

3. Assume again that the PLMN operator adheres to the volume-based charging for the basic internet access via WLAN. In this case, there should be a trust-relationship between the PLMN operator and the WLAN operator, i.e. the PLMN operator should trust the WLAN operator to make such a contract or the PLMN operator owns the WLAN AN. 
The other functionality of the WAG in scenario 2, portal, is nothing to do with the original purpose of the WAG. The PLMN operator can have another server for this functionality.
In conclusion, we suggest that remove the reference of the WAG in scenario 2.
2.2 WAG in scenario 3

As stated in the introduction, it was agreed that a WAG is a mandatory element in scenario 3 regardless of roaming/non-roaming cases. However, this has not been reflected in the TS.

So, we suggest the following text changes of the TS. 
3. Proposed changes of the TS
******************* First amended section *******************
6.1.1
Non Roaming WLAN Inter-working Reference Model
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figure 6.1 Non Roaming Reference Model. The shaded area refers to scenario 3 functionality.
******************* Next amended section *******************
6.2.5  WLAN Access Gateway 


The WLAN Access Gateway is a gateway via which the data to/from the WLAN Access Network can be routed via a PLMN to provide a UE with 3G PS based services in scenario 3. 

Support of WAG in scenario 3 is mandatory for both of the roaming case and the non-roaming case.

The WLAN Access Gateway shall be supported between the WLAN AN and the VPLMN, in the roaming case, and between the WLAN AN and the HPLMN, in the non-roaming case. 

The WLAN Access Gateway:

· Allows VPLMN to generate charging information for users accessing via the WLAN AN in the roaming case.

· 
· Enforces routing of packets through the PDG.

Per-user charging generation in the WAG is FFS.

Note 1: per-user charging generation is provided by the 3GPP AAA proxy in scenario 2 and can be used for mediation into TAP3 tickets including binding to a user’s 3GPP identity.

Note 2: per-user charging generation in the WAG is not required when the WAG and PDG are in the same network, i.e. the non-roaming case.


· The WAG shall provide routing policy enforcement.

If service is provided through a PDG in the HPLMN the WAG:

· Ensures that all packets from the UE are routed to the HPLMN.

· Ensures that packets from authorised UEs are only routed to the PDG in the HPLMN and that packets from other sources than the PDG in the HPLMN are not routed to the UE.

If service is provided through a PDG in the VPLMN the WAG:

· Ensures that all packets from the UE are routed to the VPLMN.

· Ensures that packets from authorised UEs are only routed to the PDG in the VPLMN and that packets from other sources than the PDG in the VPLMN are not routed to the UE.

The definition of the interface between WLAN AN and PLMN and the operation of the WLAN Access Gateway are subject to local agreement and are not specified by 3GPP. However, in order to demonstrate support for the WLAN Access Gateway, informative examples of such connectivity between WLAN AN and PLMN are described in an informative annex.

******************* Next amended section *******************
6.2.5.3. Summary

Scenario 3 option requires new functionality to exist in the VPLMN, in the WAG. 

Two issues which are FFS are:

1. The detailed definition of routing enforcement information delivered to the WAG (including between HPLMN and VPLMN)

2. How the WAG binds the routing enforcement to a user’s traffic.

Note1: Since bullet item 1 is largely decoupled from discussion on tunnelling options, from a WAG perspective, the key differentiator is how the WAG binds the routing enforcement to a user’s traffic.
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