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Discussion

There is a common understanding in SA2 for a long time that UE initiated tunneling should be the favored solution for scenario 3 access to PS based services. UE transparent tunneling is not an appropriate solution to access PS based services in the 3GPP core network, e.g. due to complexity reasons (various open problems could not be solved). In addition, UE initiated tunneling was chosen as working assumption in SA2 and consequently no contributions describing other solutions were presented in the last meetings. Therefore, this contribution proposes to remove the UE transparent tunneling option from TS 23.234 in chapter 5.6 and 5.6.2. Note that the informative annex D dealing with tunnel options has to be modified accordingly or deleted completely after a decision for a concrete tunnel option could be achieved. For clarification a sentence is added to chapter 5.6.1 that the no tunnel option is only applicable in scenario 2.

Proposal

Remove the following text from TS 23.234 v1.12.0 in chapter 5.6:

************************************** Proposed change ********************************************

5.6 IP Network Selection

Note that this type of IP Network Selection is only applicable in scenario 3. Scenario 2 offers direct connection from the WLAN network to Internet/Intranet.

The UE can connect to different IP networks, including the Internet, an operator’s IP network or an external IP network such as a corporate IP network. The user may indicate a preferred IP network with a requested WLAN Access Point Name (W-APN). The Requested W-APN may also indicated a point of connection to the IP network (i.e. WAG or PDG).

A W-APN is indicated by the UE in the tunnel establishment procedure between the UE and an initial WAG or PDG (whether the request is sent to the WAG or to the PDG is FFS). It is then forwarded to the 3GPP AAA server  (whether this request is routed via the 3GPP AAA Proxy is FFS). 

Since scenario 3 mandates that some additional functionality exists in the VPLMN, in scenario 3 the VPLMN shall be able to communicate with the HPLMN across the Ws reference point.

The home network decides the type of IP connectivity based on e.g. the requested W-APN, user’s subscription information and VPLMN information and may determine an alternative W-APN, the Selected W-APN indicating the same network, but a different point of interconnection. The home network choices are:

1. No tunnelling, for supporting a scenario 2 WLAN UE

2. 
3. UE-initiated tunnelling

The 3GPP Home Network may also determine that the user should be given access to the same IP Network but via a different point of interconnection. 

Editor’s note: compatibility between scenario 2 and scenario 3 functional elements requires further study. 

These cases are described below.

5.6.1. IP Connectivity without Tunnelling

When no tunnelling is used, the 3GPP AAA server does not include any tunnel attribute in Wr signalling. This option is only applicable in scenario 2.



1. 
2. 
3. 
4. 
5. 

5.6.3 UE-Initiated Tunnelling

5.6.3.1. UE-Initiated Tunnelling Requirements

The requirements that a UE-Initiated tunnel protocol should meet are:






